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show platform software status control-processor 1977
show platform software punt-policer 1981
show platform process slot 1982

show platform software tech-support 1984
show platform software vnic-if interface-mapping 1986
show platform time-source 1988

show plim fpga 1989

show policy-map interface 1991

show power 2037
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[l Cisco I0S Interface and Hardware Component Command Reference



Contents .

CHAPTER 15 show service-module serial through standby port 2095
show service-module serial 2097
show sip-disk 2102
show slot0: 2104
show smf 2107
show srp 2109
show storm-control 2112
show sup-bootflash 2115
show syscon sdp 2118
show system jumbomtu 2120
show tcam counts 2121
show tcam interface 2123
show tcam-mgr subslot 2126
show tdm backplane 2131
show tdm connections 2133
show tdm data 2135
show tdm detail 2137
show tdm information 2139
show tdm pool 2141
show tunnel interface 2143
show tunnel keys-database tunnel 2147
show top counters interface report 2149
show ucse imc download progress 2151
show ucse imc files 2152
show ucse server boot 2153
show ucse server erase device status 2155
show ucse server raid level 2156
show upgrade file 2157
show upgrade fpd file 2158
show upgrade fpd package default 2164
show upgrade fpd progress 2167
show upgrade fpd table 2170
show upgrade fpga progress 2173

Cisco 10S Interface and Hardware Component Command Reference [JJj



. Contents

show upgrade hw-programmable file 2174
show upgrade hw-programmable progress 2176
show upgrade package default 2177
show upgrade progress 2178

show upgrade table 2179

show vmi neighbors 2180

show wedged-interfaces 2183
shutdown (controller) 2184

shutdown (dwdm) 2186

shutdown (hub) 2187

shutdown (interface) 2188

signaling 2190

smt-queue-threshold 2192

snmp ifmib ifindex persist 2193

snmp ifindex clear 2194

snmp-server enable traps netsync 2196
snmp ifindex persist 2197

snmp trap illegal-address 2199
snmp-server ifindex persist 2201

snr margin 2203

source-address 2205

speed 2206

squelch 2212

sra line 2213

standby port 2214

sts-1 2216

CHAPTER 16 squelch through system jumbomtu 2217
squelch 2219
srp buffer-size 2220
stp deficit-round-robin 2221
stp loopback 2223
srp priority-map 2224
srp random-detect 2226

[l Cisco I0S Interface and Hardware Component Command Reference



srp shutdown 2227

srp tx-traffic-rate 2228

stack-mib portname 2229
storm-control 2230

storm-control level 2233

subslot 2235

switchport 2236

switchport access vlan 2241

switchport autostate exclude 2243
switchport backup 2245

switchport block unicast 2248
switchport capture 2249

switchport capture allowed vlan 2251
switchport dotlq ethertype 2253
switchport mode 2255

switchport port-security 2259
switchport port-security aging 2261
switchport port-security mac-address 2263
switchport port-security maximum 2266
switchport port-security violation 2268
switchport private-vlan host-association 2270
switchport private-vlan mapping 2272
switchport protected 2274

switchport trunk 2276

switchport vlan mapping 2283
switchport vlan mapping enable 2286
switchport voice vlan 2288

sync interval 2290

sync-restart-delay 2292

syscon address 2293

syscon shelf-id 2294

syscon source-interface 2295

system flowcontrol bus 2296

system jumbomtu 2297

Contents .

Cisco 10S Interface and Hardware Component Command Reference [JJj



. Contents

CHAPTER 17 t1through tug-2 el unframed 2299
tl 2301
tl bert 2302
tl/el cem-group 2304
tl clock source 2305
tl external 2307
tl fdl ansi 2309
tl framing 2311
tl linecode 2313
tl logging-events 2315
tl/el loopback 2316
t1 t1-line-number cem-group 2318
t1 t1-line-number clock source 2319
t1 t1 line-number framing 2320
tl span 2321
tl span syslog 2324
tl test 2326
tl timeslot 2328
tl yellow 2330
tcam priority 2331
termination 2333
test aim eeprom 2334
test cable-diagnostics 2336
test interface fastethernet 2338
test platform police get 2339
test platform debugger rommon 2340
test platform police ipv6 disable 2341
test platform police set 2342
test satellite satellite mfg link 2343
test satellite satellite reset 2344
test service-module 2345
test trunk 2347
threshold 2349

[l Cisco I0S Interface and Hardware Component Command Reference



Contents .

timeslot 2350
time-properties persist 2352
tod 2353

transceiver type all 2355
transmit-buffers backing-store 2356
transmit-clock-internal 2357
transmit-interface 2358
transmitter-delay 2359
transport-mode 2360
transport ipv4 2362
transport ipv4 (PTP) 2363
ts16 2365

ttb 2366

ttl 2368

tu-ais 2369

tug-2 2370

tug-2el 23M

tug-2 el bert pattern 2372
tug-2 el channel-group timeslots 2374
tug-2 el clock source 2376
tug-2 el framing 2378
tug-2 el loopback 2380
tug-2 el national bits 2382
tug-2 el shutdown 2384
tug-2 el unframed 2386
tug-3 2388

CHAPTER 18 tunnel bandwidth through yellow 2389
tunnel bandwidth 2391
tunnel checksum 2392
tunnel mpls-ip-only 2393
tunnel destination 2394
tunnel endpoint service-policy output 2398

tunnel entropy 2399

Cisco 10S Interface and Hardware Component Command Reference [JJj



. Contents

tunnel key 2401

tunnel mode 2402

tunnel path-mtu-discovery 2408
tunnel rbscp ack split 2410
tunnel rbscp delay 2411

tunnel rbscp input drop 2412
tunnel rbscp long drop 2413
tunnel rbscp report 2414

tunnel rbscp window_stuff 2415
tunnel route-via 2416

tunnel sequence-datagrams 2417
tunnel source 2418

tunnel tos 2422

tunnel ttl 2423

tunnel vrf 2424

type STS48c 2426
tx-queue-limit 2427

ucse subslot imec password-reset 2428
ucse subslot server 2429

ucse subslot server password-reset 2431
ucse subslot shutdown 2433
ucse subslot statistics 2434

ucse subslot status 2435

ucse cmos-reset 2437

ucse heartbeat-reset 2439

ucse imc config 2440

ucse imc file delete 2441

ucse imc file download 2442
ucse password-reset 2443

ucse server boot 2445

ucse server boot order 2447
ucse server erase device hdd 2449
ucse server raid level 2450

ucse server reload boot 2452

[l Cisco I0S Interface and Hardware Component Command Reference



ucse server reset boot 2453

ucse session 2454

ucse shutdown 2456

ucse server start boot 2457

ucse statistics 2458

ucse status 2460

ucse stop 2462

unidirectional 2464

upgrade fpd auto 2466

upgrade fpd path 2469

upgrade fpga 247

upgrade fpga all 2475

upgrade hw-module slot 2479
upgrade hw-module slot fpd file 2483
upgrade hw-module subslot 2487
upgrade hw-module subslot fpd file 2491
upgrade hw-programmable 2494
upgrade rom-monitor default 2496
upgrade satellite satellite 2498

utc offset leap-second offset 2500
vectoring 2501

vtg 2502

wanphy flag j1 transmit 2504
wanphy report-alarm 2505
wanphy threshold 2507

xconnect (CEM) 2509

yellow 2511

Contents .

Cisco 10S Interface and Hardware Component Command Reference [JJj



. Contents

[l Cisco I0S Interface and Hardware Component Command Reference



A through B

* 1pps, on page 3

* ais-core-failure, on page 4

* ais-shut, on page 5

* alarm-interface, on page 6

» alarm-profile, on page 7

* alarm-profile attach, on page 9
* alarm report all, on page 11

* als, on page 13

» als restart, on page 14

» als restart mode, on page 15

» als restart pulse, on page 16

* analysis-module monitoring, on page 18
* announce interval, on page 20
* announce timeout, on page 21
* anti-jam, on page 22

* apply (satellite initial configuration), on page 23
* aps authenticate, on page 25

* aps adm, on page 26

* aps clear sonet, on page 27

* aps force, on page 28

* aps force sonet, on page 30

* aps group, on page 32

* aps hspw-icrm-grp, on page 34
* aps lockout, on page 37

* aps lockout sonet, on page 38

* aps manual, on page 39

* aps manual sonet, on page 41

* aps protect, on page 43

« aps protect (SONET), on page 44
* aps revert, on page 45

* aps timers, on page 46

* aps unidirectional, on page 47
* aps working, on page 49

Cisco 10S Interface and Hardware Component Command Reference [JJj



AthroughB |

* associate slot, on page 51

* association, on page 54

» attach profile-name, on page 55

* atm sonet, on page 57

 au-3, on page 58

* au-4 tug-3, on page 59

* aug mapping, on page 60

* aug mapping [au-3 | au-4] stm [stm number]| stm1 number [number], on page 62
* aug mapping au-3 stm [stm number] path number [path number], on page 63
* auto-polarity, on page 64

* b2 sd-ber, on page 65

* b2 sf-ber, on page 66

* backup delay, on page 67

* backup interface, on page 68

* backup interface atm, on page 70

* backup interface cem, on page 72

* backup load, on page 74

* bandwidth (interface configuration), on page 75
* batch, on page 78

* bert abort controller, on page 80

* bert controller, on page 82

* bert errors, on page 86

* bert pattern, on page 87

* bert pattern (T1 E1), on page 89

* bert pattern (T3 E3), on page 91

* bert profile, on page 93

* bitswap line, on page 95

* bridge-domain, on page 96

* bridge-domain (subinterface), on page 101

[l Cisco I0S Interface and Hardware Component Command Reference



| AthroughB

1pps

1pps .

To configure the pulse per second parameters of the global navigation satellite system (GNSS) module on the
Cisco ASR 903, Cisco ASR 907, and the Cisco ASR 920 routers, use the 1pps command in the gnss mode.
To remove the 1pps configuration, use the no form of this command.

1pps {offset | polarity [negative]}
no 1pps {offset| polarity negative}

Syntax Description

Command Default

Command Modes

offset Configures the 1PPS cable compensation. The valid values are from 0 to 1000 nano seconds.

polarity |Configures the 1PPS polarity.

negative | Configures the polarity as negative. Default polarity is positive.

No default behavior or values.

GNSS configuration (config-gnss)

Command History

Usage Guidelines

Examples

Release

Modification

IOS-XE3.17

This command was introduced on the Cisco ASR 903, Cisco ASR 907, and the Cisco ASR
920 routers.

The pulse per second is used to synchronize time with other sensors and is crucial for the accuracy of the
sensor integration.

The following example shows how to configure the PPS:

Router# configure terminal
Router (config) # gnss slot r0
Router (config-gnss) # lpps polarity negative

Related Commands

Command Description

gnss Configures the GNSS on the router.

anti-jam Enables or disables the anti-jam mode on the GNSS module.

constellation | Configures the GNSS module based on the specified satellite constellations.
default Resets the device to its default state.

exit Exists the GNSS sub mode.

no Negates the command or sets the value of the command to its default values.
shutdown Enables GNSS module.
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ais-core-failure

To enable AIS alarms to detect core failure events on a 8/16 T1E1 IM, use the ais-core-failure command in
controller configuration mode. To disable the AIS alarms, use the no form of this command..

ais-core-failure

no ais-core-failure

Syntax Description ~ Syntax Description

This command has no keywords or arguments.

Command Default This command is disabled by default; AIS alarm is not reported during core failure events.
Command Modes Controller configuration
Command History Release Modification
10S XE Everest Support for this command was introduced on the Cisco ASR 900 Routers.
16.7.1
Usage Guidelines AlS alarms are generated and detected either when the TDM circuits goes down on the access layer of the

network topology or a failure occurs in the MPLS domain due to which SAToP connectivity goes down. This
alarm is only applicable for SDH-E1 and unframed (SAToP) type and is not applicable for framed (CESoP)

type.

You cannot configure AIS alarms if CEM group is enabled. You must first remove the CEM group configuration
and then configure AIS alarms.

Examples The following example shows the configuration of AIS alarm:
Router> enable
Router#configure terminal
Router (config) #controller tl 0/1/2
Router (config-controller) #ais-core-failure
Related Commands | Command Description
show run| | Displays the AIS alarm configuration.
Sec
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ais-shut

Syntax Description

Command Default

Command Modes

ais-shut .

To enable automatic insertion of a Line Alarm Indication Signal (LAIS) in the sent SONET signal whenever
the SONET port enters the administrative shutdown state, use the ais-shut command in SONET configuration
mode. To disable automatic insertion of a LAIS, use the no form of this command..

ais-shut

no ais-shut

Syntax Description

This command has no keywords or arguments.
This command is disabled by default; no AIS is sent.

Controller configuration

Command History

Usage Guidelines

Examples

Release Modification

XE 3.18 | Support for this command was introduced on NCS 4200 Series.
SP

When the line is placed in administrative shutdown state, use the ais-shut command to send a signal to
downstream equipment that indicates that there is a problem with the line.

The following example shows the configuration of AIS SHUT:

enable

configure terminal
controller MediaType 0/5/0
mode sonet

controller sonet 0/5/0

ais-shut
end
Related Commands | Command Description
controller sonet Configures the SONET mode.

show controller sonet | Displays SONET controller configuration.
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alarm-interface

To enter alarm-interface mode and configure the alarm interface controller (AIC), use the alarm-interface
command in global configuration mode. To leave alarm-interface mode, use the exit command.

alarm-interface dot-number

Syntax Description | Slot-number | Number of the port in which the AIC is installed.

Command Default No default behavior or values

Command Modes Global configuration

Command History Release | Modification

12.2(2)XG | This command was introduced for the Cisco 2600 series and the Cisco 3600 series.

12.2(8)T | This command was integrated into Cisco IOS Release 12.2(8)T.

Examples The following examples show how the alar m-interface command is used in conjunction with the

ipaddress and the reset commands:

Router (config) # alarm-interface 5
Router (config-aic)# ip address 10.2.130.105

A change in the AIC IP configuration might not take effect until the next time the card is started.
Use the reset command to restart the card, as in the following example:

Router (config-aic) # reset
Alarm Interface Card in slot 5 restarted
Router (config-aic) # end

Related Commands | Command |Description

ip address | Sets a primary or secondary IP address for an interface.

reset Resets the AIC CPU.
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alarm-profile

To create an alarm profile for chassis, card or interface module, and port, use the alarm-profile command in
configuration mode. To delete the alarm profile, use the no form of this command.

The alarm profile is associated to an alarm with controller types such as SONET, SDH, DS1, or DS3.

alar m-profile profile-name {chassis| card | port}

Syntax Description ~ Syntax Description

profile-name | The name of the alarm profile. The name should be a string with alpha numeric characters
and should not exceed 32 characters.

chassis Alarm profile created for chassis.
card Alarm profile created for card.
port Alarm profile created for port.

Command Default None

Command Modes Configuration mode

Command History Release Modification

Cisco IOS XE 16.8.1 | Support for this command was introduced on ASR 900 Series.

Usage Guidelines This command is used to create alarm profile for chassis, card, or port in the configuration mode.

Examples The following example shows how to create an alarm profile for chassis:

router (config) #alarm profile CHASSIS chassis
router (config-alarm-profile) #falarm sonet/sdh
router (config-alarm-properties) # SLOF syslog

(

router (config-alarm-properties) #SLOF severity critical

Examples The following example shows how to create an alarm profile for card:
router (config) #alarm profile CARD card
router (config-alarm-profile) #alarm ds3
router (config-alarm-properties) #DS3 RX LOS syslog
router (config-alarm-properties) #DS3 RX LOS severity major
Examples

The following example shows how to create an alarm profile for port:
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router (config) #alarm profile PORT port

router (config-alarm-profile) #alarm dslI
router (config-alarm-properties) #DS1 LOS syslog
router (config-alarm-properties) #DSI LOS severity major

Related Commands

Command

Description

alarm-profile nameattach

Attaches alarm profile to chassis or card.

attach profile profile-name

Attaches alarm profile to port.

show alar m-profile

Displays alarm profile configured for chassis.
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alarm-profile attach

To attach an alarm profile to chassis or card, use the alar m-profile name attach command in configuration
mode. To detach the alarm profile from chassis or card, use the no form of this command.

After attaching the alarm profile only, the alarm serverity and other alarm functionalities are applied to the
chassis, card, or port.

alar m-profile profile-name attach {chassis| card slot/bay}

alarm-profile telcordia attachchassis

Syntax Description ~ Syntax Description

profile-name | The name of the alarm profile.

chassis Specify to attach the alarm profile to chassis.

card dlot/bay | Specify to attach the alarm profile to card.

telcordia Specify to attach the Telcordia alarm profile to chassis.

Command Default None

Command Modes Configuration mode

Command History Release Modification

Cisco IOS XE 16.8.1 | Support for this command was introduced on ASR 900 Series.

Cisco IOS XE 17.3.1 | Support for attaching the Telcordia alarm profile to chassis was introduced.

Usage Guidelines This command is used to attach alarm profile to chassis or card in the configuration mode.

For Telcordia alarm profile, the alarm severities Not Alarmed (NA) and Not Reported (NR) are included by
default. The alarm profile attached to chassis inherits the alarm severities of the Telcordia profile.

)

Note Ensure that you use the complete alarm-profile telcordia attach chassis command while
attaching the alarm profile based on Telcordia.

Examples The following example shows how to attach an alarm profile for chassis:
router>enable

router#configure terminal

router (config) #alarm-profile CHASSIS attach chassis

router (config) #end
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Examples The following example shows how to attach a Telcordia alarm profile to chassis:
router>enable
router#configure terminal
router (config) #alarm-profile telcordia attach chassis
router (config) #end
Examples The following example shows how to attach an alarm profile to card:
router>enable
router#configure terminal
router (config) #alarm-profile CARD attach card 0/1
router (config) #end
Related Commands | Command Description

alar m-profile profile-name | Creates a new alarm profile for chassis, card or port.

show alar m-profile Displays alarm profile configured for chassis.
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alarm report all

Syntax Description

Command Default

Command Modes

To permit selected SONET alarms to be logged to the console for a SONET controller, use the alarm report
all command in SONET configuration mode. To disable logging of select SONET alarms, use the no form
of this command.

alarm-report all {bl-tca|lias|Irdi| pais| plop | pplm| pplm| prdi | sd-ber}

Syntax Description

bl-tca | The name of a CEM interface parameters class.

lias Reports Line Alarm Indication signal (LAIS) errors.

Irdi Reports line remote defect indication errors.

pais | Enables reporting of Path Alarm Indication Signal (PAIS).

plop | Enables reporting of Path Loss Of Pointer (PLOP).

pplm | Sets Path Payload Mismatch (PPLM) defect reporting status.

prdi Sets Path Remote Defect Indication (PRDI) reporting status.

sd-ber | Enables Signal Degrade (SD) Bit Error Rate (BER) reporting.

None

Controller configuration

Command History

Usage Guidelines

Examples

Release Modification

XE 3.18 | Support for this command was introduced on NCS 4200 Series.
SP

This command is used to configure the alarm reports in SONET mode.

The following example shows the configuration of alarm reports:

enable

configure terminal
controller MediaType 0/5/0
mode sonet

controller sonet 0/5/0
alarm report all bl-tcs

end
Related Commands | Command Description
controller sonet Configures the SONET mode.
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Command

Description

show controller sonet

Displays SONET controller configuration.
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als

Syntax Description

Command Default

Command Modes

als .

To enable the Automatic Laser Shutdown (ALS) mode, use the alscommand in interface configuration mode.
To disable ALS mode, use the no form of this command.

als
no als

This command has no arguments or keywords.

ALS is disabled.

Interface configuration (config-if)

Command History

Examples

Release

Modification

12.2(33)SRD1

This command was introduced on the Cisco 7600 series router for the ES+ line cards.

The following example shows how to enable ALS:

Router> enable

Router# configure terminal

Router (config) # interface tengigabitethernet 2/1
Router (config-if) # als

Related Commands

Command Description

als restart Requests an ALS restart mode.
als restart mode Selects the ALS restart mode.
als restart pulse Select the ALS pulse mode.

hw-module als restart | Requests a restart pulse.

show als

Displays ALS status.
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als restart

To request an Automatic Laser Shutdown (ALS) restart mode, use the alsrestartcommand in interface
configuration mode. To disable an ALS restart mode, use the no form of this command.

als restart {mode| pulse}
no als restart {mode| pulse}

Syntax Description mode | Specifies the ALS mode.

pulse | Specifies the ALS pulse.

Command Default Command default is automatic.
Command Modes Interface configuration (config-if)
Command History Release Modification

12.2(33)SRD1 | This command was introduced on the Cisco 7600 series router for the ES+ line cards.

Examples The following example restarts the ALS mode:
Router> enable
Router# configure terminal
Router (config) # interface tengigabitethernet 2/1
Router (config-if) # als
Router (config-if)# als restart mode
Related Commands | Command Description
als Enables the ALS mode.
als restart mode Selects the ALS restart mode.
als restart pulse Selects the ALS pulse mode.

hw-module als restart | Requests a restart pulse.

show als Displays ALS status.
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als restart mode

To select the Automatic Laser Shutdown (ALS) restart mode, use the alsrestartmodecommand in interface
configuration mode. To reset to the command default mode, use the no form of this command.

als restart mode {automatic | manual}
no als restart mode {automatic|manual}

Syntax Description

Command Default

Command Modes

automatic | Selects automatic mode.

manual Selects manual mode.

Command default is automatic.

Interface configuration (config-if)

Command History

Release Modification

12.2(33)SRD1 | This command was introduced on the Cisco 7600 series router for the ES+ line cards.

Usage Guidelines

Examples

In manual restart, you request a single restart pulse from the ALS agent. In automatic restart, you configure
the ALS agent to send a periodic restart pulse.

The following example shows how to select automatic mode:

Router> enable

Router# configure terminal

Router (config) # interface tengigabitethernet 2/1
Router (config-if) # als

Router (config-if)# als restart mode automatic

Related Commands

Command Description

als Enables the ALS mode.

als restart Requests an ALS restart mode.
als restart pulse Select the ALS pulse mode.

hw-module als restart | Requests a restart pulse.

show als Displays ALS status.
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als restart pulse

To select the Automatic Laser Shutdown (ALS) pulse mode, use the alsrestartpulsecommand in inteface
configuration mode. To disable an ALS pulse mode, use the no form of this command.

als restart pulse {interval seconds|width seconds}
no als restart pulse {interval seconds|width seconds}

Syntax Description interval seconds | Specifies the interval of the ALS pulse. The range is 100 to 20,000 seconds. Default is

300 seconds.
width seconds Specifies the width of the ALS pulse. The range is 2 to 200 seconds. Default is 200
seconds.
Command Default Pulse interval default is 300 seconds. Pulse width default is 200 seconds.
Command Modes Interface configuration (config-if)
Command History Release Modification

12.2(33)SRD1 | This command was introduced on the Cisco 7600 series router for the ES+ line cards.

Usage Guidelines If a particular platform/OS/interface/controller has the capability to support two ranges, one range for Wave
Division Multiplexing (WDM) and another for non-WDM, use the following pulse width ranges:

* WDM: 60 - 200 (default: 100)
* Non-WDM: 2 - 100 (default: 4)

The recovery pulse interval is the period between the rising edge of pulses. The pulse interval needs to be
greater than the pulse width. If a particular platform/OS/interface/controller has the capability to support two
ranges, one range for WDM and another for non-WDM, use the following pulse width ranges:

* WDM: 200 - 20000 (default: 300)
* Non-WDM: 100 - 2000 (default: 100)

Examples The following example shows how to select an ALS pulse interval:

Router> enable

Router# configure terminal

Router (config) # interface tengigabitethernet 2/1
Router (config-if) # als

Router (config-if) # als restart mode

Router (config-if) # als restart mode automatic
Router (config-if) # als restart pulse interval 2000

The following example shows how to select an ALS pulse width:

Router> enable
Router# configure terminal
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Router (config)# interface tengigabitethernet 2/1

Related Commands

(
Router (config-if) # als
Router (config-if) # als restart mode
Router (config-if) # als restart mode automatic
Router (config-if)# als restart pulse width 200
Command Description
als Enables the ALS mode.
als restart Requests an ALS restart mode.

als restart mode

Selects the ALS restart mode.

hw-module als restart

Requests a restart pulse.

show als

Displays ALS status.
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analysis-module monitoring

To enable Network Analysis Module (NAM) packet monitoring on an interface, use the
analysissmodulemonitoring command in interface configuration mode. To disable NAM packet monitoring,
use the nNo form of this command.

analysiss-modulemonitoring
noanalysis-modulemonitoring

Syntax Description ~ This command has no arguments or keywords.

Command Default NAM packet monitoring is disabled on the interface.

Command Modes Interface configuration
Command History Release Modification
12.3(4)XD This command was introduced on the following platforms: Cisco 2600XM series,
Cisco 2691, Cisco 3660, Cisco 3725, and Cisco 3745.
12.3(7)T This command was integrated into Cisco IOS Release 12.3(7)T.
12.3(8)T4 This command was implemented on the following platforms: Cisco 2811, Cisco
2821, Cisco 2851, and Cisco 3800 series.
12.3(11)T This command was implemented on the Cisco 3800 series.
Cisco IOS XE Fuji This command was implemented on the Cisco ISR 4000 Series Integrated Services
16.9.1 Routers.
Usage Guidelines When you enable NAM packet monitoring on an interface, Cisco Express Forwarding (CEF) sends an extra

copy of IP packet that is received or sent on that interface to the NAM through the analysis module and then
through the internal NM-NAM interface.

)

Note The traffic is sent through the internal NAM interface and through the the analysis module interface uses the
router's resources such as CPU, SDRAM bandwidth, and backplane Peripheral Component Interconnect (PCI)
bandwidth. Therefore, it is recommended to use the internal NAM interface to monitor WAN interfaces and
use the external NAM interface to monitor LAN interfaces.

In Cisco 10S XE Fuji 16.9.1, Encapsulated Remote Switched Port Analyzer (ERSPAN) supports the NAM
feature on Cisco 4000 Series ISRs. The Cisco ERSPAN feature allows you to monitor traffic on one or more
ports and then sends the monitored traffic to one or more destination ports.

To enhance the performance of NAM and simplify the configuration of NAM data port, ERSPAN sessions
are extended to a special souce session called NAM SPAN. NAM SPAN supports Layer 2 mode as local span
and monitors the interface on Layer 3 interface on Cisco 4000 Series ISRs.
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\)

Note If an interface is monitored by NAM SPAN, it can not be configured as output interface. Each interface can
configure only one interface as output interface.

Examples The following example shows how to enable NAM packet monitoring on a serial interface:

Router (config) # interface serial 0/0
Router (config-if) # analysis-module monitoring

The following example shows how to enable NAM packet monitoring on a serial interface of a Cisco
4000 Series ISRs:

Router (config) # interface serial 0/0
Router (config-if) # analysis-module monitoring ucse0/0/0

\}

Note The output interface is ucse0/0/0 which is configured as NAM/vNAM data port and the source
interface is serial 0/0 in this example.
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announce interval

To set an interval value for timing announcement packets, use the announceinterval command in Precision
Time Protocol clock port mode. To remove an announcement interval configuration, use the no form of this
command.

announce interval interval-value
no announce interval interval-value

Syntax Description | interval-value |Specifies the interval for announce messages. The intervals use log base 2 values, as follows:

* 4--1 packet every 16 seconds
* 3--1 packet every 8 seconds
* 2--1 packet every 4 seconds
* 1--1 packet every 2 seconds

* 0--1 packet every second

Command Default For the IE 3000 switch, the default value is 1. For the MWR 2941 router, the default value is 2.

Command Modes PTP clock port configuration (config-ptp-port)

Command History Release | Modification

15.0(1)S | This command was introduced.

Usage Guidelines The interval value defined by this command impacts the timeout value defined by the announcetimeout
command.

Examples The following example shows how to configure an announcement interval:

Router# configure terminal

Router (config) # ptp clock ordinary domain 0

Router (config-ptp-clk) # clock-port slave slaveport
Router (config-ptp-port) # announce interval 3
Router (config-ptp-port) # end

Related Commands | Command Description

announcetimeout | Sets the timeout value for timing announcement packets.
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announce timeout

To set a timeout value for timing announcement packets, use the announcetimeout command in Precision
Time Protocol clock port mode. To remove an announcement timeout configuration, use the no form of this
command.

announce timeout timeout-value
no announce timeout timeout-value

Syntax Description timeout-value | Specifies the number of announcement intervals before the session times out. The range is
from 1 to 10. The default is 3.

Command Default The default timeout value is 3.

Command Modes PTP clock port configuration (config-ptp-port)

Command History Release | Modification

15.0(1)S | This command was introduced.

Usage Guidelines This command configures the number of announcement intervals before the session times out. To define the
length of the announcement intervals, use the announceinterval command.

Examples The following example shows how to configure an announcementtimeout:
Device> enable
Device# configure terminal
Device (config)# ptp clock ordinary domain 0
Device (config-ptp-clk) # clock-port slave slaveport
Device (config-ptp-port)# announce timeout 7
Device (config-ptp-port)# end
Related Commands | Command Description

announceinterval | Sets interval value for timing announcement packets.
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To configure the anti-jam mode for the GNSS module on the Cisco ASR 903, Cisco ASR 907, and the Cisco
ASR 920 routers, use the anti-jam command in gnss mode.

anti-jam

disable

Syntax Description

disable

Disables the anti-jam mode.

Command Default

Command Modes

Anti-jam is enabled on the GNSS module by default.

GNSS con

figuration (config-gnss)

Command History

Examples

Release

Modification

IOS-XE 3

.17 | This command was introduced on the Cisco ASR 903, Cisco ASR 907, and the Cisco ASR
920 routers.

The following example shows how to disable the anti-jam mode on the GNSS module:

Router# configure terminal

Router (co
Router (co

nfig)# gnss slot r0
nfig-gnss)# anti-jam disable

Related Commands

Command Description
gnss Configures the GNSS on the router.
1pps Configures the pulse per second from the GNSS module.

constellation | Configures the GNSS module based on the specified satellite constellations.

default

Resets the device to its default state.

exit

Exists the GNSS sub mode.
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apply (satellite initial configuration)

To save new or changed satellite initial configuration parameters and to reset the Cisco IP VSAT satellite
WAN network module (NM-1VSAT-GILAT), use the apply command in satellite initial configuration mode.

apply

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes Satellite initial configuration mode

Command History Release | Modification

12.3(14)T | This command was introduced.

Usage Guidelines The apply command saves any new or changed satellite initial configuration parameters to the nonvolatile
memory of the Cisco IP VSAT satellite WAN network module (NM-1VSAT-GILAT) and initiates a network
module software reset. Commands entered in satellite initial configuration mode do not appear in the router
configuration.

When you enter the exit or end command to exit satellite initial configuration mode, the system automatically
saves any changed parameters to the NM-1VSAT-GILAT network module’s nonvolatile memory and resets
the NM-1VSAT-GILAT network module.

)

Note This command is typically used by an installation technician. Do not use this command unless your satellite
service provider instructs you to perform the satellite initial configuration and provides all necessary parameter
values.

Examples The following example shows what appears when you enter the apply command after changing some

initial configuration parameters:

Router (sat-init-confiqg) # apply

Applying changed parameters to the satellite module.

Parameter update succeeded. Module is now resetting.

Router (sat-init-confiqg) #

The following example shows what appears when you enter the apply command when no parameters
have been changed:

Router (sat-init-config) # apply

% No new or changed parameters to apply.
Router (sat-init-config) #
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Related Commands | Command Description

end (satelliteinitial configuration) | Exits satellite initial configuration mode, saves any new or changed
parameters, and resets the Cisco IP VSAT satellite WAN network
module (NM-1VSAT-GILAT).

exit (satelliteinitial configuration) | Exits satellite initial configuration mode, saves any new or changed
parameters, and resets the Cisco IP VSAT satellite WAN network
module (NM-1VSAT-GILAT).
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aps authenticate

To enable authentication and specify the string that must be present to accept any packet on the out-of-band
(OOB) communications channel on a Packet-over-SONET (POS) interface, use the apsauthenticate command
in interface configuration mode. To disable authentication, use the no form of this command.

aps authenticate string
no aps authenticate

Syntax Description

string | Text that must be present to accept the packet on a protected or working interface. A maximum of
eight alphanumeric characters are accepted.

Command Default

Command Modes

Authentication is disabled.

Interface configuration

Command History

Release Modification

11.1CC This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines

Examples

Use the apsauthenticatecommand to ensure that only valid packets are accepted on the OOB communications
channel.

The apsauthenticate command must be configured on both the working and protect interfaces.

The following example shows how to enable authentication on POS interface 0 in slot 4:

Router# configure terminal

Router (config)# interface pos 4/0/0

Router (config-if) # aps working 1

Router (config-if) # aps authenticate sanjose
Router (config-if) # end

Related Commands

Command Description

apsprotect |Enables a POS interface as a protect interface.

apsworking | Configures a POS interface as a working interface.
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aps adm

Syntax Description

Command Default

Command Modes

Use this command to configure unidirectional ACR (SONET Framing).

apsadm sot / bay/ port

Syntax Description

There are no keywords for this command.

None

Controller configuration

Command History

Usage Guidelines

Examples

Release

Modification

XE3.18 SP

Support for this command was introduced on NCS 4200 Series.

AthroughB |

The command is used to enable Add Drop Multiplexer (ADM) with unidirectional APS protection.

The following example shows how to configure unidirectional ACR (SONET Framing):

enable

configure terminal
controller MediaType 0/5/0

mode sonet

controller sonet 0/5/0
clock source internal
aps group acr 1

aps working I

aps unidirectional

aps adm
exit

controller sonet 0/5/0
aps group acr I

aps protect 1 10.7.7.7
aps revert 3

end
Related Commands Command Description
controller sonet Configures the SONET mode.

show controller sonet | Displays SONET controller configuration.
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To remove all externally initiated SONET automatic protection switching (APS) commands configured on a
Cisco AS5850, use the apsclear sonetcommand in privileged EXEC mode.

aps clear sonet .

aps clear sonet dot/port

Syntax Description

Command Default

slot

Slot number on an STM-1 trunk card.

/ port

SONET port number on an STM-1 trunk card. The slash mark is required between the slot argument
and the port argument.

No APS switch commands are removed.

Command History Release | Modification
12.3(11T | This command was introduced on the Cisco AS5850.

Usage Guidelines

Examples

Use the apsclear sonetcommand to remove any SONET APS commands, such as the apsfor cesonetcommand,

that could

switch the working fiber to the protect fiber on an STM-1 trunk card.

This command applies to the Cisco AS5850 universal gateway only.

The following example shows how to remove all externally initiated SONET APS switch commands:

Router# aps clear sonet 1/0

Related Commands

Command Description

aps for ce sonet Requests an APS forced switch of a specified port to the alternate port unless a

request of equal or higher priority is in effect.

aps lockout sonet Prevents a working SONET port from switching to a protect SONET port unless

a request of equal or higher priority is in effect.

aps manual sonet Requests a manual APS switch on a SONET port.

apsprotect (SONET) |Enables SONET APS.
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To manually switch the specified circuit to a protect interface, unless a request of equal or higher priority is
in effect, use the apsforcecommand in interface configuration mode. To cancel the switch, use the no form
of this command.

aps force circuit-number
no aps force circuit-number

Syntax Description

Command Default

Command Modes

circuit-number | Number of the circuit to switch to the protect interface.

No circuit is switched.

Interface configuration

Command History

Usage Guidelines

Examples

Release Modification

11.1CC This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Use the apsfor cecommand to manually switch the interface to a protect interface when you are not using the
apsrevertcommand. For example, if you need to change the fiber connection, you can manually force the
working interface to switch to the protect interface.

In a one-plus-one (1+1) configuration only, you can use the apsforce0 command to force traffic from the
protect interface back onto the working interface.

Theapsfor ce command has a higher priority than any of the signal failures or the apsmanual command.

The apsfor ce command is configured only on protect interfaces.

The following example shows how to force the circuit on POS interface 0 in slot 3 (a protect interface)
back onto a working interface:

Router# configure terminal

Router (config) # interface pos 3/0/0
Router (config-if) # aps protect 10/30/1/1
Router (config-if) # aps force 1

Router (config-if) # end

Related Commands

Command Description

apsmanual |Manually switches a circuit to a protect interface.

apsprotect |Enables a POS interface as a protect interface.
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Command Description

apsworking |Configures a POS interface as a working interface.
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aps force sonet

To force a specified port to switch to the alternate port within a redundant pair unless a request of equal or
higher priority is in effect, use the apsfor cesonetcommand in privileged EXEC mode.

aps force sonet slot/port from {protection | working}

Syntax Description slot Slot number on an STM-1 trunk card.

/ port SONET port number on an STM-1 trunk card. The slash mark is required between the
slot argument and the port argument.

from protection | Specifies that you want to switch from the protect port to the working port.

from working Specifies that you want to switch from the working port to the protect port.

Command Default No port is switched.

Command Modes Privileged EXEC

Command History Release |Modification

12.3(11)T | This command was introduced on the Cisco AS5850.

Usage Guidelines Forced is a defined APS request priority level. The request succeeds if no higher priority request (lockout is
the only higher priority request) is posted. The apsfor cesonetcommand does not persist after a system restart.
The slot and port arguments indicate the SONET interface on which you want to issue the apsfor cesonet
command. Theapsforcesonet command has a higher priority than any of the signal failures or the
apsmanualsonet command.

For more information about APS priority requests, see the ITU-T G.841 standard.

This command applies to the Cisco AS5850 universal gateway only.

Examples The following example shows how to force the protect port in the SONET controller to become an

active port:

Router# configure terminal

Router (config) # controller sonet 1/0
Router (config-controller)# aps protect
Router (config-controller) # end

Router# aps force sonet 1/0 from working

Related Commands Command Description

apsclear sonet Removes any APS switch commands configured using CLI.

apslockout sonet Prevents a working SONET port from switching to a protect SONET port unless
a request of equal or higher priority is in effect.
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Command Description

aps manual sonet Requests a manual APS switch on a SONET port.

aps protect (SONET) |Enables SONET APS.
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To allow more than one protect and working interface and Access Circuit Redundancy (ACR) group to be
supported on a router, use the aps group command in interface configuration or controller configuration
mode. To remove a group, use the No form of this command.

aps group [acr] group-number
no aps group [acr] group-number

Syntax Description | acr (Optional) Specifies an ACR group.

group-number | Number of the group. The default is 0.

Command Default No groups exist.

)

Note 0 is a valid group number.

Command Modes
Interface configuration (config-if)

Controller configuration (config-controller)

Command History Release Modification

11.1CC This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

15.1(1)S This command was modified. The acr keyword was added.

Usage Guidelines Use the aps groupcommand to specify more than one working and protect interface on a router--for example,
working channel for group 0 and protect channel for group 1 on one router, and working channel for group
1 and protect channel for group 0 on another router.

The default group number is 0. The aps group O command does not imply that no groups exist.
The aps group command must be configured on both the protect and working interfaces.

Use the acrkeyword to configure an ACR working or protect interface.

Examples The following example shows how to configure two working/protect interface pairs. Working interface

(3/0/0) is configured in group 10 (the protect interface for this working interface is configured on
another router), and protect interface (2/0/1) is configured in group 20.

Router# configure terminal
Router (config) # interface ethernet 0/0
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Router (config-if) # ip address 10.7.7.6 255.255.255.0
Router (config-if) # exit

Router (config)# interface pos 3/0/0

Router (config-if) # aps group 10

Router (config-if) # aps working 1

Router (config-if) # exit

Router (config) # interface pos 2/0/1

Router (config-if) # aps group 20

Router (config-if) # aps protect 1 10.7.7.7

Router (config-if) # end

On the second router, protect interface (4/0/0) is configured in group 10, and working interface (5/0/0)
is configured in group 20 (the protect interface for this working interface is configured on another
router).

Router (config) # interface ethernet 0/0
Router (config-if) # ip address 10.7.7.7 255.255.255.0
Router (config-if) # exit

Router (config) # interface pos 4/0/0
Router (config-if) # aps group 10

Router (config-if) # aps protect 1 10.7.7.6
Router (config-if) # exit

Router (config) # interface pos 5/0/0
Router (config-if) # aps group 20

Router (config-if) # aps working 1

Router (config-if) # end

Related Commands | Command Description

apsprotect |Enables a POS interface as a protect interface.

apsworking | Configures a POS interface as a working interface.

Cisco 10S Interface and Hardware Component Command Reference [JJj



AthroughB |
. aps hspw-icrm-grp

aps hspw-icrm-grp

To associate an Automatic Protection Switching (APS) group to an Interchassis Redundancy Manager (ICRM)
group number, use the aps hspw-icrm-grp command in controller configuration mode. To remove the
association, use the no form of this command.

aps hspw-icrm-grp group-number
no aps hspw-icrm-grp group-number

Syntax Description | group-number | ICRM group number. Valid values are from 1 to 4294967295.

Command Default Interface connections do not switch from one circuit to another if a circuit fails.
Command Modes Controller configuration (config-controller)
Command History Release Modification

Cisco IOS 15.2(1)S | This command was introduced.

Cisco IOS XE 3.11S | This command was integrated into Cisco IOS XE Release 3.11S.

Usage Guidelines Use the aps hspw-icrm-grp command to protect SONET networks by enabling SONET connections to switch
to another SONET circuit when a circuit failure occurs.

A protect interface serves as the backup interface for the working interface. When the working interface fails,
the protect interface quickly assumes the former's traffic load.

Examples The following example shows how to configure the Multi Router Automatic Protection Switching

(MR-APS) integration with HSPW on a Circuit Emulation (CEM) interface on the working router
with framing mode as SONET on router P1:

RouterPl> enable

RouterPl# configure terminal

RouterPl (config) # pseudowire-class hspw_aps
RouterPl (config-pw-class) # encapsulation mpls

RouterPl (config-pw-class) # status peer topology dual-homed
RouterPl (config-pw-class) # exit

RouterPl (config) # redundancy

RouterPl (config-red) # interchassis group 1

RouterPl
RouterPl
RouterPl
RouterPl
RouterPl
RouterPl
RouterPl
RouterPl
RouterPl
RouterPl
RouterPl
RouterPl
RouterPl

config-r-ic)# member ip 10.2.0.2

config-r-ic)# backbone interface GigabitEthernet 0/1/0
config-r-ic)# backbone interface GigabitEthernet 0/1/1
config-r-ic)# exit

config)# controller SONET 0/1/0

config-controller)# framing sonet

config-controller)# clock source line
config-controller)# sts-11

config-ctrlr-stsl)# mode vt-15

config-ctrlr-stsl)# vtg 1 tl 1 cem-group 0 timeslots 1-24
config-ctrlr-stsl)# exit

config-controller)# aps group 3

config-controller)# aps working 1
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RouterPl (config-controller) # aps hspw-icrm-grp 1

RouterPl (config-controller) # exit

RouterPl (config)# interface cem 0/1/0

RouterPl (config-if) # cem 0

RouterPl (config-if) # xconnect 3.3.3.3 1 encapsulation mpls pw-class hspw_aps
RouterPl (config-if) # backup peer 4.4.4.4 2 pw-class hspw_aps

RouterPl (config-if)# exit

RouterPl (config) # end

Examples The following example shows how to configure the MR-APS integration with hot standby pseudowire

(HSPW) on a CEM interface on the protect router with framing mode as SONET on router PE1:

RouterPE1> enable

RouterPEl# configure terminal

RouterPEl (config) # pseudowire-class hspw_aps
RouterPEl (config-pw-class) # encapsulation mpls

RouterPEl (config-pw-class) # status peer topology dual-homed
RouterPEl (config-pw-class) # exit

RouterPEl (config) # redundancy

RouterPEl (config-red) # interchassis group 1

RouterPEl (config-r-ic)# member ip 10.2.0.1

RouterPEl (config-r-ic) # backbone interface GigabitEthernet 0/1/0
RouterPEl (config-r-ic) # backbone interface GigabitEthernet 0/1/1
RouterPEl (config-r-ic) # exit

RouterPEl (config) # controller SONET 0/2/0

RouterPEl (config-controller) # framing sonet

RouterPEl (config-controller)# clock source line

RouterPEl (config-controller)# sts-1 1

RouterPEl (config-ctrlr-stsl)# mode vt-15

RouterPEl (config-ctrlr-stsl)# vtg 1 tl 1 cem-group 0 timeslots 1-24
RouterPEl (config-ctrlr-stsl)# exit

RouterPEl (config-controller) # aps group 3

RouterPEl (config-controller) # aps protect 1 10.2.0.1

RouterPEl (config-controller)# aps hspw-icrm-grp 1

RouterPEl (config-controller) # exit

RouterPEl (config) # interface cem 0/2/0

RouterPEl (config-if)# cem 0

RouterPEl (config-if) # xconnect 3.3.3.3 3 pw-class hspw_aps
RouterPEl (config-if) # backup peer 4.4.4.4 4 pw-class hspw_aps
RouterPEl (config-if) # exit

RouterPEl (config) # end

Examples The following example shows how to configure the MR-APS integration with HSPW on a CEM

interface on the working router with framing mode as SONET on router P2:

RouterP2> enable

RouterP2# configure terminal

RouterP2 (config) # pseudowire-class hspw_aps

RouterP2 (config-pw-class) # encapsulation mpls

RouterP2 (config-pw-class) # status peer topology dual-homed
RouterP2 (config-pw-class) # exit

RouterP?2 (config) # redundancy

RouterP2 (config-red) # interchassis group 1

RouterP2 (config-r-ic) # member ip 10.6.0.2

RouterP2 (config-r-ic) # backbone interface GigabitEthernet 0/2/0
RouterP2 (config-r-ic) # backbone interface GigabitEthernet 0/2/1
RouterP2 (config-r-ic) # exit

RouterP2 (config) # controller SONET 0/1/0

RouterP2 (config-controller)# framing sonet
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RouterP2 (config-controller)# clock source line

RouterP?2 (config-controller)# sts-1 1

RouterP2 (config-ctrlr-stsl) # mode vt-15

RouterP2 (config-ctrlr-stsl)# vtg 1 tl 1 cem-group 0 timeslots 1-24
RouterP?2 (config-ctrlr-stsl)# exit

RouterP2 (config-controller)# aps group 3

RouterP2 (config-controller)# aps working 1

RouterP2 (config-controller) # aps hspw-icrm-grp 1

RouterP2 (config-controller) # exit

RouterP2 (config) # interface cem 0/1/0

RouterP2 (config-if) # cem 0

RouterP2 (config-if)# xconnect 1.1.1.1 1 encapsulation mpls pw-class hspw_aps
RouterP2 (config-if) # backup peer 2.2.2.2 3 pw-class hspw_aps
RouterP2 (config-if) # exit

RouterP2 (config) # end

Examples The following example shows how to configure the MR-APS Integration with HSPW on a CEM
interface on the protect router with framing mode as SONET on router PE2:

RouterPE2> enable

RouterPE24# configure terminal

RouterPE2 (config) # pseudowire-class hspw_aps
RouterPE2 (config-pw-class) # encapsulation mpls

RouterPE2 (config-pw-class) # status peer topology dual-homed
RouterPE2 (config-pw-class) # exit

RouterPE2 (config) # redundancy

RouterPE2 (config-red) # interchassis group 1

RouterPE2 (config-r-ic) # member ip 10.6.0.1

RouterPE2 (config-r-ic) # backbone interface GigabitEthernet 0/2/0
RouterPE2 (config-r-ic) # backbone interface GigabitEthernet 0/2/1
RouterPE2 (config-r-ic) # exit

RouterPE2 (config) # controller SONET 0/2/0

RouterPE2 (config-controller) # framing sonet

RouterPE2 (config-controller)# clock source line

RouterPE2 (config-controller)# sts-1 1

RouterPE2 (config-ctrlr-stsl)# mode vt-15

RouterPE2 (config-ctrlr-stsl)# vtg 1 tl 1 cem-group 0 timeslots 1-24
RouterPE2 (config-ctrlr-stsl) # exit

RouterPE2 (config-controller)# aps group 2

RouterPE2 (config-controller)# aps protect 1 10.6.0.1

RouterPE2 (config-controller) # aps hspw-icrm-grp 1

RouterPE2 (config-controller) # exit

RouterPE2 (config) # interface cem 0/2/0

RouterPE2 (config-if) # cem 0

RouterPE2 (config-if)# xconnect 1.1.1.1 2 pw-class hspw_aps
RouterPE2 (config-if) # backup peer 2.2.2.2 4 pw-class hspw_aps
RouterPE2 (config-if) # exit

Related Commands | Command Description

apsprotect | Configures a POS interface as a protect interface.

apsworking | Configures a POS interface as a working interface.
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aps lockout

To prevent a working interface from switching to a protect interface, use the apslockout command in interface
configuration mode. To remove the lockout, use the no form of this command.

aps lockout circuit-number
no aps lockout circuit-number

Syntax Description

Command Default

Command Modes

circuit-number | Number of the circuit to lock out.

No lockout exists.

Interface configuration

Command History

Release Modification

11.1CC This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines

Examples

The apdockout command is configured only on protect interfaces.

The following example shows how to lock out POS interface 3/0/0 (that is, prevents the circuit from
switching to a protect interface if the working circuit becomes unavailable):

Router# configure terminal

Router (config)# interface pos 3/0/0
Router (config-if) # aps protect 1 10.7.7.7
Router (config-if) # aps lockout 1

Router (config-if) # end

Related Commands

Command Description

apsprotect |Enables a POS interface as a protect interface.

apsworking | Configures a POS interface as a working interface.
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aps lockout sonet

To prevent a working port from switching to a protect port unless a request of equal or higher priority is in
effect, use the apslockoutsonet command in privileged EXEC mode.

aps lockout sonet dot/port

Syntax Description slot Slot number on an STM-1 trunk card.

| port | SONET port number on an STM-1 trunk card. The slash mark is required between the slot argument
and the port argument.

Command Default No lockout exists; that is, a working port is not prevented from switching to a protect port.

Command Modes Privileged EXEC

Command History Release | Modification

12.3(11T | This command was introduced on the Cisco AS5850.

Usage Guidelines Lockout is defined as the highest APS request priority level.

The apslockoutsonetcommand does not persist after a system restart. The slot and port arguments indicate
the SONET interface from which the protect port is to be locked out. When the specified port is locked out,
SONET APS switching from the working port is not allowed.

For more information about APS priority requests, see the ITU-T G.841 standard.

This command applies to the Cisco AS5850 universal gateway only.

Examples The following example shows how to lock out SONET port 1/0 (prevents SONET APS switching
to a protect interface if the working circuit becomes unavailable):

Router# configure terminal

Router (config) # controller sonet 1/0
Router (config-controller)# aps protect
Router (config-controller)# end

Router# aps lockout sonet 1/0

Related Commands Command Description
apsclear sonet Removes any APS switch commands configured using CLI.
aps for ce sonet Requests an APS forced switch of a specified port to the alternate port unless a

request of equal or higher priority is in effect.

aps manual sonet Requests a manual APS switch on a SONET port.

aps protect (SONET) |Enables SONET APS.
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aps manual

To manually switch a circuit to a protect interface, use the aps manual command in interface configuration
mode. To cancel the switch, use the no form of this command.

aps manual circuit-number
no aps manual circuit-number

Syntax Description

Command Default

Command Modes

circuit-number | Number of the circuit to switch to a protect interface.

No circuit is switched.

Interface configuration

Command History

Usage Guidelines

Examples

Release Modification

11.1CC This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Use the aps manual command to manually switch the interface to a protect interface. For example, you can
use this feature when you need to perform maintenance on the working channel. If a protection switch is
already up, you can also use the aps manual command to revert the communication link back to the working
interface before the wait to restore (WTR) time has expired. The WTR time period is set by the apsrevert
command.

In a one-plus-one (1+1) configuration only, you can use the aps manual 0 command to force traffic from the
protect interface back onto the working interface.

Theaps manual command is a lower priority than any of the signal failures or theaps for ce command.

The following example shows how to force the circuit on POS interface 0 in slot 3 (a working
interface) back onto the protect interface:

Router# configure terminal

Router (config)# interface pos 3/0/0
Router (config-if) # aps working 1
Router (config-if) # aps manual 1
Router (config-if) # end

Related Commands

Command | Description

apsforce Manually switches the specified circuit to a protect interface, unless a request of equal or
higher priority is in effect.

apsprotect |Enables a POS interface as a protect interface.
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Command |Description

apsrevert |Enables automatic switchover from the protect interface to the working interface after the
working interface becomes available.

apsworking | Configures a POS interface as a working interface.
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aps manual sonet

To manually switch to the alternate port within a redundant pair unless a request of equal or higher priority
is in effect, use the apsmanualsonet command in privileged EXEC mode.

aps manual sonet dot/port from {protection|working}

Syntax Description

Command Default

Command Modes

slot Slot number on an STM-1 trunk card.

/ port SONET port number on an STM-1 trunk card. The slash mark is required between the
slot argument and the port argument.

from protection | Specifies that you want to switch from the protect port to the working port.

from working Specifies that you want to switch from the working port to the protect port.

No port is switched.

Privileged EXEC

Command History

Usage Guidelines

Examples

Release | Modification

12.3(11)T | This command was introduced on the Cisco AS5850.

Use the apsmanualsonetcommand to manually switch the active port to the alternate port. For example, you
can use this command when you need to perform maintenance on the working port.

Manual is a defined APS request priority level. The request succeeds if no higher priority request is posted.
The apsmanualsonetcommand does not persist after a system restart. The slot and port arguments indicate
the SONET interface on which you want to issue the apsmanualsonet command. Theapsmanualsonet
command has a lower priority than any of the signal failures or the apsfor cesonetcommand.

For more information about APS priority requests, see the ITU-T G.841 standard.

This command applies to the Cisco AS5850 universal gateway only.

The following example shows how to manually switch the working port, SONET port 1/0, to the
protect port:

Router# configure terminal

Router (config) # controller sonet 1/0
Router (config-controller)# aps protect
Router (config-controller) # end

Router# aps manual sonet 1/0 from working

Related Commands

Command Description

apsclear sonet Removes any APS switch commands configured using CLI.
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Command Description

aps for ce sonet Requests an APS forced switch of a specified port to the alternate port unless a
request of equal or higher priority is in effect.

aps lockout sonet Prevents a working SONET port from switching to a protect SONET port unless
a request of equal or higher priority is in effect.

aps protect (SONET) |Enables SONET APS.
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aps protect

To enable a POS interface as a protect interface, use the apsprotectcommand in interface configuration mode.
To remove the POS interface as a protect interface, use the no form of this command.

aps protect circuit-number ip-address
no aps protect circuit-number ip-address

Syntax Description

Command Default

Command Modes

circuit-number | Number of the circuit to enable as a protect interface.

ip-address IP address of the router that has the working POS interface.

No circuit is protected.

Interface configuration

Command History

Usage Guidelines

Release Modification

11.1CC This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Use the apsprotectcommand to configure the POS interface used by a working interface if the working
interface becomes unavailable because of a router failure, degradation or loss of channel signal, or manual
intervention.

A

Caution  Configure the working interface before configuring the protect interface to keep the protect interface from

Examples

becoming the active circuit and disabling the working circuit when it is finally discovered.

The following example shows how to configure circuit 1 on POS interface 5/0/0 as a protect interface
for the working interface on the router with the IP address of 10.7.7.7. For information on how to
configure the working interface, refer to the apswor king command.

Router# configure terminal

Router (config) # interface pos 5/0/0
Router (config-if) # aps protect 1 10.7.7.7
Router (config-if) # end

Related Commands

Command Description

apsworking | Configures a POS interface as a working interface.
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aps protect (SONET)

To enable automatic protection switching (APS) on a SONET port in an STM-1 trunk card, use the
apsprotectcommand in controller configuration mode. To disable APS on the SONET port, use the no form
of this command.

aps protect
no aps protect

Syntax Description ~ This command has no arguments or keywords.

Command Default APS is disabled.

Command Modes Controller configuration

Command History Release | Modification

12.3(11)T | This command was introduced on the Cisco AS5850.

Usage Guidelines Use the apsprotectcommand to enable APS on a protect SONET port as a working port if the working port
becomes unavailable because of a fiber failure, degradation or loss of channel signal, or manual intervention.

Examples The following example shows how to enable APS on SONET port 0/1 in an STM-1 trunk card.

Router# configure terminal

Router (config)# controller sonet 1/0
Router (config-controller)# aps protect
Router (config-controller) # end

Related Commands | Command Description

apsunidirectional Configures a protect SONET port for unidirectional mode.

show controllerssonet | Displays information about SONET controllers.
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aps revert .

To enable automatic switchover from the protect interface to the working interface after the working interface
becomes available, use the apsrevertcommand in interface configuration mode. To disable automatic
switchover, use the no form of this command.

aps revert minutes
no aps revert

Syntax Description

Command Default

Command Modes

minutes | Number of minutes until the circuit is switched back to the working interface after the working
interface is available.

Automatic switchover is disabled.

Interface configuration

Command History

Usage Guidelines

Examples

Release Modification

11.1CC This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Use the apsrevertcommand to return the circuit to the working interface when it becomes available.

The apsrevert command is configured only on protect interfaces.

The following example shows how to enable circuit 1 on POS interface 5/0/0 to revert to the working
interface after the working interface has been available for 3 minutes:

Router# configure terminal

Router (config)# interface pos 5/0/0
Router (config-if) # aps protect 1 10.7.7.7
Router (config-if) # aps revert 3

Router (config-if) # end

Related Commands

Command | Description

apsprotect |Enables a POS interface as a protect interface.
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aps timers

To change the time between hello packets and the time before the protect interface process declares a working
interface router to be down, use the apstimer scommand in interface configuration mode. To return to the
default timers, use the no form of this command.

aps timers secondsl seconds2
no aps timers

Syntax Description secondsl | Number of seconds to wait before sending a hello packet (hello timer). Default is 1.

seconds? | Number of seconds to wait to receive a response from a hello packet before the interface is
declared down (hold timer). Default is 3.

Command Default Hello time is 1 second Hold time is 3 seconds.
Command Modes Interface configuration
Command History Release Modification

11.1CC This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines Use the apstimer scommand to control the time between an automatic switchover from the protect interface
to the working interface after the working interface becomes available.

Normally, the hold time is greater than or equal to three times the hello time.

The apstimers command is configured only on protect interfaces.

Examples The following example shows how to specify a hello time of 2 seconds and a hold time of 6 seconds

on circuit 1 on POS interface 5/0/0:

Router# configure terminal

Router (config) # interface pos 5/0/0
Router (config-if) # aps working 1
Router (config-if)# aps timers 2 6
Router (config-if) # end
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aps unidirectional

To configure a protect interface for unidirectional mode, use the apsunidirectional command in controller
configuration or interface configuration mode. To return to the default, bidirectional mode, use the no form
of this command.

aps unidirectional
no aps unidirectional

Syntax Description

This command has no arguments or keywords.

Command Default

Bidirectional mode

Command Modes

Controller configuration Interface configuration

Command History

Release Modification

11.1CC This command was introduced.

12.3(11)T | Support for SONET APS using an STM-1 card was added on the Cisco AS5850.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific

12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines

Examples

The apsunidirectionalcommand is configured only on protect interfaces.

Use the apsunidirectionalcommand when you must interoperate with SONET network equipment, add/drop
multiplexors (ADMs) that supports unidirectional mode.

N

Note

We recommend bidirectional mode when it is supported by the interconnecting SONET equipment. When
the protect interface is configured as bidirectional, the working and protect interfaces must cooperate to switch
the transmit and receive SONET channel in a bidirectional fashion. This happens automatically when the
SONET network equipment is in bidirectional mode.

The following example shows how to configure POS interface 3/0/0 for unidirectional mode on a
Cisco 12000 series router:

Router# configure terminal

Router (config) # interface pos 3/0/0
Router (config-if) # aps unidirectional
Router (config-if) # aps protect 1 10.7.7.7
Router (config-if) # end

The following example shows how to configure SONET port 0/0 for unidirectional mode on a Cisco
ASS5850 universal gateway using an STM-1 trunk card:
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Router# configure terminal

Router (config) # controller sonet 0/0

Router (config-controller) # aps protect

Router (config-controller)# aps unidirectional
Router (config-controller) # end
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aps working

To configure a Packet over SONET (POS) interface as a working interface, use the apswor king command
in interface configuration mode. To remove the protect option from the POS interface, use the no form of this
command.

aps working circuit-number
no aps working circuit-number

Syntax Description circuit-number | Circuit number associated with this working interface.

Command Default No circuit is configured as working.
Command Modes Interface configuration
Command History Release Modification

11.1CC This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines When a working interface becomes unavailable because of a router failure, degradation or loss of channel
signal, or manual intervention, the circuit is switched to the protect interface to maintain the connection.

To enable the circuit on the protect interface to switch back to the working interface after the working interface
becomes available again, use the apsrevert command in interface configuration mode.

A

Caution  Configure the working interface before configuring the protect interface to keep the protect interface from
becoming the active circuit and disabling the working circuit when it is finally discovered.

Examples The following example shows how to configure POS interface 0 in slot 4 as a working interface. For

information on how to configure the protect interface, refer to the apsprotect command.

Router# configure terminal

Router (config) # interface pos 4/0/0
Router (config-if) # aps working 1
Router (config-if) # end

Related Commands Command | Description

apsprotect |Enables a POS interface as a protect interface.
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Command |Description

apsrevert |Enables automatic switchover from the protect interface to the working interface after the
working interface becomes available.
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To logically associate slots for automatic protection switching (APS) processor redundancy, use the associate
slot command in redundancy configuration mode. To disable slot associations, use the no form of this command.

associate slot .

Single Router APS--Cisco 10000 Series Routers and Cisco uBR10012 Univer sal Broadband Router
associate dot slot-one [slot-two]
no associate slot sot-one [dot-two]

Multirouter APS--Cisco 10000 Series Routers
associate dot slot-one mr-aps
no associate slot slot-one mr-aps

Syntax Description

Command Default

Command Modes

slot-one

Cisco 10000 Series Router
First slot number to be associated for redundancy. Valid range is from 1 to 8.
Cisco uBR10012 Universal Broadband Router

Specifies the slot that contains the working (primary) card. The available range is 1 to 8, but on
the Cisco uBR10012 router the only valid numbers are 1 and 3, and the card must support APS
redundancy.

dot-two

Cisco 10000 Series Router
(Optional) Second slot number to be associated for redundancy. Valid range is from 1 to §.
Cisco uBR10012 Univer sal Broadband Router

(Optional) Specifies the slot that contains the redundant (backup) card. The available range is 1
to 8, but on the Cisco uBR10012 router the only valid numbers are 2 and 4. If not specified, the
next higher adjacent slot is automatically configured as the redundant slot.

mr-aps

(Cisco 10000 Series Routers Only) Specifies that the slot association is between slots in different
routers as part of a multirouter APS configuration.

No slots are associated.

Redundancy configuration

Command History

Release

Modification

12.1(52)EY | This command was introduced.

12.0(23)SX | The mr-aps keyword was added to support multirouter APS on the OC3ATM and OC12ATM

line cards for the Cisco 10000 series router.

12.0(26)S

This command was integrated into Cisco IOS Release 12.0(26)S, and support was added for
the CHOC12, CHSTM1, OC32POS, and OC12POS line cards for the Cisco 10000 series
router.

12.2(4)XF1 | This command was introduced for the Cisco uBR10012 router.
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Release Modification

12.2(13)BC1 | Support was added for the Cisco OC-48 DPT/POS adapter card on the Cisco uBR10012
router.

12.2(31)SB | This command was integrated into Cisco IOS Release 12.2(31)SB

12.2(33)SCA | This command was integrated into Cisco IOS Release 12.2(33)SCA. Support for the Cisco
uBR7225VXR router was added.

Usage Guidelines Cisco 10000 Series Router

Use the associate command to associate two cards for single-router APS or multirouter APS redundancy
protection. Multirouter APS support is specific to the Cisco 10000 series router. Use the mr-aps keyword in
a multirouter APS configuration to allow a protect interface on a second router to be a backup for a working
interface on the first router.

The associated slots must use the same type of interface module and must support APS redundancy. The cards
also must be located in adjacent slots, for example slots 3 and 4.

Cisco uBR10012 Universal Broadband Router

The two cards must be in adjacent slots, with the working card in slot 1 or 3, and the backup card in slot 2 or
4, respectively. The two cards must be identical cards and must support APS redundancy (such as the OC-12
POS line card).

\)

Note  You cannot use the associate command with any of the Performance Routing Engine (PRE) modules or TCC+
cards, because these cards are automatically configured for redundant operation when two cards are installed
in the chassis.

Examples

Single Router APS Example

The following example shows how to associate two slots in the same router in a single router APS
configuration:

redundancy
associate slot 3 4

Multirouter APS Example on the Cisco 10000 Series Router Only

The following example shows how to associate two separate slots in different routers in a multirouter
APS configuration:

! Associate slot 3 on first router for APS redundancy
|

redundancy

associate slot 3 mr-aps
|

! Associate slot 2 on second router for APS redundancy
|
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redundancy
associate slot 2 mr-aps

Related Commands | Command |Description

redundancy | Enters redundancy configuration mode.
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association

To configure an association between current node and a remote node, use the association command in
interprocess communication (IPC) zone configuration mode. To disable this functionality, use the no form
of this command.

association association-ID
Nno association association-1D

Syntax Description association-ID | Association ID assignment. The value range is from 1 through 255. The association ID
must be unique within a specific zone.

Command Default No association between a current node and a remote node exists.
Command Modes IPC zone configuration
Command History Release | Modification

12.3(7)T | This command was introduced.

Usage Guidelines Use the association command to configure an association between current node and a remote node. There
can be multiple associations within a zone.

Examples The following example configures an association with an ID of 1:
Router (config-ipczone) # association 1
Related Commands | Command Description

ipc zonedefault | Enters IPC zone configuration mode.

show ipc Displays IPC statistics.
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attach profile-name

To attach alarm profile to port, enter into controller configuration mode, and use the attach profile-name
command in global configuration mode.

Command to enter into controller configuration mode:

controller {sonet|sdh|tl|el|t3|e3} dot//bay/port
Command to attach alarm profile to port

attachprofile-name

Syntax Description sonet Specifies SONET controller
sdh Specifies SDH controller
t1 Specifies T1 controller
el Specifies E1 controller
slot Specifies the slot number of the interface.
bay Specifies the bay number of the interface.
port Specifies the port number of the interface.
profile-name | Alarm profile to attach to the port.

Command Default None

Command Modes Configuration mode

Command History Release Modification

Cisco IOS XE 16.8.1 | Support for this command was introduced on ASR 900 Series.

Usage Guidelines Enter into the controller configuration mode and then attach the alarm profile to the interface.

Examples The following example shows how to configure SONET controller in slot 0, bay 3, port 3 and then

attach the alarm profile PORT to the interface:

Router (config) # controller sonet 0/3/3
Router (config-controller) #attach profile PORT
Router (config-controller) #end

Related Commands Command Description

alarm-profile name chassis| card | port} | Creates new alarm profile for chassis, card, or port.
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Command

Description

show alar m-profile

Displays alarm profile configured for chassis.
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atm sonet

To set the mode of operation and thus control the type of the ATM cell used for cell-rate decoupling on the
SONET physical layer interface module (PLIM), use the atmsonetcommand in interface configuration mode.
To restore the default Synchronous Transport Signal level 12, concatenated (STS-12c) operation, use the no
form of this command.

atm sonet [stm-4]
no atm sonet [stm-4]

Syntax Description | stm-4 |(Optional) Synchronous Digital Hierarchy/Synchronous Transport Signal level 4 (SDH/STM-4)
operation (ITU-T specification).

Command Default STS-12¢

Command Modes Interface configuration

Command History Release Modification
11.1CC This command was introduced.
11.2GS The stm-4 keyword was added.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines Use STM-4 in applications in which SDH framing is required.

Use the default (STS-12c¢) in applications in which the ATM switch requires “unassigned cells” for rate
adaptation. An unassigned cell contains 32 zeros.

Examples The following example shows how to set the mode of operation to SONET STM-4 on ATM interface

3/0:

Router (config) #
interface atm 3/0

Router (config-if) #
atm sonet stm-4

Router (config-if) #
end
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To configure a particular Administrative Unit type 3 (AU-3) of an E1 line that has been mapped to an AU-3,
use the au-3command in controller configuration mode.

au-3 au-3-number

Syntax Description au-3-number | Number in the range from 1 to 3.

Command Default No default behavior or values

Command Modes Controller configuration

Command History Release Modification
12.0(14)S This command was introduced.
12.2(14)S This command was integrated into Cisco IOS Release 12.2(14)S.
12.2(15)T This command was integrated into Cisco IOS Release 12.2(15)T.
XE Everest This command was integrated into the Cisco NCS 4200 Series and
16.6.1 Cisco ASR 900 Series.

Usage Guidelines An administrative unit group (AUG) of an STM-1 can be derived from either AU-3s or an AU-4. Use the
augmappingau-3configuration controller command to map the AUG to an AU-3 with the following
muxing/alignment/mapping:

C-12 <> VC-12 <--> TU-12 <--> TUG-2 <--> VC-3 <--> AU-3 <--> AUG

Configuring the au-3command enables you to enter configuration controller au3 command mode and creates
a serial interface with the following name format:

slot/port-adapter/port.au-3-number/tug-2-number/e 1-number

The aug mapping au-3 and au-3 commands are available only when Synchronous Digital Hierarchy (SDH)
framing is configured.

Examples The following example shows how to configure AUG mapping to be derived from an AU-3 and

selects AU-3 3 to configure as a serial interface:

Router (config) # controller sonet 2/0/0
Router (config-controller)# aug mapping au-3
Router (config-ctrlr-au3) # au-3 3

Related Commands | Command Description

au-4tug-3 Specifies a TUG-3 for configuration.

aug mapping | Configures the AUG mapping mode of the PA-MC-STM-1 to AU-3.
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To specify the Administrative Unit type 4 (AU-4) and Tributary Unit group type 3 (TUG-3) number of an E1
line that has been mapped to an AU-4, use the au-4tug-3command in controller configuration mode.

au-4 au-4-number tug-3 tug-3-number

Syntax Description

Command Default

Command Modes

au-4-number | Number in the range from 1 to xwhere xis the STM level. Default is 1.

tug-3-number | Number in the range from 1 to 3.

Default au-4-number value for the STM-1 card is 1.

Controller configuration

Command History

Release Modification

12.0(14)S This command was introduced.

12.2(14)S This command was integrated into Cisco IOS Release 12.2(14)S.
12.2(15)T This command was integrated into Cisco IOS Release 12.2(15)T.
XE Everest This command was integrated into the Cisco NCS 4200 Series and
16.6.1 Cisco ASR 900 Series.

Usage Guidelines

Examples

An AUG of an STM-1 can be derived from either AU-3s or an AU-4. Use the augmappingau-4configuration
controller command to map the AUG to a TUG-3 with the following muxing/alignment/mapping:

C-12 <> VC-12 <--> TU-12< --> TUG-2 <--> TUG-3 <--> VC-4 <--> AU-4 <--> AUG

Configuring the au-4command enables you to enter configuration controller tug3 command mode and creates
a serial interface with the following name format:

slot/port-adapter/port.au-4-number/tug-2-number/e 1 -number

The aug mapping au-4 and au-4tug-3commands are available only when SDH framing is configured.

The following example shows how to configure AUG mapping to be derived from a TUG-3 and
selects TUG-3 1 of AU-4 1:

Router (config) # controller sonet 2/0/0
Router (config-controller)# aug mapping au-4
Router (config-ctrlr-tug3)# au-4 1 tug-3 1

Related Commands

Command Description

au-3 Specifies an AU-3 for configuration.

aug mapping | Configures the AUG mapping mode.
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To configure administrative unit group (AUG) mapping when Synchronous Digital Hierarchy (SDH) framing
is selected, use the augmapping command in controller configuration mode.

aug mapping {au-3|au-4}

Syntax Description au-3 | Specifies use of three paths--a path is known as an Administrative Unit (AU)--consisting of seven
Tributary Unit group type 2s (TUG-2s). Each TUG-2 consists of three virtual containers (VC-12s),
which carry E1 lines resulting in 21 E1 lines within one AU-3 path.

au-4 | Specifies use of one path consisting of three TUG-3 types. Each TUG-3 consists of seven TUG-2s,
resulting in a total of 63 E1 lines within one AU-4 path. This is the default.

Command Default au-4
Command Modes Controller configuration
Command History Release Modification
12.0(14)S This command was introduced.
12.0(17)S Support for the two-port STM-1/OC-3 channelized E1/T1 line card was added.
12.2(14)S This command was integrated into Cisco IOS Release 12.2(14)S.
12.2(15)T This command was integrated into Cisco IOS Release 12.2(15)T.
XE Everest This command was integrated into the Cisco NCS 4200 Series and
16.6.1 Cisco ASR 900 Series.

Usage Guidelines In SDH, there are two possible mapping/multiplexing schemes for most payload types: ANSI and ETSL

In ANSI mapping, the Low Order payloads are aggregated into a VC-3 High Order Path. An AU pointer is
added to the VC-3 to create an AU-3. Three such AU-3s are then synchronously multiplexed into an AUG.
The multiplexing scheme is as follows:

... VC-3 <> AU-3 (x3) <-> AUG <-> STM-1
SDH ANSI mapping is very similar to the SONET frame structure.

In ETSI mapping, the Low Order payloads are aggregated into a VC-4 High Order Path. An AU pointer is
added to the VC-4 to create an AU-4 (Administrative Unit type 4). One AU-4 is “multiplexed” into an AUG
(AU group), which is to say, the AUG is, in fact, equivalent to an AU-4. The multiplexing scheme is as follows:

... TUG-3 (x3) <> VC-4 <> AU-4 (x1) <> STM-1
This command is available only when SDH framing is configured.

This command does not have a no form because data must flow using one of the two mapping/multiplexing
schemes.
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Examples The following example shows how to configure AU-3 mapping for the STM-1 trunk card:

Router (config) # controller sonet 1/0
Router (config-controller)# aug mapping au-3
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aug mapping [au-3 | au-4] stm [stm number] stm1 number
[number]

Use this command to configure mixed AU-3 and AU-4 mapping

aug mapping [au-3 | au-4] stm [stm number] stm1 number [number].

Syntax Description ~ Syntax Description

au-3 Mode of augment mapping
au-4 Mode of augment mapping
stm The STM-1 (Synchronous Transport Module level-1)

is the SDH ITU-T fiber optic network transmission
standard. It has a bit rate of 155.52 Mbit/s.

stm1 number The STM number ranges from 1 to 4.

Command Default The default mode is AU-4.

Command Modes Global configuration

Command History Release Modification
XE Everest This command was integrated into the Cisco NCS 4200 Series and
16.6.1 Cisco ASR 900 Series.

Usage Guidelines The aug mapping command is available only when SDH framing is configured. AUG mapping is supported
at STM-1 level.

Examples
enable
configure terminal
aug mapping [au-3 | au-4 stm [I-1] stml number [I1-4]
end
Related Commands | Command Description

show running configuration | Verifies aug mapping configuration.
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aug mapping au-3 stm [stm number] path number [path number]

Syntax Description

Command Default

Command Modes

Use this command to change the AUG mapping of a particular STM-1 to AU-3.
aug mapping au-3 stm [1-16] path number [1-16].

Syntax Description

au-3 Mode of augment mapping
au-4 Mode of augment mapping
stm The STM-1 (Synchronous Transport Module level-1)

is the SDH ITU-T fiber optic network transmission
standard. It has a bit rate of 155.52 Mbit/s.

path number The path parameter number ranges from 1 to 16.

The default mode is AU-4.

Global configuration

Command History

Examples

Release Modification
XE Everest This command was integrated into the Cisco NCS 4200 Series and
16.6.1 Cisco ASR 900 Series.

enable

configure terminal

aug mapping [au-3 | au-4 stm [I-16] path number [1-16]
end

Related Commands

Command Description

show running configuration | Verifies aug mapping configuration.

Cisco 10S Interface and Hardware Component Command Reference [JJj



AthroughB |
. auto-polarity

auto-polarity

To enable automatic receiver polarity reversal on a hub port connected to an Ethernet interface of a Cisco
2505 or Cisco 2507 router, use the auto-polarity command in hub configuration mode. To disable this function,
use the nNo form of this command.

auto-polarity
no auto-polarity

Syntax Description ~ This command has no arguments or keywords.

Command Default Enabled

Command Modes Hub configuration
Command History Release Modification
10.3 This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines This command applies to a port on an Ethernet hub only.

Examples The following example shows how to enable automatic receiver polarity reversal on hub 0, ports 1

through 3:

Router (config) #
hub ethernet 0 1 3
Router (config-hub) #
auto-polarity

Related Commands | Command |Description

hub Enables and configures a port on an Ethernet hub of a Cisco 2505 or Cisco 2507 router.
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To set the signal degrade bit-error rate (BER) threshold values, use the b2sd-ber command in controller
configuration mode. To return to the default setting, use the no form of this command.

b2 sd-ber rate
no b2 sd-ber

Syntax Description

rate

Bit-error rate from 3 to 9 (10-n). The value of 9 represents better quality, and the value of 3 represents
lower quality. The default is 6.

Command Default

Command Modes

rate: 6

Controller configuration

Command History

Release Modification

12.2(15)T | This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific

12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines

Examples

Use this command to configure the threshold for degradation of quality of signal with b2 errors.

The following example shows how to configure a signal degrade BER threshold value of 7 on the
SONET controller:

Router (config) # controller sonet 1/0
Router (config-controller)# b2 sd-ber 7

Related Commands

Command Description

show controllerssonet | Displays information about the SONET controllers.
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To set the signal failure bit-error rate (BER) threshold values, use the b2sf-ber command in controller

configuration mode. To return to the default setting, use the no form of this command.

b2 sf-ber

rate

no b2 sf-ber rate

Syntax Description

Command Default

Command Modes

rate | Bit-error rate from 3 to 9 (10-n). The value of 9 represents better quality, and the value of 3 represents
lower quality. The default is 3.

rate: 3

Controller configuration

Command History

Usage Guidelines

Examples

Release

Modification

12.2(15)T

This command was introduced.

Use this command to configure the threshold for failure of quality of signal with b2 errors. The value of 9
represents better quality and the value of 3 represents lower quality.

The following example shows how to configure a signal failure BER threshold value of 7 on the

SONET controller:

Router (config)# controller sonet 1/0
Router (config-controller)# b2 sf-ber 7

Related Commands

Command

Description

show controllers sonet

Displays information about the SONET controllers.
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backup delay

To define how much time should elapse before a secondary line status changes after a primary line status has
changed, use the backupdelaycommand in interface configuration mode. To return to the default so that as
soon as the primary fails, the secondary is immediately brought up without delay, use the no form of this
command.

backup delay {enable-delay-period|never} {disable-delay-period | never}
no backup delay {enable-delay-period|never} {disable-delay-period|never}

Syntax Description

Command Default

Command Modes

enable-delay-period | Number of seconds that elapse after the primary line goes down before the Cisco
IOS software activates the secondary line.

disable-delay-period | Number of seconds that elapse after the primary line comes up before the Cisco I0S
software deactivates the secondary line.

never Secondary line is never activated or deactivated.

0 second delay

Interface configuration

Command History

Usage Guidelines

Examples

Release Modification

10.0 This command was introduced.

12.2(33)SRBI1 | This command was integrated into Cisco IOS Release 12.2(33)SRBI1.

15.1(2)SNH | This command was implemented on the Cisco ASR 901 Series Aggregation Services Routers.

For environments in which spurious signal disruptions appear as intermittent lost carrier signals, we recommend
that you enable some delay before activating and deactivating a secondary line.

For the Cisco 7600 Backup Interface for Flexible UNI feature to work correctly, the enable and disable backup
delay must be 0.

The following example sets a 10-second delay on deactivating the secondary line (serial interface
0); however, the line is activated immediately.

interface serial 0
backup delay 0 10
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backup interface

To configure an interface as a secondary or a dial backup, use the backupinterfacecommand in interface
configuration mode. To disable the interface from serving as a backup, use the no form of this command.

Cisco 7200 Series and Cisco 7600 Series Routers Only
backup interface slot/port-adapter/port
no backup interface dot/port-adapter /port

Other Cisco Routers
backup interface type number
no backup interface type number

Syntax Description

slot / port-adapter / port | Chassis slot, port adapter, and port number of the interface to configure as a
backup. Include a slash (/) between the slot, port adapter, and port (for example,
1/1/1). See your hardware installation manual for the specific slot, port adapter,
and port numbers.

type number Type and port number of the interface that is being configured as a backup.

Command Default

An interface is not configured as a backup.

Command Modes

Interface configuration (config-if)

Command History

Release Modification

11.0 This command was introduced.

12.2(33)SRB1 | This command was integrated into Cisco IOS Release 12.2(33)SRBI.

Usage Guidelines

Examples

The interface that you define with the backupinterface command can back up only one interface.

Serial, ISDN, and Ethernet backup interfaces are supported by the routers. Access servers support both
asynchronous backup interfaces and serial backup interfaces.

In Cisco 10S Release 12.2(33)SRBI1 and later releases, you can configure a backup interface for Gigabit
Ethernet interface on the Cisco 7600 router. The backup interface works only when the configurations on the
primary and backup interfaces are identical. This is applicable to all Cisco IOS platforms and interfaces.

)

Note If the interface configuration includes the xconnectcommand, you must specify a different virtual circuit ID
(VCID) on the primary and backup interfaces.

The following example sets serial interface 1 as the backup line to serial interface 0:

Router (config) # interface serial 0
Router (config-if) # backup interface serial 1
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The following example sets Gigabit Ethernet interface 4/0/1 as the backup interface for Gigabit
Ethernet interface 3/0/1 on the Cisco 7600 router:

Router (config) # interface gigabitEthernet 3/0/1
Router (config-if)# backup interface gigabitEthernet 4/0/1

Related Commands

Command

Description

aps protect (SONET)

Enables SONET APS.

show version

Displays information about the currently loaded software along with hardware and
device information.
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backup interface atm

To back up a locally switched ATM connection, use the backupinter faceatmcommand in theconnectsubmode.
To deconfigure the active routing policy set, leaving the SBE with no active routing policy set, use the no
form of this command.

backup interface atm x/y/z vpilvci
no backup interface atm x/y/z vpi/vci

Syntax Description interface Identifies the interface.

atm > x / y [/ z > |Specifies the backup location for the ATM slot/subslot/port to be backed up.

vpi [ vci > Specifies the backup location for the ATM virtual path identifier/virtual channel
identifier (VPI/VCI).
Command Default No default behavior or values.
Command Modes Connect submode (config-connection)
Command History Release Modification

12.2(33)SRC | This command was introduced on the Cisco 7600 series routers.

Usage Guidelines * Only the tail end AC can be backed up; if head end fails there is no protection.

* The circuit type of the primary and backup AC must be identical (failover operation will not switch
between different types of interfaces).

* Autoconfiguration is allowed for backup ATM Permanent Virtual Circuits (PVCs) or ATM Permanent
Virtual Paths (PVPs).

» Dynamic modification of parameters in a local switching connection is not supported in the case where
the tail-end segment is backed up to a segment using the backupinter faceatmcommand. If you want to
modify the parameters in any of the three segments (head-end, tail-end, or backup segment), you must
first unconfigure with the backupinter faceatm command, make the changes in the individual segments,
and then reconfigure the backup with the backupinterfaceatm command.

Examples The following is an example of a ATM virtual path local switching backup:

Router (config) # connect ATM atm2/0/0 0 atm3/0/0 0
Router (config-connection) # backup interface atm 4/0/0 1
The following is an example of a ATM virtual channel local switching backup:

Router (config)# connect ATM atm2/0/0 24/56 atm3/0/0 24/57

Router (config-connection) # backup interface atm 4/0/0 25/58
I
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Related Commands

Command

Description

connect atm

Configures a local switching connection.
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backup interface cem

To back up a locally switched CEM connection, use the backupinter facecem command in theconnectsubmode.
To deconfigure the locally switched CEM connection backup, use the no form of this command.

backup interface cem x/y/z cemckt
no backup interface cem x/y/z cemckt

Syntax Description interface > Identifies the interface.

cem > x [/ y | z |Specifies the CEM interface slot, subslot, and port to be backed up.

cemckt Specifies the backup location for the CEM.

Command Default No default behavior or values.

Command Modes Connect submode (config-connection)

Command History Release Modification

12.2(33)SRC | This command was introduced on the Cisco 7600 series routers.

Usage Guidelines * Autoconfiguration of CEM interfaces is not supported.
* Only the tail end AC can be backed up; if head end fails there is no protection.

* The circuit type of the primary and backup AC must be identical (failover operation will not switch
between different types of interfaces or different CEM circuit types).

* Backs up a local switching connection to cem-ckt3 of CEM interface cem3. Only one backup AC is
allowed for each connection.

* Autoconfiguration of backup CEM circuits is not allowed.

» The CEM circuit used as a backup in a local switching connection cannot be used for xconnect
configurations.

» Dynamic modification of parameters in a local switching connection is not supported in the case where
the tail-end segment is backed up to a segment using the backupinter facecemcommand. If you want to
modify the parameters in any of the three segments (head-end, tail-end, or backup segment), you must
first unconfigure with the backupinterfacecemcommand, make the changes in the individual segments,
and then reconfigure the backup with the backupinterfacecem command.

Examples The following is an example of a CEM local switching backup:

Router (config) # connect cema cem4/3/0 0 cem2/0/0 0
Router (config-connection) # backup interface cem 2/0/0 1
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Related Commands | Command Description

connect cem | Configures a local switching connection.
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backup load

To set a traffic load threshold for dial backup service, use the backuploadcommand in interface configuration
mode. To return to the default value, use the no form of this command.

backup load {enable-threshold|never} {disable-load | never}
no backup load {enable-threshold|never} {disable-load |never}

Syntax Description enable-threshold | Percentage of the primary line’s available bandwidth that the traffic load must exceed
to enable dial backup.

disable-load Percentage of the available bandwidth that the traffic load must be less than to disable
dial backup. The transmitted or received load on the primary line plus the transmitted or
received load on the secondary line is less than the value entered for the
disable-loadargument to disable dial backup.

never The secondary line is never activated or deactivated because of the traffic load.

Command Modes Interface configuration
Command History Release Modification
10.0 This command was introduced.

12.2(33)SRBI1 | This command was integrated into Cisco IOS Release 12.2(33)SRB1.

Usage Guidelines When the transmitted or received load on the primary line is greater than the value assigned to the
enable-threshold argument, the secondary line is enabled.

The secondary line is disabled when one of the following conditions occurs:

* The transmitted load on the primary line plus the transmitted load on the secondary line is less than the
value entered for the disable-loadargument.

* The received load on the primary line plus the received load on the secondary line is less than the value
entered for the disable-load argument.

If the neverkeyword is used instead of an enable-thresholdargument, the secondary line is never activated
because of traffic load. If the never keyword is used instead of a disable-load argument, the secondary line
is never activated because of traffic load.

Examples The following example sets the traffic load threshold to 60 percent of the primary line serial 0. When

that load is exceeded, the secondary line is activated and will not be deactivated until the combined
load is less than 5 percent of the primary bandwidth.

interface serial 0
backup load 60 5
backup interface serial 1
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bandwidth (interface configuration)

To set the inherited and received bandwidth values for an interface, use the bandwidth command in interface
or virtual network interface config mode. To restore the default values, use the no form of this command.

bandwidth [receive] {kbps| inherit [kbps]}
no bandwidth [receive] {kbps| inherit [kbps]}

Syntax Description

Command Default

Command Modes

kbps Intended bandwidth, in kilobits per second. The range is from 1 to 10000000. For a full bandwidth
DS3 line, enter the value 44736.

inherit |(Optional) Specifies how a subinterface inherits the bandwidth of its main interface.

receive |(Optional) Enables asymmetric transmit/receive operations so that the transmitted (inherit kbps)
and received bandwidth are different.

Default bandwidth values are set during startup. The bandwidth values can be displayed using the show
interfacesor show ipv6 interface command. If the receive keyword is not used, by default, the transmit
and receive bandwidths will be assigned the same value.

Interface configuration (config-if)

Virtual network interface (config-if-vnet)

Command History

Usage Guidelines

Release Modification

10.0 This command was introduced.

12.2T This command was modified. The inherit keyword was added.

12.4(6)T This command was modified. Support for IPv6 was added.

12.2(33)SRA This command was integrated into Cisco IOS Release 12.2(33)SRA.
12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support

in a specific 12.2SX release of this train depends on your feature set, platform,
and platform hardware.

Cisco I0S XE Release 2.1 | This command was implemented on Cisco ASR 1000 Aggregation Services
Series Routers.

Cisco I0S XE Release 3.2S | This command was modified. Support was added for this command in virtual
network interface configuration mode.

15.1(03)S This command was modified. Support was added for the receive keyword.

Bandwidth I nformation

The bandwidth command sets an informational parameter to communicate only the current bandwidth to the
higher-level protocols; you cannot adjust the actual bandwidth of an interface using this command.
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Examples

\)

Note This is only a routing parameter. It does not affect the physical interface.

Changing Bandwidth

For some media, such as Ethernet, the bandwidth is fixed; for other media, such as serial lines, you can change
the actual bandwidth by adjusting the hardware. For both classes of media, you can use the bandwidth
command to communicate the current bandwidth to the higher-level protocols.

Bandwidth Inheritance

Before the introduction of the bandwidth inherit command option, when the bandwidth value was changed
on the main interface, the existing subinterfaces did not inherit the bandwidth value. If the subinterface was
created before the bandwidth was changed on the main interface, the subinterface would receive the default
bandwidth of the main interface, and not the configured bandwidth. Additionally, if the router was subsequently
reloaded, the bandwidth of the subinterface would then change to the bandwidth configured on the main
interface.

The bandwidth inherit command controls how a subinterface inherits the bandwidth of its main interface.
This functionality eliminates inconsistencies related to whether the router has been reloaded and what the
order was in entering the commands.

The no bandwidth inherit command enables all subinterfaces to inherit the default bandwidth of the main
interface, regardless of the configured bandwidth. If the bandwidth inherit command is used without
configuring a bandwidth on a subinterface, all subinterfaces will inherit the current bandwidth of the main
interface. If you configure a new bandwidth on the main interface, all subinterfaces will use this new value.

If you do not configure a bandwidth on the subinterface and you configure the bandwidth inherit kbps
command on the main interface, the subinterfaces will inherit the specified bandwidth.

In all cases, if an explicit bandwidth setting is configured on an interface, the interface will use that setting,
regardless of whether the bandwidth inheritance setting is in effect.

Bandwidth Receipt

Some interfaces (such as Asymmetric Digital Subscriber Line (ADSL), V.35, RS-449, and High-Speed Serial
Interface (HSSI)) can operate with different transmit and receive bandwidths. The bandwidth receive
command permits this type of asymmetric operation. For example, for ADSL, the lower layer detects the two
bandwidth values and configures the Integrated Data Base (IDB) accordingly. Other interface drivers,
particularly serial interface cards on low- and midrange-platforms, can operate in this asymmetric bandwidth
mode but cannot measure their clock rates. In these cases, administrative configuration is necessary for
asymmetric operations.

The following example shows how to set the full bandwidth for DS3 transmissions:

Router (config) # interface serial 0
Router (config-if) # bandwidth 44736
The following example shows how to set the receive bandwidth:

Router (config) # interface serial 0
Router (config-if) # bandwidth receive 1000
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Related Commands Command Description

show interfaces Displays statistics for all interfaces configured on the router.

show ipv6 interface | Displays statistics for all interfaces configured on the IPv6 router.
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To allow better cache utilization at the interface level, use the batch command under interface configuration
mode.

batch {allowed | countnumber | thresholdrange}

Syntax Description

Command Default

Command Modes

allowed Enables the batch process for packets received.

Number of interrupts received for the batch process. Value ranges from 2 to 8.

When batching is enabled, the packets in the receive ring are processed on every nth RX

count number | interrupt, where "n" is configured by "batch count n".

Packets per 4ms threshold to enable the batch. Range is from 2 to 100 packets/4ms. If the
number of packets received within a 4ms period exceeds 'x' then batching is turned on,
threshold range | otherwise it is turned off.

Batch is disabled.

configuration-Interface

Command History

Usage Guidelines

Examples

Release | Modification

15.1(3)T | This command was introduced.

Use this command to increase the performance of packets processing through the interface to optimize the
cache usage. The performance improvement varies depending on the burstiness of the traffic. The traffic with
high burstiness provides better performance.

The batch command is disabled by default. The batch process depends on the batch threshold (x) which is
the number of packets received within a ‘y’ ms period. The batch process is turned on if the number of packets
received within a ‘y’ ms period exceeds ‘x’, otherwise it is turned off.

Currently, the batch command is supported at the interface level on Cisco 890 routers only.

The following example shows the batch command configured in interface fastethernet ports:

|
interface FastEthernet0
no ip address

batch allowed

batch count 6

batch threshold 75

|

interface FastEthernetl
no ip address

batch allowed

batch count 6

batch threshold 75
|
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interface FastEthernet2
no ip address

batch allowed

batch count 6

batch threshold 75

|

interface FastEthernet3
no ip address

batch allowed

batch count 6

batch threshold 75

|

interface FastEthernet4
no ip address

batch allowed

batch count 6

batch threshold 75

|

interface FastEthernet)5
no ip address

batch allowed

batch count 6

batch threshold 75

|
interface FastEthernet6
no ip address

batch allowed

batch count 6

batch threshold 75

|
interface FastEthernet?
no ip address

batch allowed

batch count 6

batch threshold 75

|

|

batch .
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bert abort controller

To end a bit error rate testing (BERT) session, use the bertabortcontrollercommand in privileged EXEC
mode.

bert abort controller controller-type slot/port

Syntax Description controller-type | Type of controller being tested. Use either T1 or E1 depending on the type of facility.

dot / port Slot number and port number to end a BERT session.

Command Default A BERT session is configured.

Command History Release Modification

12.0(2)XD | This command was introduced.

12.03)T This command was integrated into Cisco I0S Release 12.0(3)T.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines Use the bertabortcontroller command to cancel bit error rate testing on each port of the Cisco AS5300 router.

The BERT feature enables you to test the quality of the connected Primary Rate Interface (PRI) links by direct
comparison of a pseudorandom or repetitive test pattern with an identical locally generated test pattern.

Examples The following is sample output from the bertabortcontroller command when no bit error rate test
is running:
Router# bert abort controller tl 0/0
Router#
17:53:33: There is no BERT Test running ....
The following is sample output from the bertabortcontrollercommand when a bit error rate test is
running:
Router# bert abort controller tl1 0/0
Do you really want to abort the current BERT [confirm] ¥Y17:56:56: %BERT-6-BERT RESULTS:
Controller Tl O Profile default : The Test was
aborted by User
Related Commands | Command Description

bert controller Starts a bit error rate test for a particular port.
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bert abort controller .

Command

Description

bert pattern (TVEL)

Sets up various bit error rate testing profiles.
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bert controller

To start a bit error rate test (BERT) for a particular port, use the bertcontroller command in privileged EXEC

mode.

AthroughB |

bert controller controller-type controller-number last-controller-number profile {profile-number
[last-profile-number] [timeslot timeslot-number [last-timeslot-number]] | default}

Syntax for Cisco 2600 Platforms

bert controller type-controller slot/port [channel-group channel-number] [pattern pattern-name]

[interval range]

Syntax Description

controller-type

Type of controller being tested. Use either T1 or E1 depending on the type
of facility.

controller-number

Controller number. The valid range is from 0 to 7.

last-controller-number

Last contoller number. The valid range is from 2 to 7.

profile

Sets the profile numbers for the bit error rate test.

profile-number

Numbers of the test profiles to use. The valid range is from 0 to 15. The
default is 0.

last-profile-number

(Optional) Last profile number. The default is 0.

timeslot (Optional) Generates the data based on the timeslots associated with the
controller.
timesl ot-number (Optional) Timeslot number. The valid range is from 1 to 22.

| ast-timesl ot-number

(Optional) Last timeslot number. The valid range is from 1 to 24.

default

Executes the default bit error rate test (0).

slot/port

Slot and port number for the ports to be tested.

channel-group channel-number

(Optional) Specifies the channel group number that you want the BERT
test to run on. Numbers can be 0 or 1.
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Command Default

bert controller .

pattern pattern-name (Optional) BERT patterns available for testing are:

* Os--repetitive pattern; all zeros test pattern

* 1s--n repetitive pattern; all ones test pattern

e qrw--215-1 QRW test pattern

* grss (default)--220-1 Quasi-Random Signal Sample 0.151 test pattern
* alt-0-1--alternating zeros and ones test pattern

* 1lin8--n repetitive pattern; 1 in 8

* 3in24--n repetitive pattern; 3 in 24

* 63--26-1 63 test pattern

* 511--29-1 511 test pattern

* 2047--211-1 test pattern

interval range (Optional) Range for the test, in minutes. The valid range is from 1 to

14400. The default is 1.

The test profile 0 is configured by default.

Command Modes Privileged EXEC (#)
Command History Release Modification
12.0(2)XD | This command was introduced.
12.03)T This command was integrated into Cisco IOS Release 12.0(3)T.
12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.
12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.
15.0(1)M This command was modified in a release earlier than Cisco IOS Release 15.0(1)M. The

Usage Guidelines

following keywords and arguments were added:

« last-controller-number
« last-profile-number

* timeslot

« timesl ot-number

* last-times| ot-number

* default

Use the bertcontroller command to start a bit error rate test for a particular port on a Cisco AS5300 router.
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Quality Testing

The BERT feature enables you to test the quality of the connected Primary Rate Interface (PRI) links by direct
comparison of a pseudorandom or repetitive test pattern with an identical locally generated test pattern.

E1 Controllers

The E1 controller cannot be set in loopback mode from the Cisco AS5300 router. For the bertcontroller
command to work correctly with the E1 controller, the controller must be configured as a channel group or

as channel-associated signaling (CAS) and the line must be configured as a remote loop from the switch side
of the link.

You can use the channel-groupchannel-group-number keyword and argument combination to specify a
channel-group. If the channel-group is specified, BERT will be run on the timeslots associated with the channel
group only. Otherwise, BERT will run on all the timeslots of the specified controller.

Examples The following is sample output from the bertcontroller command:

Router#
bert controller Tl T2 profile default
Press <Return> to start the BERT [confirm]
Y
17:55:34: %BERT-6-BERT START: Starting BERT on Interface 0 with Profile default
Data in current interval (10 seconds elapsed) :
0 Line Code Violations, 0 Path Code Violations
0 Slip Secs, 0 Fr Loss Secs, 0 Line Err Secs, 0 Degraded Mins
0 Errored Secs, 0 Bursty Err Secs, 0 Severely Err Secs, 0 Unavail Secs

Table 1 describes the significant fields shown in the display.

Table 1: bert controller Field Descriptions

Field Description

Data in current interval | Shows the current accumulation period, which rolls into the 24-hour accumulation
every 15 minutes. As the latest 15-minute accumulation period enters the buffer, the
oldest 15-minute period is deleted. The accumulation period is from 1 to 900 seconds.

Line Code Violations | For alternate mark inversion (AMI)-coded signals, a line code violation is a bipolar
violation (BPV) occurrence. Indicates the occurrence of either a BPV or an excessive
zeros (EXZ) error event.

Path Code Violations | When super frame (SF) (D4) framing is used, a path code violation is a framing
error. When extended super frame (ESF) framing is used, a path code violation is a
cyclic redundancy check type 6 (CRC-6) error. Indicates a frame-synchronization
bit error in the D4 and E1-non-CRC formats, or a CRC error in the ESF and E1-CRC
formats.

Slip Secs Indicates the replication or deletion of the payload bits of a DS1 frame. A slip may
be indicated when there is a difference between the timing of a synchronous receiving
terminal and the received signal.

Fr Loss Secs Seconds during which the framing pattern has been lost. Indicates the number of
seconds for which an Out-of-Frame error is detected.
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bert controller .

Field

Description

Line Err Secs

A line error second (LES) is a second in which one or more line code violation (LCV
or CV-L) errors are detected.

Degraded Mins

A degraded minute is one in which the estimated error rate exceeds 1-6 but does not
exceed 1-3.

Errored Secs

In extended superframe (ESF) and E1-CRC links, an errored second is a second in
which one of the following is detected: one or more path code violations; one or
more Out-of-Frame defects; one or more controlled slip events; an alarm indication
signal (AIS) defect.

For D4 and E1-non-CRC links, the presence of bipolar violations also triggers an
errored second.

Bursty Err Secs

Seconds with fewer than 320 and more than 1 path code violation error, no severely
errored frame defects, and no detected incoming AIS defects. Controlled slips are
not included in this parameter.

Severely Err Secs

For ESF signals, a second with one of the following errors: 320 or more path code
violation errors; one or more Out-of-Frame defects; a detected AIS defect.

For E1-CRC signals, a second with one of the following errors: 832 or more path
code violation errors; one or more Out-of-Frame defects.

For E1-non-CRC signals, a second with 2048 or more line code violations.

For D4 signals, a count of 1-second intervals with framing errors, or an Out-of-Frame
defect, or 1544 line code violations.

Unavail Secs

Count for every second in which an unavailable signal state occurs. This term is
used by new standards in place of failed seconds (FS).

The following example shows a BERT test started on a T1 port 0/0 and channel group 0 with a QRSS
signaling pattern for a duration of 5 minutes:

Router# bert controller tl 0/0 channel-group 0 pattern grss interval 5

Related Commands

Command

Description

bert abort

Aborts a bit error rate testing session.

bert pattern (TVEL)

Sets up various bit error rate testing profiles.

bert abort controller

Stops a BERT test prematurely.
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bert errors

To transmit bit error ratio test (BERT) errors while running any BERT pattern, use theberterrorcommand in
interface configuration mode.

bert errors [number]

Syntax Description | number (Optional) Range of 1-255BERT errors that may be introduced in a BERT pattern.

Command Default Default is 1.
Command Modes Interface configuration
Command History Release Modification

12.1(12¢)EX1 | This command was introduced for Cisco 7304 routers.

12.2(18)S This command was introduced on Cisco 7304 routers running Cisco IOS Release 12.2S.

12.2(18)SXE | This command was integrated into Cisco IOS Release 12.2(18)SXE to support SPAs on the
Cisco 7600 series router and Catalyst 6500 series switch.

12.2(25)S3 This command was integrated into Cisco IOS Release 12.2(25)S3.

12.031)S This command was integrated into Cisco IOS Release 12.0(31)S.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

Usage Guidelines Use this command to test link availability by injecting a fixed number of bert errors when a pattern is running
and check that the same number of errors were received on the remote end.

Examples This example injects 200 BERT errors in a running bit pattern on slot 5, subslot 0.
Router# configure terminal
Router (config) # interface serial 5/0/0
Router (config-if) # bert errors 200

Related Commands Command Description

bert pattern Starts a BERT pattern on a port.

show controller serial | Displays serial line statistics.
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bert pattern

bert pattern .

To start a BERT pattern on a port, use the bertpatterncommand in interface configuration mode. Use the no
bert pattern command to stop the sequence.

bert pattern {0Os|1s|2"11|2715|2"20|2"23|alt-0-1|grss} interval minutes

no bert pattern

{0s|1s| 2711|2715 | 2720 | 2723 | alt-0-1| grss} interval minutes

Syntax Description 0Os

Repeating pattern of zeros (...000...).

1s

Repeating pattern of ones (...111...).

2711

Pseudo-random repeating test pattern that consists of 2,048 bits.

2715

Pseudorandom 0.151 test pattern that is 32,768 bits in length.

2220

Pseudorandom 0.153 test pattern that is 1,048,575 bits in length.

2723

Pseudorandom 0.151 test pattern that is 8,388,607 bits in length.

alt-0-1

Repeating pattern of alternating zeros and ones (...01010...).

qgrss

Pseudorandom quasi-random signal sequence (QRSS) 0.151 test pattern that is 1,048,575
bits in length.

interval minutes

Specifies the length of the BERT test in minutes.

Command Default Bert is disabled by default.
Command Modes Interface configuration
Command History Release Modification
11.1CC The command was introduced.
12.0(5)XE The command was enhanced as an ATM interface configuration command
12.0(7)XE1 Support for Cisco 7100 series routers was added.
12.1(5)T This command was integrated into Cisco IOS Release 12.1(5)T.

12.1(12¢)EX1

Support for Cisco 7304 routers was added.

12.2(18)S

Support for Cisco 7304 routers was added.

12.2(18)SXE

This command was integrated into Cisco IOS Release 12.2(18)SXE to support SPAs on
the Cisco 7600 series router and the Catalyst 6500 series switch.

12.031)S

This command was integrated into Cisco IOS Release 12.0(31)S.

12.2(25)S3

This command was integrated into Cisco IOS Release 12.2(25)S3.
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Release Modification

12.2(33)SRA This command was integrated into Cisco IOS Release 12.2(33)SRA.

XE3.18SP This command was integrated into Cisco NCS 4200 Series.
XE Everest This command was implemented on the Cisco ASR 920 Routers and Cisco NCS 4200
16.5.1 Series.

Usage Guidelines Use the bert pattern commamd to start or stop a specific bit pattern. To test link availability, start a pattern on

one end and put the remote end in network loopback and verify that there are no bert errors.

Examples This example starts a bert pattern on slot 5, bay 0.

Router# configure terminal
Router (config)# int serial 5/0/0
Router (config-if) # bert pattern Os

This example starts a bert pattern pRBS.

Router#enable

Router#configure terminal

Router (config) #bert pattern pRBS interval 5 direction line
exit

Related Commands | Command Description

berterrors Transmit bert errors while running any bert pattern.

loopback Loopback at various points in the transmit and receive path.

show controller serial | Displays serial line statistics.

show controller sonet | Displays sonet interface module statistics.

show controller t1 Displays t1 interface module statistics.

show controller t3 Displays t3 interface module statistics.
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bert pattern (T1 E1)

To enable a bit error rate test (BERT) pattern on a T1 or E1 line, use thebertpatterncommand in controller
configuration mode. To disable a BER test pattern, use the no form of this command.

bert pattern pattern interval time
no bert pattern pattern interval time

Syntax Description | pattern The test pattern indicated by any of the following allowable values:
2n23 Invokes a pseudorandom 0.151 test pattern that is 8,388,607 bits in length.
2720 Invokes a pseudorandom 0.153 test pattern that is 1,048,575 bits in length.

2720-QRSS | Invokes a pseudorandom quasi-random signal sequence (QRSS) 0.153 test pattern that is
1,048,575 bits in length.

2715 Invokes a pseudorandom 0.151 test pattern that is 32,768 bits in length.
2711 Invokes a pseudorandom test pattern that is 2,048 bits in length.

1s Invokes a repeating pattern of ones (...111...).

Os Invokes a repeating pattern of zeros (...000...).

alt-0-1 Invokes a repeating pattern of alternating zeros and ones (...01010...).

interval time |Specifies the duration (in minutes) of the BER test. The interval can be a value from 1 to
14400. There is no default.

Command Default Disabled

Command Modes Controller configuration
Command History Release Modification
11.1CC This command was introduced.

12.0(5)XE | This command was enhanced as an ATM interface configuration command.

12.0(7)XE1 | This command was implemented on Cisco 7100 series routers.

12.1(5T This command was integrated into Cisco I0S Release 12.1(5)T.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines BER testing is supported on each of the T1 or E1 lines, is done only over an unframed T1 or E1 signal, and
is run on only one port at a time.
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To view the BER test results, use the showcontroller satmEXEC command. The BERT results include the
following information:

* Type of test pattern selected

» Status of the test

* Interval selected

* Time remaining on the BER test
» Total bit errors

* Total bits received
When the T1 or El line has a BER test running, the line state is DOWN and the status field shows the
current/last result of the test.

Thebertpatterncommand is not written to NVRAM because this command is only used to test the T1 or E1
line for a short predefined interval, and to avoid accidentally saving the command.

Examples The following example shows how to run a BERT pattern of all zeros on a Cisco 7200 series router
for 30 minutes on the T1 controller in slot 1:
Router (config) #
controller T1 1/0
Router (config-if) #
bert pattern 0Os interval 30
Related Commands | Command Description

show controllersatm | Displays information about T1/E1 links in Cisco 7100 series routers, Cisco 7200
series routers, and Cisco 7500 series routers.
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bert pattern (T3 E3)

To enable a bit error rate test (BERT) pattern on a T3 or E3 controller, use the bertpattern command in
controller configuration mode. To disable a BER test pattern, use the no form of this command.

bert pattern pattern interval time
no bert pattern

Syntax Description

pattern The pattern indicated by any of the following allowable values:

2°23 Invokes a pseudorandom 0.151 test pattern that is 8,388,607 bits in length.
2720 Invokes a pseudorandom 0.153 test pattern that is 1,048,575 bits in length.
2715 Invokes a pseudorandom 0.151 test pattern that is 32,768 bits in length.

1s Invokes a repeating pattern of ones (...111...).

Os Invokes a repeating pattern of zeros (...000...).

alt-0-1 Invokes a repeating pattern of alternating zeros and ones (...01010...).

interval time | Specifies the duration (in minutes) of the BER test. The interval can be a value from 1 to

14400. There is no default.

Command Default

Command Modes

Disabled

Controller configuration

Command History

Release Modification

11.1CC This command was introduced.

12.1(5)T This command was integrated into Cisco IOS Release 12.1(5)T.

12.2(11)YT | This command was integrated into Cisco IOS Release 12.2(11)YT and implemented on the
following platforms: Cisco 2650XM, Cisco 2651XM, Cisco 2691, Cisco 3660 series, Cisco
3725, and Cisco 3745 routers.

12.2(15)T | This command was integrated into Cisco IOS Release 12.2(15)T.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific

12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines

BER testing is supported on T3/E3 links and is done only over framed T3 or E3 signals, unless E3 framing
is in bypass mode.

To display the BER test results, use the show controllers t3 or show controllers e3 EXEC command. The BER
test results include the following information:
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* Type of test pattern selected

« Status of the test

* Interval selected

* Time remaining on the BER test

* Total bit errors

* Total bits received

AthroughB |

When the T3 or E3 line has a BER test running, the line state is DOWN and the status field shows the current

or last result of the test.

Thebertpatterncommand is not written to NVRAM because this command is used only to test the T3 or E3

line for a short predefined interval, and to avoid accidentally saving the command.

Examples

controller in slot 1:

Router (config) #
controller T3 1/0
Router (config-if) #

The following example shows how to run a BERT pattern of all zeros for 30 minutes on the T3

bert pattern Os interval 30

Related Commands Command

Description

show controllerse3

Displays information about E3 controllers.

show controllerst3

Displays information about T3 controllers.
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To set up various bit error rate testing profiles, use the bert profile command in global configuration mode.
To disable the particular bit error rate test (BERT) profile indicated by profile number, use the no form of

this command.

bert profile number pattern pattern threshold threshold error-injection err-inj duration time
no bert profile number pattern pattern threshold threshold error-injection err-inj duration time

Syntax Description

Command Default

Command Modes

number

BERT profile number. The valid range is from 1 to 15. This is the number assigned to a
particular set of parameters. If no such profile of the same number exists in the system, a
new profile is created with that number; otherwise, an existing set of parameters with that
profile number is overwritten by the new profile.

pattern

Pattern that BERT will generate on the line.

pattern

0Os --Repetitive pattern, all zeros.1 in_16--n repetitive pattern, 1 in 16.1S--n repetitive
pattern, all ones.211-0.152--n pseudorandom pattern, 211 -1 0.152.215-0.15--n
pseudorandom pattern, 215 -1 0.151.220-0.151QRSS--n pseudorandom pattern, 220 -1
0.151 QRSS. (This is the default.)220-O.153--n pseudorandom pattern, 220 -1
0.153.3_in_24--n repetitive pattern, 3 in 24.

threshold

Test failure (error) threshold that determines if the BERT on this line passed.

threshold

10"-2 --Bit error rate of 10-2.10"-3--Bit error rate of 10-3.10"-4--Bit error rate of
10-4.10"-5--Bit error rate of 10-5.10"-6--Bit error rate of 10-6. (This is the
default.)10"-7--Bit error rate of 10-7.10"-8--Bit error rate of 10-8.

error-injection

Error injection rate for bit errors injected into the BERT pattern generated by the chip.

err-inj 10"-1 --Error injection of 10-1.10"-2--Error injection of 10-2.10"-3--Error injection of
10-3.10"-4--Error injection of 10-4.10"-5--Error injection of 10-5.10"-6--Error injection
of 10-6.10"-7--Error injection of 10-7.none--No error injection in the data pattern. (This
is the default.)

duration Duration, in minutes, for which BERT is to be executed.

time Duration of BERT, in minutes. The valid range is from 1 to 1440. The default is 10.

The default profile created internally by the system has parameters that cannot be changed. This profile has
been defined so that you can execute BERT on a line without having to configure a new profile. The default
profile is displayed when the running configuration is displayed and is not stored in NVRAM:

bert profile number pattern 220-0151QRSS threshold 10*-6 error-injection none duration 10

Global configuration

Command History

Release

Modification

12.0(2)XD

This command was introduced.
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Usage Guidelines

Examples

AthroughB |

Release Modification

12.03)T This command was integrated into Cisco IOS Release 12.0(3)T.

12.2(33)SRA | This command was integrated into Cisco I0OS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Use the bert profile command to set up bit error rate testing profiles for the Cisco AS5300 router.

The bit error rate test (BERT) feature enables you to test the quality of the connected PRI links by direct
comparison of a pseudorandom or repetitive test pattern with an identical locally generated test pattern. A
BERT profile is a set of parameters related to a BERT test and is stored as part of the configuration in NVRAM.
You can define up to 15 BERT profiles on the system. By setting up the BERT profiles in this way, you do
not have to enter the parameters each time you want to run a BERT--just select the number of the BERT
profile that you want to run.

The following example shows a configured BERT profile number 1 to have a Os test pattern, with a
10-2 threshold, no error injection, and a duration of 125 minutes:

Router (confiqg) #
bert profile 1 pattern Os threshold 107-2 error-injection none duration 125

Related Commands

Command Description

bert abort Aborts a bit error rate testing session.

bert controller | Starts a bit error rate test for a particular port.
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bitswap line

To divert the data of a disturbed transmission channel to other channels, use the bitswap line command in
controller configuration mode. To disable bitswapping, use the no form of this command.

bitswap [line line-number]
no bitswap [line line-number]

Syntax Description line-number | Line number. Valid values are either 0 or 1.
Command Default Bit swapping is enabled.
Command Modes Controller configuration (config-controller)#
Command History Release Modification
15.4(4)T This command was introduced.
Usage Guidelines * After you enable bit swapping, whenever the line conditions change, the modem swaps the bits around

different channels without retraining.
* If you enable bonded mode, bit swapping will be enabled on both the lines.
* If you specify only the line number, bit swapping will be enabled only on that line.

* In case of single mode, bit swapping will be enabled only on that line.

Examples The following example shows how to enable bit swapping on line 0:

Router (config-controller)# bitswap line 0

The following example shows how to disable bit swapping:

Router (config-controller)# no bitswap

Related Commands | Command | Description

sraline | Accommodates changes to the total link capacity with less disruption to communications.
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To enable RFC 1483 ATM bridging or RFC 1490 Frame Relay bridging to map a bridged VLAN to an ATM
permanent virtual circuit (PVC) or Frame Relay data-link connection identifier (DLCI), use the
bridge-domaincommand in Frame Relay DLCI configuration, interface configuration, interface ATM VC
configuration, or PVC range configuration mode. To disable bridging, use the no form of this command.

bridge-domain vlan-id [access|dotlg [tag]|dotlg-tunnel] [broadcast] [ignore-bpdu-pid] [pvst-tlv
CE-vlan] [increment] [lan-fcs] [split-horizon]
no bridge-domain vian-id

Syntax Description vlan-id

The number of the VLAN to be used in this bridging configuration. The valid range is
from 2 to 4094.

access

(Optional) Enables bridging access mode, in which the bridged connection does not
transmit or act upon bridge protocol data unit (BPDU) packets.

dotlq

(Optional) Enables Institute of Electrical and Electronic Engineers (IEEE) 802.1Q
tagging to preserve the class of service (CoS) information from the Ethernet frames
across the ATM network. If this keyword is not specified, the ingress side assumes a
CoS value of 0 for quality of service (QoS) purposes.

tag

(Optional--ATM PVCs only) Specifies the 802.1Q value in the range 1 to 4095. You
can specify up to 32 bridge-domain command entries using dot1qtag for a single PVC.
The highest tag value in a group of bridge-domain commands must be greater than the
first tag entered (but no more than 32 greater).

dotlg-tunnel

(Optional) Enables IEEE 802.1Q tunneling mode, so that service providers can use a
single VLAN to support customers who have multiple VLANs, while preserving customer
VLAN IDs and segregating traffic in different customer VLANS.

broadcast

(Optional) Enables bridging broadcast mode on this PVC. This option is not supported
for multipoint bridging. Support for this option was removed in Cisco IOS Release
12.2(18)SXF2 and Cisco IOS Release 12.2(33)SRA.

ignore-bpdu-pid

(Optional for ATM interfaces only) Ignores BPDU protocol identifiers (PIDs) and treats
all BPDU packets as data packets to allow interoperation with ATM customer premises
equipment (CPE) devices that do not distinguish BPDU packets from data packets.

pvst-tlv

(Optional) When the router or switch is transmitting, translates Per-VLAN Spanning
Tree Plus (PVST+) BPDUs into IEEE BPDUs.

When the router or switch is receiving, translates IEEE BPDUs into PVST+ BPDUs.

CE-vlan

Customer-edge VLAN in the Shared Spanning Tree Protocol (SSTP) tag-length-value
(TLV) to be inserted in an IEEE BPDU to a PVST+ BPDU conversion.

increment

(PVC range configuration mode only) (Optional) Increments the bridge domain number
for each PVC in the range.
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lan-fcs

(Optional) Specifies that the VLAN bridging should preserve the Ethernet LAN frame
checksum (FCS) of the Ethernet frames across the ATM network.

Note This option applies only to routers using a FlexWAN module. Support for this
option was removed in Cisco IOS Release 12.2(18)SXF2 and Cisco IOS Release

12.2(33)SRA.

split-horizon

(Optional) Enables RFC 1483 split horizon mode to globally prevent bridging between
PVCs in the same VLAN.

Command Default

Command Modes

Bridging is disabled.

Frame Relay DLCI configuration (config-fr-dlci) Interface configuration (config-if)--Only the dot1q and
dot1g-tunnel keywords are supported in interface configuration mode. Interface ATM VC configuration
(config-if-atm-vc) PVC range configuration (config-if-atm-range)

Command History

Release Modification

12.1(13)E This command was introduced as the bridge-vlan command for the 2-port OC-12 ATM
WAN Optical Services Modules (OSMs) on Cisco 7600 series routers and Catalyst 6500
series switches.

12.1(12¢)E This command was integrated into Cisco IOS Release 12.1(12¢)E.

12.1(14)E1 This command was integrated into Cisco IOS Release 12.1(14)E1. The dot1g-tunnel keyword
was added.

12.2(14)SX | This command was integrated into Cisco IOS Release 12.2(14)SX. The dot1g-tunnel keyword
is not supported in this release.

12.1(19)E The split-horizon keyword was added.

12.2(18)S This command was integrated into Cisco IOS Release 12.2(18)S. The dot1g-tunnel and
split-horizon keywords are supported in this release.

12.2(17a)SX | Support was added for the dot1g-tunnel keyword in Cisco 10S Release 12.2(17a)SX.

12.2(18)SXE | This command was renamed from bridge-vlan to bridge-domain. The access, broadcast,
ignore-bpdu-pid, and increment keywords were added.

12.2(18)SXF2 | Support for the lan-fcs and broadcastkeywords was removed. The ignore-bpdu-pidand
pvst-tlvkeywords were added.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

Usage Guidelines

RFC 1483 bridging on ATM interfaces supports the point-to-point bridging of Layer 2 packet data units
(PDUs) over Ethernet networks. RFC 1490 Frame Relay bridging on Packet over SONET (POS) or serial
interfaces that are configured for Frame Relay encapsulation provides bridging of Frame Relay packets over
Ethernet networks.
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The Cisco 7600 router can transmit BPDUs with a PID of either 0x00-0E or 0x00-07. When the router connects
to a device that is fully compliant with RFC 1483 Appendix B, in which the IEEE BPDUs are sent and received
by the other device using a PID of 0x00-0E, you must not use the ignore-bpdu-pidkeyword.

If you do not enter the ignore-bpdu-pid keyword, the PVC between the devices operates in compliance with
RFC 1483 Appendix B. This is referred to as strict mode . Entering the ignore-bpdu-pid keyword creates
loose mode . Both modes are described as follows:

« Without the ignore-bpdu-pidkeyword, in strict mode, IEEE BPDU s are sent out using a PID of 0x00-0E,
which complies with RFC 1483.

« With the ignor e-bpdu-pidkeyword, in loose mode, IEEE BPDUs are sent out using a PID of 0x00-07,
which is normally reserved for RFC 1483 data.

Cisco-proprietary PVST+ BPDUs are always sent out on data frames using a PID of 0x00-07, regardless of
whether you enter the ignore-bpdu-pid keyword.

Use the ignore-bpdu-pid keyword when connecting to devices such as ATM digital subscriber line (DSL)
modems that send PVST (or 802.1D) BPDUs with a PID of 0x00-07.

The pvst-tlv keyword enables BPDU translation when the router interoperates with devices that understand
only PVST or IEEE Spanning Tree Protocol. Because the Catalyst 6500 series switch ATM modules support
PVST+ only, you must use the pvst-tlv keyword when connecting to a Catalyst 5000 family switch that
understands only PVST on its ATM modules, or when connecting with other Cisco 10S routers that understand
IEEE format only.

When the router or switch is transmitting, the pvst-tlv keyword translates PVST+ BPDUs into [IEEE BPDUs.
When the router or switch is receiving, the pvst-tlv keyword translates IEEE BPDUs into PVST+ BPDUs.

\)

Note The bridge-domainand bre-connect commands are mutually exclusive. You cannot use both commands on
the same PVC for concurrent RFC 1483 and BRE bridging.

To preserve class of service (CoS) information across the ATM network, use the dot1q option. This
configuration uses IEEE 802.1Q tagging to preserve the VLAN ID and packet headers as they are transported
across the ATM network.

To enable service providers to use a single VLAN to support customers that have multiple VLANs, while
preserving customer VLAN IDs and segregating traffic in different customer VLANS, use the dot1g-tunnel
option on the service provider router. Then use the dot1q option on the customer routers.

)

Note The access, dotlq, and dot1g-tunnel options are mutually exclusive. If you do not specify any of these
options, the connection operates in “raw” bridging access mode, which is similar to access, except that the
connection does act on and transmit BPDU packets.

RFC 1483 bridging is supported on AALS-MUX and AAL5-LLC Subnetwork Access Protocol (SNAP)
encapsulated PVCs. RFC-1483 bridged PVCs must terminate on the ATM interface, and the bridged traffic
must be forwarded over an Ethernet interface, unless the split-horizon option is used, which allows bridging
of traffic across bridged PVCs.
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Note RFC 1483 bridging is not supported for switched virtual circuits (SVCs). It also cannot be configured for
PVCs on the main interface.

In interface configuration mode, only the dot1q and dot1g-tunnel keyword options are supported.

Examples The following example shows a PVC being configured for IEEE 802.1Q VLAN bridging using a
VLAN ID of 99:

Router# configure terminal

Router (config) # interface ATM6/2

Router (config-if) # pve 2/101

Router (config-if-atm-vc) # bridge-domain 99 dotlg

Router (config-if-atm-vc) # end

The following example shows how to enable BPDU translation when a Catalyst 6500 series switch
is connected to a device that understands only IEEE BPDUs in an RFC 1483-compliant topology:

Router (config-if-atm-vc) # bridge-domain
100 pvst-tlv 150

The ignore-bpdu-pid keyword is not used because the device operates in an RFC 1483-compliant
topology for [IEEE BPDUs.

The following example shows how to enable BPDU translation when a Catalyst 5500 ATM module
is a device that understands only PVST BPDUs in a non-RFC1483-compliant topology. When a
Catalyst 6500 series switch is connected to a Catalyst 5500 ATM module, you must enter both
keywords.

Router (config-if-atm-vc) # bridge-domain
100 ignore-bpdu-pid pvst-tlv 150

To enable BPDU translation for the Layer 2 Protocol Tunneling ( L2PT) topologies, use the following
command:

Router (config-if-atm-vc) # bridge-domain

100 dotlg-tunnel ignore-bpdu-pid pvst-tlv 150

The following example shows a range of PVCs being configured, with the bridge domain number
being incremented for each PVC in the range:

Router (config) # interface atm 8/0.100

Router (config-if) # range pvec 102/100 102/199
Router (config-if-atm-range) # bridge-domain 102 increment

Related Commands | Command Description

bre-connect Enables the BRE over a PVC or SVC.
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Command

Description

show atm pvc

Displays the configuration of a particular PVC.
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bridge-domain (subinterface)

To enable bridging across Gigabit Ethernet subinterfaces, use the bridge-domaincommand in subinterface
configuration mode. To disable bridging, use the no form of this command.

bridge-domain vian-id {dotlq |dotlg-tunnel} [bpdu {drop |transparent}] [split-horizon]
no bridge-domain vian-id {dotlq|dotlg-tunnel} [bpdu {drop |transparent}] [split-horizon]

Syntax Description | vian-id Specifies the number of the virtual LAN (VLAN) to be used in this bridging
configuration. The valid range is from 2 to 4094.

dotlq Enables IEEE 802.1Q tagging to preserve the class of service (CoS) information
from the Ethernet frames across the ATM network. If not specified, the ingress
side assumes a CoS value of 0 for QoS purposes.

dotlg-tunnel Enables IEEE 802.1Q tunneling mode, so that service providers can use a single
VLAN to support customers who have multiple VLANS, while preserving customer
VLAN IDs and keeping traffic in different customer VLANS segregated.

bpdu {drop | (Optional) Specifies whether or not BPDUs are processed or dropped:
transparent} . .
« drop --Specifies that BPDU packets are dropped on the subinterface.
« transparent --Specifies that BPDU packets are forwarded as data on the
subinterface, but not processed.

split-horizon (Optional) Enables RFC 1483 split horizon mode to globally prevent bridging
between PVCs in the same VLAN.

Command Default Bridging is disabled.

Command Modes Subinterface configuration (config-subif)

Command History Release Modification

12.2(33)SRA | This command was introduced.

Usage Guidelines This command has the following restrictions in Cisco IOS Release 12.2(33)SRA:
* The command is available on the Cisco 7600 SIP-400 with a 2-Port Gigabit Ethernet SPA only.

* You can place up to 120 subinterfaces in the same bridge domain on a single Cisco 7600 SIP-400.

To enable service providers to use a single VLAN to support customers who have multiple VLANSs, while
preserving customer VLAN IDs and keeping traffic in different customer VLANSs segregated, use the
dot1g-tunnel option on the service provider router. Then use the dot1q option on the customer routers.

Examples The following example shows configuration of IEEE 802.1Q encapsulation for VLANs on Gigabit

Ethernet subinterfaces with configuration of multipoint bridging (MPB). The MPB feature requires
configuration of 802.1Q encapsulation on the subinterface.
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The first subinterface bridges traffic on VLAN 100 and preserves CoS information in the packets by
specifying the dot1q keyword.

Router (config) # interface GigabitEthernet 1/0/1.1
Router (config-subif) # encapsulation dotlq 10
Router (config-subif) # bridge-domain 100 dotlg

The second subinterface shows bridging of traffic on VLAN 200 in tunneling mode using the
dot1g-tunnel keyword, which preserves the VLAN IDs of the bridged traffic.

Router (config) # interface GigabitEthernet 2/0/2.2
Router (config-subif) # encapsulation dotlqg 20
Router (config-subif) # bridge-domain 200 dotlg-tunnel

The following example shows bridging of traffic from different VLANs on two separate Gigabit
Ethernet subinterfaces into the same VLAN. First, the bridging VLAN 100 is created using the vlan
command. Then, the Gigabit Ethernet subinterfaces implement IEEE 802.1Q encapsulation on VLAN
10 and VLAN 20 and bridge the traffic from those VLANs onto VLAN 100 using the bridge-domain
command:

Router (config) # vlan 100

Router (config-vlan) # exit

|

Router (config) # interface GigabitEthernet 1/0/1.1
Router (config-subif) # encapsulation dotlq 10
Router (config-subif) # bridge-domain 100 dotlg
Router (config-subif) # exit

|

Router (config) # interface GigabitEthernet 1/0/2.1
Router (config-subif) # encapsulation dotlq 20
Router (config-subif) # bridge-domain 100 dotlg

Related Commands | Command Description

encapsulation dot1q |Enables IEEE 802.1Q encapsulation of traffic on a specified subinterface ina VLAN.

vlan Adds the specified VLAN IDs to the VLAN database and enters VLAN configuration
mode.
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» cable bundle, on page 105

* cable helper-address, on page 107

* cablelength, on page 108

» cablelength (E1 controller), on page 110
* cablelength long, on page 111

* cablelength short, on page 114

* card, on page 116

» card type (T1-E1), on page 126

» card type (T3-E3), on page 128

» card-protection, on page 131

* carrier-delay, on page 133

* cem, on page 137

* cem-group, on page 138

* channel-group, on page 141

* channel-group (interface), on page 146
» channel-protocol (interface), on page 151
* channelized, on page 152

* class cem, on page 154

* clear aim, on page 156

* clear cable-diagnostics tdr, on page 157
» clear catalyst6000 traffic-meter, on page 158
* clear cem, on page 159

» clear controller, on page 160

* clear controller lex, on page 161

* clear controller wanphy, on page 163

* clear controller vdsl, on page 165

* clear counters, on page 166

» clear debug platform condition all, on page 169
* clear diagnostic event-log, on page 170
» clear dsip tracing, on page 171

* clear facility-alarm, on page 172

* clear hub, on page 174

* clear hub counters, on page 175

Cisco 10S Interface and Hardware Component Command Reference [JJj



cable bundle through clock mode |

* clear interface, on page 176

* clear interface cem, on page 181

* clear interface fastethernet, on page 182

» clear interface gigabitethernet, on page 184

* clear interface serial, on page 185

» clear interface vlan, on page 186

» clear ipc statistics, on page 187

* clear lacp counters, on page 189

* clear platform netint, on page 190

» clear platform software vnic-if-nvtable, on page 191
* clear rbscp, on page 192

* clear service-module serial, on page 194

* clear top counters interface report, on page 195
* clock, on page 196

* clock destination, on page 198

* clock mode, on page 199
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cable bundle

To configure a cable interface to belong to an interface bundle, use the cablebundlecommand in
interfaceconfiguration mode. To delete a cable interface bundle definition, use the No form of this command.

cable bundle number [master]
no cable bundle number [master]

Syntax Description | number | Specifies the bundle identifier. Valid range is from 1 to 255.

master | (Optional) Defines the specified interface as primary.

Command Default No cable interface bundle is defined.

Command Modes Interface configuration

Command History Release | Maodification

12.0(7)XR | This command was introduced.

12.1(1a)T1 | This command was integrated into Cisco IOS Release 12.1(1a)T1.

12.0(8)SC | This command was integrated into Cisco IOS Release 12.0(8)SC

12.1(2)EC1 | This command was integrated into Cisco IOS Release 12.1(2)ECI.

Usage Guidelines You can configure up to four interface bundles. In each bundle, specify one interface as the primary interface
by using the optional master keyword.

Configure only an IP address on the primary interface. If an IP address is configured and the interface is not
specified as the primary interface, any attempt to add an interface to a bundle is rejected.

Specify all generic IP networking information (such as IP address, routing protocols, and switching modes)
on the bundle primary interface. Do not specify generic IP networking information on bundle subordinate
interfaces.

If you attempt to add an interface to a bundle as non-primary interface and an IP address is assigned to this
interface, the command will fail. You must remove the IP address configuration before you can add the
interface to a bundle.

If you have configured an IP address on a bundled interface and the interface is not the primary interface, a
warning message appears.

Specify generic (not downstream or upstream related) cable interface configurations, such as source-verify
or Address Resolution Protocol (ARP) handling, on the primary interface. Do not specify generic configuration
on non-primary interfaces.

If you configure an interface as a part of a bundle and it is not the primary interface, all generic cable
configuration for this interface is removed. The primary interface configuration will then apply to all interfaces
in the bundle.

If you shut down or remove the primary interface in a bundle, no data packets are sent to any of the interfaces
in this bundle. Packets are still physically received from non-primary interfaces that have not been shut down,
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but those packets will be discarded. Modems connected to those interfaces will not be disconnected immediately,
but modems going online are not able to obtain an IP address, download their configuration file, or renew
their IP address assignment if the Dynamic Host Configuration Protocol (DHCP) lease expires.

If you shut down a subordinate interface, only this interface is affected.

The following example shows how to configure interface 25 to be the primary interface:

Router (config-if) # cable bundle 25 master

Router (config-if) #

07:28:17: $UBR7200-5-UPDOWN: Interface Cable3/0 Port U0, changed state to down
07:28:18: $UBR7200-5-UPDOWN: Interface Cable3/0 Port U0, changed state to up

The following example shows the error message that appears if you try to configure an interface with
an I[P address that is not the primary interface:

Router (config-if) # cable bundle 5
Please remove ip address config first then reenter this command

Related Commands

Command Description

show cable bundle | Displays the forwarding table for the specified interface bundle.
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cable helper-address

To specify a destination address for User Datagram Protocol (UDP) broadcast Dynamic Host Configuration
Protocol (DHCP) packets, use the cablehelper-addresscommand in interface configuration mode. To remove
the specified destination address for UDP DHCP packets, use the no form of this command.

cable helper-address ip-address {cable-modem | host}
no cable helper-address ip-address {cable-modem | host}

Syntax Description

Command Default

Command Modes

ip-address The IP address of a DHCP server.

Based on whether you add the host or cable-modem keyword at the end of the
cablehelper-addresscommand, it is the IP address of the multiple service operators (MSOs)
Cisco Network Registrar (CNR) server or the Internet service providers (ISPs) DHCP
server.

cableemodem | Specifies that only cable modem UDP broadcasts are forwarded.

host Specifies that only host UDP broadcasts are forwarded.

This command is disabled by default.

Interface configuration

Command History

Usage Guidelines

Examples

Release Modification

11.3NA This command was introduced.

12.3(14)T | This command was integrated into Cisco IOS Release 12.3(14)T.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

If you specify a secondary interface address, the giaddr field in the DHCP requests will be sent to the primary
address for DHCP requests received from cable modems, and to the secondary IP address for DHCP requests
received from hosts.

The following example shows how to forward UDP broadcasts from cable modems to the DHCP
server at 172.23.66.44:

Router (config-if) #
cable helper-address 172.23.66.44 cable-modem

The following example shows how to forward UDP broadcasts from hosts to the DHCP server at
172.23.66.44:

Router (config-if) # cable helper-address 172.23.66.44 host
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cablelength

To specify the distance of the cable from the routers to the network equipment, use the cablelength command
in controller configuration mode. To restore the default cable length, use the no form of this command.

cablelength feet
no cablelength

Syntax Description

Command Default

Command Modes

feet | Number of feet in the range of 0 to 450.

224 feet for a CT3IP interface processor and Clear Channel T3/E3 network module
49 feet for PA-T3 and PA-2T3 port adapters

450 feet for an interface cable between the near and far-end CSU/DSU device

Controller configuration

Command History

Usage Guidelines

Release Modification

11.1CA This command was introduced.

12.2(11)YT | This command was integrated into Cisco IOS Release 12.2(11)YT and implemented on the
following platforms: Cisco 2650XM, Cisco 2651XM, Cisco 2691, Cisco 3660 series, Cisco
3725, and Cisco 3745 routers. Support for the Clear Channel T3/E3 network module was
added.

12.2(15)T This command was integrated into Cisco IOS Release 12.2(15)T.

12.2(31)SB | This command was integrated into Cisco IOS Release 12.2(31)SB.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

CT3IP Interface Processor and Clear Channel T3/E3 Network Module

The default cable length of 224 feet is used by the CT3IP interface processor and the Clear Channel T3/E3
network module.

PA-T3 and PA-2T3 Port Adapters
The default cable length of 49 feet is used by the PA-T3 and PA-2T3 port adapters.

)

Note

to 50, the 50 to 450 range is used. The actual number you enter is stored in the configuration file.

Although you can specify a cable length from 0 to 450 feet, the hardware recognizes only two ranges: 0 to
49 and 50 to 450. For example, entering 35 feet uses the 0 to 49 range. If you later change the cable length to
40 feet, there is no change because 40 is still within the 0 to 49 range. However, if you change the cable length
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Cisco 1000 Series Router

The table below lists the cable length distances and their relationships to line buildout for E3 and T3 controllers
on Cisco 1000 Series Routers:

Table 2: Cable Length Distances and Line Buildout for E3/T3 Controllers

Interface | Cable Length (Feet) | Buildout

E3 0 to 244 No line buildout
E3 225 to 450 Line buildout
T3 0to 299 No line buildout
T3 300 to 450 Line buildout

)

Note  Although you can specify a cable length from 0 to 450 feet, the hardware recognizes only two ranges: 0 to
49 and 50 to 450. For example, entering 35 feet uses the 0 to 49 range. If you later change the cable length to
40 feet, there is no change because 40 is still within the 0 to 49 range. However, if you change the cable length
to 50, the 50 to 450 range is used. The actual number you enter is stored in the configuration file.

Examples

Cable Length to 300 Feet Example
The following example shows how to set the cable length for the router to 300 feet:
Router (confiqg) #

controller t3 9/0/0

Router (config-controller) #
cablelength 300

Cisco 10000 Series Series Router Example

The following example sets the cable length to 120 feet:

Router (config) # controller dsx3 4/0/6
Router (config-controller)# cablelength 120

Related Commands | Command Description

cablelength long | Increases the pulse of a signal at the receiver and decreases the pulse from the transmitter
using pulse equalization and line buildout for a T1 cable.

cablelength short | Sets a cable length of 655 feet or shorter for a DS1 link on the Cisco MC3810 or Cisco
2600 and Cisco 3600 series routers.
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cablelength (E1 controller)

To fine-tune the pulse of a signal at the receiver for an E1 cable on a Cisco AS5300 or Cisco AS5400, use
the cablelength command in controller configuration mode. To restore the default receiver sensitivity, use
the no form of this command.

cablelength {custom gain-value [squelch-on]|long [sgquelch-on]| medium [squelch-on] | short
[squelch-on]}
no cablelength

Syntax Description custom Fine-tunes the receiver sensitivity for long-haul, medium-haul, and short-haul applications.

gain-value |Custom gain value for the receiver in the range of 0x1 to 0x3F. These settings are mapped to
values in the range of 0 to -45 dB.

long Fine-tunes the receiver sensitivity for long-haul applications.
medium Fine-tunes the receiver sensitivity for medium-haul applications.
short Fine-tunes the receiver sensitivity for short-haul applications.

squelch-on | (Optional) Enables squelch to improve the signal-to-noise ratio.

Command Default Default receiver sensitivity for E1 cables is applied.
Command Modes Controller configuration
Command History Release | Modification

12.3(17) | This command was introduced.

Usage Guidelines This command is supported on E1 controllers only.

)

Note The cable line pulse gain values are not dependent upon the E1 line being configured in balanced (120-ohm)
mode or unbalanced (75-ohm) mode.

Examples The following example shows how to fine-tune the receiver sensitivity for an E1 cable on a Cisco

AS5300 to support a long-haul configuration:

Router (config-controller)# cablelength long squelch-on
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cablelength long

To increase the pulse of a signal at the receiver and to decrease the pulse from the transmitter using pulse
equalization and line build-out for a T1 cable, use the cablelengthlongcommand in controller configuration
or interface configuration mode. To return the pulse equalization and line build-out values to their default
settings, use the No form of this command.

cablelength long db-gain-value db-loss-value
no cablelength long

Syntax Description | db-gain-value |Number of decibels (dB) by which the receiver signal is increased. Use one of the following
values:

e gain26
* gain36

The default is 26 dB.

db-loss-value | Number of decibels by which the transmit signal is decreased. Use one of the following
values:

+ 0db

« -7.5db
+ -15db

» -22.5db

The default is 0 dB.

Command Default db-gain-value : gain26 db-loss-value: 0db

Command Modes Controller configuration for the Cisco AS5800 and Cisco MC3810. Interface configuration for the Cisco 2600
and Cisco 3600 series routers.

Command History Release Modification
11.2 This command was introduced.
11.3 The following keywords were added: gain26, gain36, 0db,-7.5db,-15db,-22.5db.

12.0(5)XK | This command was modified to include support as an ATM interface configuration command
for the Cisco 2600 and Cisco 3600 series routers and as a controller configuration command
for the Cisco AS5800 universal access server.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Cisco 10S Interface and Hardware Component Command Reference [JJj



. cablelength long

cable bundle through clock mode |

Usage Guidelines

Examples

Cisco AS5800 and Cisco MC3810

Use this command for configuring the controller T'1 interface on the Cisco AS5200 access server, on the Cisco
AS5800 universal access server, or on the Cisco MC3810 multiservice access concentrator. The cablelengthlong
command is used to configure DS1 links (meaning, to build CSU/DSU links) when the cable length is no
longer than 655 feet.

On the Cisco MC3810, this command is supported on T1 controllers only and applies to Voice over Frame
Relay, Voice over ATM, and Voice over HDLC.

)

Note On the Cisco MC3810, you cannot use the cablelengthlong command on a DSX-1 interface only. The

cablelengthlong command can be used only on CSU interfaces.

A pulse equalizer regenerates a signal that has been attenuated and filtered by a cable loss. Pulse equalization
does not produce a simple gain, but it filters the signal to compensate for complex cable loss. A gain26 receiver
gain compensates for a long cable length equivalent to 26 dB of loss, whereas a gain36 compensates for 36
dB of loss.

The lengthening or buildingout of a line is used to control far-end crosstalk. Line build-out attenuates the
stronger signal from the customer installation transmitter so that the transmitting and receiving signals have
similar amplitudes. A signal difference of less than 7.5 dB is ideal. Line build-out does not produce simple
flat loss (also known as resistive flat loss). Instead, it simulates a cable loss of 7.5 dB, 15 dB, or 22.5 dB so
that the resulting signal is handled properly by the receiving equalizer at the other end.

Cisco 2600 and Cisco 3600 Series Routers

This command is supported on T1 long-haul links only. If you enter the cablelengthlong command on a
DSX-1 (short-haul) interface, the command is rejected.

The transmit attenuation value is best obtained by experimentation. If the signal received by the far-end
equipment is too strong, reduce the transmit level by entering additional attenuation.

Cisco AS5800 and Cisco MC3810

The following example shows how to increase the receiver gain by 36 decibels and decreases the
transmitting pulse by 15 decibels for a long cable on a Cisco AS5800:

AS5800 (config) # controller tl1 O
AS5800 (config-controller)# cablelength long gain36 -15db

The following example shows how to configure the cable length for controller T1 0 on a Cisco
MC3810 to a decibel pulse gain of 36 decibels and a decibel pulse rate of -22.5 decibels:

MC3810 (config) # controller tl1 O
MC3810 (config-controller)# cablelength long gain36 -22.5db

Cisco 2600 and Cisco 3600 Series Routers

On a Cisco 2600 or Cisco 3600 series router, the following example shows how to specify a pulse
gain of 36 decibels and a decibel pulse rate of -7.5 decibels:
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Router (config) #
interface atm 0/2
Router (config-if) #
cablelength long gain36 -7.5db

Related Commands Command Description

cablelength short | Sets a cable length of 655 feet or shorter for a DS1 link.
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cablelength short

To set a cable length of 655 feet or shorter for a DS1 link on the Cisco MC3810, Cisco 2600, Cisco NCS 4200
series, and Cisco 3600 series routers, use the cablelengthshort command in controller configuration or
interface configuration mode. To delete the cablelengthshort value, use the no form of this command.

cablelength short length
no cablelength short

Syntax Description

length | Specifies a cable length. Use one of the following values:
+ 133 --Specifies a cable length from 0 to 133 feet.

* 266 --Specifies a cable length from 134 to 266 feet.
* 399 --Specifies a cable length from 267 to 399 feet.
* 533 --Specifies a cable length from 400 to 533 feet.
* 655 --Specifies a cable length from 534 to 655 feet.

Command Default

Command Modes

The default is 133 feet for the Cisco AS5200 access server, Cisco AS5800 universal access server, and Cisco
MC3810 multiservice access concentrator.

There is no default cable length for the Cisco 2600 and Cisco 3600 series routers.
Controller configuration for the Cisco AS5200 access server, Cisco AS5800 universal access server, and

Cisco MC3810 multiservice access concentrator. Interface configuration for the Cisco 2600 and Cisco 3600
series routers.

Command History

Release Modification

11.3(2)AA | This command was introduced.

12.0(5)XK | This command was modified to include support as an ATM interface command for the Cisco
2600 and 3600 series routers and as a controller configuration command for the Cisco AS5800
universal access server.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

XE 3.18SP | This command was integrated in the Cisco NCS 4200 Series. For Configuring MDL, by
default setting of cablelength is short.

Usage Guidelines

Cisco AS5200 Access Server, Cisco AS5800 Univer sal Access Server, and Cisco M C3810 Multiservice
Access Concentrator

On the Cisco MC3810, the cablelengthshort command is used to configure DSX-1 links when the cable
length is 655 feet or less than 655 feet. On the Cisco MC3810, this command is supported on T1 controllers
only.
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Note On the Cisco MC3810, you cannot enter the cablelengthshort command on a CSU interface. The

cablelengthshort command can be used only on DSX-1 interfaces.

Cisco 2600 and Cisco 3600 Series Routers

This command is supported on T1 short-haul links only. If you enter the cablelengthshort command on a
long-haul interface, the command is rejected.

To set cable lengths longer than 655 feet, use the cablelengthlong command.

This command is supported on T1 controllers only.

Cisco AS5200 Access Server, Cisco AS5800 Univer sal Access Server, and Cisco MC3810 Multiservice
Access Concentrator

The following example shows how to set the cable length to 266 for the T1 controller in slot 1 on dial shelf
0:

Router# configure terminal

Router (config) # controller tl1 1/1/0

Router (config-controller)# cablelength short 266
Router (config-controller) # end

Cisco 2600 and Cisco 3600 Series Routers

On a Cisco 2600 or Cisco 3600 series router, the following example shows how to specify a cable length from
0 to 133 feet:

Router (config) #
interface atm 0/2
Router (config-if) #
cablelength short 133

Related Commands

Command Description

cablelength long | Increases the pulse of a signal at the receiver and decreases the pulse from the sender
using pulse equalization and line build-out.
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To preprovision a router slot for an interface card, use the cardcommand in global configuration mode. To
remove the preprovisioning for a card, use the no form of this command.

card {slot/subslot | slot/subslot/bay} card-type
no card {slot/subsot|slot/subslot/bay} card-type

Cisco 10000 Series Router

card dot/subdot {Ichocl2-1|lgigethernet-l | 1gigether net-hh-1|locl2atm-1|loc12pos-1| loc48dpt-pos-1
| 24chelt1-1]|4chstm-1| 4cht3-hh-1|4oc3atm-1|4oc3atm_Ir-1|4jacket-1]6¢cht3-1| 60c3pos-1 | 8e3ds3-1
| 8e3ds3atm-1 | 8fastethernet-1 [mode {el|tl}]spa-type}

no card slot/subslot

Cisco uBR10012 Univer sal Broadband Router
card {slot {2jacket-1|4jacket-1} | dot/subslot | slot/bay} card-type [license license]
no card {dot|dot/subslot|dot/bay} card-type [license license]

Syntax Description

slot/subslot Chassis slot and subslot for the card. The following are the valid values:

edot--1to8

* subsglot --0 or 1

slot/subslot/bay Chassis slot and subslot for the Cisco Wideband SIP, and the bay number in the SIP
where the Cisco Wideband SPA is located. The following are the valid values:

edot--1to3
* subglot --0 or 1 (0 is always specified)

* bay --0 (upper bay) or 1 (lower bay)

Note The Cisco uBR10012 router running Cisco IOS Release 12.3(21)BC supports
slot/subslot/bay option.

dot (Cisco uBR10012 router) Chassis slot for the Cisco SPA Interface Processor (SIP).
The valid value of the slotisl or 3.
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slot/subslot

(Cisco uBR10012 router) Chassis slot and subslot where the Cisco Cable line card,
the Timing, Communication, and Control (TCC) card, Cisco Shared Port Adaptor
(SPA), or the Half-Height Gigabit Ethernet (HHGE) line card is located.

Note Effective with Cisco IOS Release 12.2(33)SCB, the SPA slot numbering is
changed to slot/subslot.

For the Cisco Cable line cards, the valid values are:
edot--5t0 8

* subslot --0 or 1

For the TCC card, the valid values are:
egot--1or2

* subslot --1

For the HHGE line card, the valid values are:
e dot--3or4

* subslot --0 or 1

For the SPA, the valid values are:
* dot --0 or 3 (for SIP-600)
* dot --1 (for Wideband SIP)
* subslot --0 to 3

slot/bay

(Cisco uBR10012 router) Chassis slot and bay where the Cisco Shared Port Adaptor
(SPA) is located.

For the SPA, the valid values are:
* dot --1 or 3 (for SIP-600)
* dot --1 (for Wideband SIP)
* bay--0to 3

license

(Cisco uBR10012 router) License supported on the card. For a list of license types
supported on the card, see the second table below.

card-type

Type of card for which to preprovision the slot. For a list of the supported cards, which
varies by platform, see the first table below.

Ichoc12-1

Preprovisions a line card slot for a 1-Port Channelized OC-12/STM-4 line card.

Igigether net-|

Preprovisions a line card slot for a 1-Port Gigabit Ethernet line card.

lgigethernet-hh-1

Preprovisions a line card slot for a 1-Port Gigabit Ethernet Half-Height line card.

locl2atm-1

Preprovisions a line card slot for a 1-Port OC-12 ATM line card.
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loc12pos-1

Preprovisions a line card slot for a 1-Port OC-12 Packet over SONET line card.

loc48dpt-pos-1

Preprovisions a line card slot for a 1-Port OC-48/STM-16 Packet over SONET line
card.

2jacket-1 (Cisco uBR10012 router) Preprovisions a slot for the Cisco Wideband SPA Interface
Processor (SIP).

24cheltl-1 Preprovisions a line card slot for a 24-Port Channelized E1/T1 line card.

4chstm-1 Preprovisions a line card slot for a 4-Port Channelized OC-3/STM-1 line card.

4cht3-hh-1 Preprovisions a line card slot for a 4-port Channelized Half-Height line card.

4jacket-1 (Cisco uBR10012 router) Preprovisions a slot for the Cisco SIP-600.

4jacket-1 Preprovisions a line card slot in the Cisco 10000 series router to accept a Cisco 10000
SIP-600.

4oc3atm-1 Preprovisions a line card slot for a 4-Port OC-3/STM-1 ATM line card with
intermediate-reach optics.

4oc3atm_Ir-1 Preprovisions a line card slot for a 4-Port OC-3/STM-1 ATM line card with long-reach
optics.

6¢cht3-1 Preprovisions a line card slot for a 6-Port Channelized T3 line card.

60c3pos-1 Preprovisions a line card slot for a 6-Port OC-3/STM-1 Packet over SONET line card.

8e3ds3-1 Preprovisions a line card slot for an 8-Port Unchannelized E3/T3 line card.

8e3ds3atm-1 Preprovisions a line card slot for an 8-Port E3/DS3 ATM line card.

8fastethernet-1 Preprovisions a line card slot for an 8-Port Fast Ethernet Half-Height line card.

mode {eljt1}

Indicates the mode of operation of the 24-Port Channelized E1/T1 line card.

spa-type

SPA type to preprovision a SPA interface.

Command Default

Command Modes

An empty card slot is not preprovisioned and cannot be configured or displayed.

The default mode of operation for the 24-Port Channelized E1/T1 line card is E1.

Global configuration (config)

Command History

Release Modification

12.0(17)ST | This command was introduced on the Cisco 10000 series routers.

12.0(21)SX | This command was integrated into Cisco IOS Release 12.0(21)SX.

12.0(22)S This command was integrated into Cisco IOS Release 12.0(22)S.
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Release Modification
12.2(1)XF1 | This command was introduced on the Cisco uBR10012 Universal Broadband Router for the
following line cards:
* Cisco uBR-LCP-MC28C cable interface line card
* Cisco uBR-LCP-MC28C-BNC cable interface line card
* Cisco uBR10-1GE Gigabit Ethernet (GigE) uplink line card
* Cisco uBR10-10C12/P-SMI OC-12 POS uplink line card
12.2(4)XF1 | Support was added for the Cisco uBR-LCP-MC16C and Cisco uBR-LCP-MCI16E cable
interface line cards.
12.2(4)BC1 | Support was added for the Cisco uBR10-SRP-OC12SML DPT WAN uplink line card.
12.2(8)BC1 | Support was added for the Cisco LCP2 line card processor, and all of its combinations with
the supported cable interface line cards.
12.2(11)BC3 | Support was added for the Cisco uBR10012 OC-48 DPT/POS Interface Module uplink line
card and Cisco uBR-MC5X20S cable interface line card.
12.2(15)BX | This command was integrated into Cisco I0OS Release 12.2(15)BX.
12.2(15)CX1 | Support was added for the Cisco uBR-MC16U/X and Cisco uBR-MC28U/X cable interface
line cards.
12.2(15)BC2 | Support was added for the Cisco uBR-MC16U/X, Cisco uBR-MC28U/X, and Cisco
uBR-MC5X20U cable interface line cards.
12.2(28)SB | This command was integrated into Cisco IOS Release 12.2(28)SB. This command was
modified to support the 4-port Channelized Half-Height line card and the 4-Port OC-3/STM-1
ATM line card with long-reach optics by adding the 4cht3-hh-1 and the 4oc3atm_Ir-1
keywords.
12.3(7)XI1 | This command was integrated into Cisco IOS Release 12.3(7)XI1.
12.3(21)BC | Support was added for the Cisco Wideband SIP and Wideband SPA.
12.2(33)SCA | This command was integrated into Cisco IOS Release 12.2(33)SCA. Support for the Cisco
uBR7225VXR router was added.
12.2(33)SB | This command was enhanced to provide the 4jacket-1 keyword and the spa-type option, which
enable you to preprovision a line card slot to accept a Cisco 10000 SIP-600 and a SPA
interface, respectively. This enhancement was implemented on the Cisco 10000 series router
for the PRE3 and PRE4.
12.2(33)SCB | This command was integrated into Cisco IOS Release 12.2(33)SCB. Support for the Cisco

SIP-600 was added. This command was modified to change the addressing format for:

* SIPs--From slot/subsl ottosl ot
* SPAs--From slot/subsl ot/baytos ot/bay
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Release Modification

12.2(33)SCC | This command was modified to support the Cisco UBR-MC20X20V cable interface line card.

12.2(33)SCE | This command was modified to support the Cisco uBR-MC3GX60V cable interface line card.

12.2(33)SCH | This command was modified to support the Cisco 3 Gbps Wideband SPA card.

This command is supported on the Cisco uBR10012 universal broadband router and the Cisco 10000 series
routers.

Use this command to preprovision a slot in the router to accept a particular line card, so that you can configure
the interface without the card being physically present in the chassis. This command allows system
administrators to plan for future configurations, without having to wait for the physical hardware to arrive.
When the line card does arrive, the installer can bring the card online by inserting the card into the chassis
and connecting the necessary cables, without having to do any further configuration using the command-line
interface.

The type of card must be appropriate for the slot being specified. The list of supported card types depends on
the Cisco IOS software release in use and your platform. For the latest information about supported hardware
for your platform, see the release notes that correspond to your Cisco IOS software release and platform.

The table below lists the types of cards that are supported as card-types for the card command.

Table 3: Card Types Supported by the card Command

Card Type Description

Ichocl2-1 (Cisco 10000 series router) Preprovisions a line card slot for a 1-Port
Channelized OC-12/STM-4 line card.

1gigethernet-1 (Cisco 10000 series and Cisco uBR10012 routers) Preprovisions a slot for a
Cisco uBR10-1GE Gigabit Ethernet (GigE) uplink line card.

lgigethernet-hh-1 (Cisco 10000 series router and Cisco uBR10012 routers) Preprovisions a
line card slot for a 1-Port Gigabit Ethernet Half-Height line card.

locl2atm-1 (Cisco 10000 series router) Preprovisions a line card slot for a 1-Port OC-12
ATM line card.

locl2pos-1 (Cisco 10000 series and Cisco uBR10012 routers) Preprovisions a slot for a

Cisco uBR10-10C12/P-SMI OC-12 POS uplink line card.

loc48dpt-pos-1 (Cisco 10000 series and Cisco uBR10012 routers) Preprovisions a slot for a
Cisco uBR10012 OC-48 DPT/POS Interface Module uplink line card.

2cable-tceplus (Cisco uBR 10012 router) Preprovisions a slot for a Timing, Control, and
Communications Plus (TCC+) utility card.

Note This option is informational only, because slots 1/1 and 2/1 can be
used only for the TCC+ card.

24cheltl-1 (Cisco 10000 series router) Preprovisions a line card slot for a 24-Port
Channelized E1/T1 line card.
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Card Type

Description

20c12srp-sm-Ir

(Cisco uBR10012 router) Preprovisions a slot for a Cisco
uBR10-SRP-OC12SML DPT WAN uplink line card.

24rfchannel-spa-1

(Cisco uBR10012 router) Preprovisions a bay in the Cisco Wideband SIP
for the Cisco 1-Gbps Wideband Shared Port Adapter (SPA).

4chstm-1 (Cisco 10000 series router) Preprovisions a line card slot for a 4-Port
Channelized OC-3/STM-1 line card.

4cht3-hh-1 (Cisco 10000 series router) Preprovisions a line card slot for a 4-port
Channelized Half-Height line card.

4oc3atm-1 (Cisco 10000 series router) Preprovisions a line card slot for a 4-Port
OC-3/STM-1 ATM line card with intermediate-reach optics.

4oc3atm_Ir-1 (Cisco 10000 series router) Preprovisions a line card slot for a 4-Port

OC-3/STM-1 ATM line card with long-reach optics.

5cable-mc520h-d

(Cisco uBR 10012 router) Preprovisions a slot for a Cisco
uBR10-MC5X20H-D cable interface line card.

5cable-mc520s

(CiscouBR10012 router) Preprovisions a slot for a Cisco uBR10-MC5X20S
cable interface line card.

5cable-mc520s-d

(Cisco uBR 10012 router) Preprovisions a slot for a Cisco
uBR10-MC5X20S-D cable interface line card.

5cable-mc520u-d

(Cisco uBR10012 router) Preprovisions a slot for a Cisco
uBR10-MC5X20U-D cable interface line card.

5cable-mc520u-f

(Cisco uBR10012 router) Preprovisions a slot for a Cisco
uBR10-MC5X20U-F cable interface line card.

6cht3-1 (Cisco 10000 series router) Preprovisions a line card slot for a 6-Port
Channelized T3 line card.

60c3pos-1 (Cisco 10000 series router) Preprovisions a line card slot for a 6-Port
OC-3/STM-1 Packet over SONET line card.

8e3ds3-1 (Cisco 10000 series router) Preprovisions a line card slot for an 8-Port
Unchannelized E3/T3 line card.

8e3ds3atm-1 (Cisco 10000 series router) Preprovisions a line card slot for an 8-Port E3/DS3

ATM line card.

8fastethernet-1 mode {el |

t1}

(Cisco 10000 series router) Preprovisions a line card slot for an 8-Port Fast
Ethernet Half-Height line card and optionally specifies its mode of operation.
El is the default.

ubr 10k-clc-3g60

(CiscouBR10012 router) Preprovisions a slot for a Cisco uBR-MC3GX60V
cable interface line card.
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Card Type Description

ubr 10k-clc-mc2020v (Cisco uBR10012 router) Preprovisions a slot for a Cisco UBR-MC20X20V
cable interface line card.

ubr 10k-clc-5x20s (Cisco uBR10012 router) Preprovisions a slot for a Cisco uBR10-MC5X20S
cable interface line card.

SPA-DOCSIS-HD-V1 (Cisco uBR10012 router) Preprovisions a bay in the Cisco SIP-600 for the

{1x10GE | 3x1GE} Cisco 3 Gbps Wideband SPA card.

The license supported depends on the card being specified. The list of supported license types depends on the
Cisco I0S software release in use and your platform. For the latest information about supported hardware for
your platform, see the release notes that correspond to your Cisco I0S software release and platform.

The table below lists the license supported by a card.

Table 4: License Supported by a card

Card Type License Supported | Description
Cisco 0X20 Zero downstream and 20 upstream
UBR-MC20X20V
10X20 10 downstream and 20 upstream
15X20 15 downstream and 20 upstream
20X20 20 downstream and 20 upstream
5X20 5 downstream and 20 upstream
invalid Invalid license
Cisco 0to 72 Downstream license count
uBR-MC3GX60V
none No license
Cisco 3 Gbps none No license
Wideband SPA
0to71 Downstream license count
72 Downstream license count

Cisco uBR10012 Universal Broadband Router Usage Guideines

On the Cisco uBR10012 router, you can use the card command to preprovision a router slot for a line card
or to preprovision one or more slots for a SPA interface processor (SIP), such as the Cisco Wideband SIP.
You can also use the car d command to preprovision a SIP bay or subslot for a SPA, such as the Cisco Wideband

SPA or Cisco 3 Gbps Wideband SPA.

The Cisco uBR10012 universal broadband router has the following card slot requirements:

)

Note Slot 0/0 is an invalid value for this command.
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* Slots 1/1 and 2/1 are reserved for TCC+ utility cards. A utility card and a SPA can co-exist on a Cisco
uBR 10012 router with an index of 1/1.

* Slots 1/0 through 4/0 are reserved for network uplink line cards.

* Slots 1 and 3 can be used for SIPs. Each SIP occupies two physical slots in a Cisco uBR10012 router
(slot pair 1/2 or slot pair 3/4). Slot 1 is recommended for the Cisco Wideband SIP.

» Slot 5/0 through 8/1 are reserved for cable interface line cards.

2

Tip A preprovisioned card is displayed the same way as a card physically present in the chassis. Some show
commands might also list the preprovisioned card in their displays. In addition, using the card command does
not change the output of the ENTITY-MIB, which displays physically and logical components installed in
the router.

When a line card is inserted in the Cisco uBR10012 chassis, the router performs the following actions,
depending on whether the card slot is preprovisioned for the card:

« If the inserted line card matches the type of line card preprovisioned for the slot, the system applies the
preprovisioned configuration to the line card.

» If the line card slot was not preprovisioned, the system applies a basic configuration to the line card and
adds that configuration to the running configuration file.

» If the line card slot was preprovisioned for one type of line card, but another type of line card has been
inserted, the system replaces the preprovisioned configuration (in the running configuration file) with a
basic configuration for the line card that was actually inserted. The startup configuration file is not
changed.

Tip  Use the showrunning-configlincludecar dcommand to display which slots, if any, are preprovisioned for a
particular card type.

The nover sionofthecommand removes the preprovisioning information from the given card slot. This also
removes all configuration information for that card slot, as well as any information in the SNMP MIB database
about the card and its card slot.

Cisco 10000 Series Router Usage Guidelines

You must specify a line card slot and subslot, and the line card for which you want to preprovision the line
card slot.

If you insert a line card into a line card slot that has been preprovisioned for a different line card, the line card
will fail.

You can specify a mode of operation for the 24-Port Channelized E1/T1 line card. If you do not, the line card
operates in the E1 mode.

In Cisco IOS releases earlier than 12.0(28)S, 12.2(16)BX, and 12.3(7)XI1, you used only the card command
to change the provisioning of a line card slot. It was not necessary to remove the old line card before using
the card command to change the line card provisioning.
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In Cisco 10S releases after 12.0(28)S, 12.2(16)BX, and 12.3(7)X11, you must deactivate the installed line
card using the hw-module and no card commands before using the card command to provision the line card
slot for a different line card. This is a general best practice when using the card command.

Cisco uBR10012 Universal Broadband Router Examples

The following example shows a list of supported card types, and then shows that slot 8/0 is being
preprovisioned for a Cisco uBR10-MC5X20S cable interface line card. The cable interface for slot
8/0/0 can then be configured.

Router# config t
Router (config) # card 8/0 ?

S5cable-mc520h-d create a uBR10000 line card with MC520H-D
S5cable-mc520s create a uBR10000 line card with MC520S
S5cable-mc520s-d create a uBR10000 line card with MC520S-D
S5cable-mc520u-d create a uBR10000 line card with MC520U-D
S5cable-mc520u-£ create a uBR10000 line card with MC520U
ubrl0k-clc-3g60 create a uBR10000 line card with MC3Gx60
ubrl0k-clc-5x20s create a uBR10000 line card with MC520S
ubrl0k-clc-mc2020v create a uBR10000 line card with MC20x20

Router (config) # card 8/0
ubrl0k-clc-5x20s
Router (config) # int <8/0/0

Router (config-if) #

The following example shows how to preprovision a Cisco Wideband SIP:
Router# configure terminal

Router (config) # card 1 2jacket-1

The following example shows how to preprovision a Cisco Wideband SPA on a Cisco Wideband
SIP:

Router# configure terminal
Router (config) # card 1/0 24rfchannel-spa-1

The following example shows how to preprovision a Cisco SIP-600:

Router# configure terminal

Router (config) # card 3 4jacket-1

The following example shows how to preprovision a Cisco Wideband SPA on a Cisco SIP-600:
Router# configure terminal

Router (config) # card 3/0 24rfchannel-spa-1

The following example shows how to preprovision a Cisco 3 Gbps Wideband SPA on a Cisco
SIP-600:

Router# configure terminal
Router (config) # card 1/0 SPA-DOCSIS-HD-V1 1x10GE license 1
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Cisco 10000 Series Router Examples

The following example preprovisions line card slot 2 to accept a 24-Port Channelized E1/T1 line
card operating in E1 mode:

Router (config) # card 2/
0 24cheltl-1
mode el

The following example shows how to change the provisioning for line card slot 5 from the 1-Port
Gigabit Ethernet Half-Height line card to the 4-Port OC-3/STM-1 ATM line card.

Router (config) # hw-module subslot 5/0 shut

Aug 22 21:52:19.619 UTC: %$IPCOIR-3-TIMEOUT: Timeout waiting for a response from slot 5/0.

Aug 22 21:52:19.619 UTC: $IPCOIR-2-CARD UP DOWN: Card in slot 5/0 is down. Notifying
lgigethernet-hh-1 driver.

Aug 22 21:52:21.627 UTC: %LINK-3-UPDOWN: Interface GigabitEthernet5/0/0, changed state to

down

Aug 22 21:52:22.627 UTC: $LINEPROTO-5-UPDOWN: Line protocol on Interface GigabitEthernet5/0/0,
changed state to down

Router (config) # no card 5/0 lgigethernet-hh-1

Aug 22 21:53:20.008 UTC: %ClO0K-3-DEACTIVATED: card in slot [5/0] disabled.

Router (config) # card 5/0 4oc3atm-1

[ Remove the 1-Port Gigabit Ethernet Half-Height line card and

insert the 4-Port OC-3/STM-1 ATM line card ]

Related Commands | Command Description

show interface |Displays the current configuration and status for a specified interface type.
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card type (T1-E1)

To configure a T1 or E1 card type, use the cardtype command in global configuration mode. To deselect the
card type on non-SPA platforms, use the no form of this command. The no form of this command is not
available on the SPA platforms.

card type {tl1|el} dlot [bay]
no card type {tl|el} dot [bay]

Channelized TVE1 Shared Port Adapters
card type {t1]el} dlot subslot

Syntax Description

t1 Specifies T1 connectivity of 1.544 Mbps through the telephone switching network, using AMI or
B8ZS coding.

el Specifies a wide-area digital transmission scheme used predominantly in Europe that carries data
at a rate of 2.048 Mbps.

slot Chassis slot number.
Refer to the appropriate hardware manual for slot information. For SIPs, refer to the
platform-specific SPA hardware installation guide or the corresponding "Identifying Slots and
Subslots for SIPs and SPAs" topic in the platform-specific SPA software configuration guide.

bay (Optional) Card interface bay number in a slot (route switch processor [RSP] platform only). This
option is not available on other platforms.

subslot | (Channelized T/E1 Shared Port Adapters Only) Secondary slot number on a SPA interface processor

(SIP) where a SPA is installed.

Refer to the platform-specific SPA hardware installation guide and the corresponding "Specifying
the Interface Address on a SPA" topic in the platform-specific SPA software configuration guide
for subslot information.

Command Default

Command Modes

No default behavior or values

Global configuration (config)

Command History

Release

Modification

12.0(5)XE | This command was introduced.

12.0(7)T This command was integrated into Cisco IOS Release 12.0(7)T.

12.3(1) This command was integrated into Cisco IOS Release 12.3(1) and support was added for
Cisco 2610XM, Cisco 2611 XM, Cisco 2620XM, Cisco 2621XM, Cisco 2650XM, Cisco
2651XM, Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725, and Cisco 3745 platforms.

12.28 This command was integrated into Cisco IOS Release 12.28.
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Usage Guidelines

Examples
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Release Modification

12.2(18)SXE | This command was integrated into Cisco IOS Release 12.2(18)SXE to support SPAs on the
Cisco 7600 series routers and Catalyst 6500 series switches.

12.031)S This command was integrated into Cisco IOS Release 12.0(31)S to support SPAs on Cisco
12000 series routers.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

XE 3.18SP | This command was integrated into Cisco NCS 4200 Series.

Changes made using this command on non-SPA platforms, do not take effect unless the reload command is
used or the router is rebooted.

Channelized TV/E1L Shared Port Adapters

There is no card type when the SPA is inserted for first time. The user must configure this command before
they can configure individual ports.

The no form of this command is not available on the SPA platforms. To change an existing card type on SPA
platforms, perform the following steps:

1. Remove the SPA from its subslot.
2. Save the configuration.

3. Reboot the router.

4. Insert the new SPA into the subslot.
5

Configure the new card using this command.

The following example configures T1 data transmission on slot 1 of the router:

Router (config) # card type tl 1

The following example configures all ports of an 8-Port Channelized T1/E1 SPA, seated in slot 5,
subslot 2, in T1 mode:

Router (config) # card type tl 5 2

Related Commands

Command Description

controller Configures a T1 or E1 controller and enters controller configuration mode.
reload Reloads the operating system.

show controller Displays the controller state that is specific to controller hardware

show interface serial | Displays the serial interface type and other information.
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card type (T3-E3)

To configure a T3 or E3 card type, use the cardtype command in global configuration mode. To deselect the
card type, use the no form of this comand. The no form of this command is not supported on the 2-Port and
4-Port Clear Channel T3/E3 SPA on Cisco 12000 series routers.

T3or E3 Controllers
card type {t3|e3} dot
no card type {t3|e3} dot

Clear Channel T3/E3 Shared Port Adapters
card type {t3]|e3} dlot subslot
no card type {t3|e3} slot subslot

Clear Channel T3/E3 Shared Port Adapterson Cisco 12000 Series Routers
card type {t3]|e3} dot subslot

Syntax Description  |t3 Specifies T3 connectivity of 44210 kbps through the network, using B8ZS coding.
e3 Specifies a wide-area digital transmission scheme used predominantly in Europe that carries data
at a rate of 34010 kbps.
dot Slot number of the interface.

subslot | (Clear Channel T3/E3 Shared Port Adapters Only) Secondary slot number on a SIP where a SPA
is installed.

Refer to the platform-specific SPA hardware installation guide and the corresponding "Specifying
the Interface Address on a SPA" topic in the platform-specific SPA software configuration guide
for subslot information.

Command Default No default behavior or values.

Command Modes
Global configuration (config)

Command History Release Modification

12.1()T This command was introduced.

12.2(11)YT | This command was integrated into Cisco IOS Release 12.2(11)YT and implemented on the
following platforms: Cisco 2650XM, Cisco 2651XM, Cisco 2691, Cisco 3660 series, Cisco
3725, and Cisco 3745 routers.

12.2(15)T This command was integrated into Cisco IOS Release 12.2(15)T.

12.3(1) This command was integrated into Cisco IOS Release 12.3(1) and support was added for
Cisco 2610XM, Cisco 2611XM, Cisco 2620XM, Cisco 2621XM, Cisco 2650XM, Cisco
2651XM, Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725, and Cisco 3745 platforms.

12.28 This command was integrated into Cisco IOS Release 12.28S.
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Release Modification

12.2(25)S3 | This command was integrated into Cisco IOS Release 12.2(25)S3 to support SPAs on the
Cisco 7304 routers.

12.2(18)SXE | This command was integrated into Cisco IOS Release 12.2(18)SXE to support SPAs on the
Cisco 7600 series routers and Catalyst 6500 series switches.

12.031)S This command was integrated into Cisco IOS Release 12.0(31)S to support SPAs on the Cisco
12000 series routers.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

Usage Guidelines

Examples

Usage guidelines vary slightly from platform to platform as follows:
T3or E3 Controllers

Once a card type is issued, you enter the nocar dtype command and then another cardtype command to
configure a new card type. You must save the configuration to the NVRAM and reboot the router in order
for the new configuration to take effect.

When the router comes up, the software comes up with the new card type. Note that the software will reject
the configuration associated with the old controller and old interface. You must configure the new controller
and serial interface and save it.

Clear Channel T3/E3 Shared Port Adapters

To change all the SPA ports from T3 to E3, or vice versa, you enter the nocar dtype command and then another
cardtype command to configure a new card type.

When the router comes up, the software comes up with the new card type. Note that the software will reject
the configuration associated with the old controller and old interface. You must configure the new controller
and serial interface and save it.

Clear Channel T3/E3 Shared Port Adapterson Cisco 12000 Series Routers

The no form of this command is not available on the 2-Port and 4-Port Clear Channel T3/E3 SPA on Cisco
12000 series routers. To change an existing card type on Cisco 12000 series routers, perform the following
steps:

1. Remove the SPA from its subslot.
2. Save the configuration.

3. Reboot the router.

4. Insert the new SPA into the subslot.
5

Configure the new card using this command.

The following example shows T3 data transmission configured in slot 1:

Router (config) # card type t3 1

The following example configures all ports of 2-Port and 4-Port Clear Channel T3/E3 SPA, seated
in slot 5, subslot 2, in T3 mode:
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Router (config) # card type t3 5 2

Related Commands | Command Description
controller Configures a T3 or E3 controller and enters controller configuration mode.
reload Reloads the operating system.
show interface serial | Displays the serial interface type and other information.
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card-protection

Use this command to configure card protection that protects traffic when the interface module is out of service,
there is any software failure, or any hardware issues.

Card Protection Creation Commands:

card-protection CPGN

card-protection {primary | backup}

card-protection revertive time

Card Protection Maintenance Commands:

card-protection CPGN [manual {primary | backup} | force {primary | backup} | lockout ]

Use no card-protection CPGN [manual {primary | backup} | force {primary | backup} | lockout] command
to remove the configuration.

Syntax Description  Syntax Description:

CPGN The card protection number 1 to 16 refers to the Card
Protection Group Number (CPGN).

primary Configures the primary card in card protection.

backup Configures the backup card in card protection.

revertive time (Optional) Configures card protection in revertive mode.

The value ranges from 30 seconds to 720 seconds.

manual Configures manual switch on primary or backup card
in card protection.

Traffic switches to selected card if there is no fault
condition on that card.

force Configures force switch on primary or backup card
in card protection.

Traffic switches to selected card, even if there is a
fault on the card.

lockout Configures lockout on backup card in card protection.

Prevents card protection switching and forces traffic
to remain on the primary card.

Command Default None

Command Modes Global configuration
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Command History

Usage Guidelines

Examples

Release Modification
XE Everest This command was integarted into the Cisco NCS 4200 Series and Cisco ASR 900 Series.
16.7.1

For the manual option, traffic switches to selected card if there is no fault condition on that card. It has lower
priority than alarm and card failure. For the for ce option, traffic switches to selected card if there is fault
condition. It has higher priority than manual, alarms and card failure. For the lockout option, it prevents card
protection switching and forces traffic to remain on the primary card. The revertivetime option has the lowest
priority.

enable

configure terminal
card-protection [1-16]
primary slot 0 bay 0
backup slot 0 bay 5

end
card-protection 4
card-protection [manual {backup|primary} | force {backup|primary} | lockout]
end
Related Commands | Command Description

show card-protection CPGN detail | Verifies the card protection configuration.
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carrier-delay

To modify the default carrier delay time on a main physical interface, use the carrier-delay command in
interface configuration or template configuration mode. To return to the default carrier delay time, use the no
form of this command.

Conventional Carrier Delay
carrier-delay {seconds| msec milliseconds}
no carrier-delay

Asymmetric Carrier Delay for SIP-200- and Sl P-400-Based WAN Cards on Cisco ASR 1000 Series
Aggregation Services Routers

carrier-delay [up|down] {seconds|msec milliseconds}

no carrier-delay [up | down]

Syntax Description seconds For Conventional Carrier Delay:
* Specifies the carrier transition delay, in seconds. The range is from 0 to 60. The
default is 2.
For Asymmetric Carrier Delay:

* In SIP-200- and SIP-400-based WAN cards, seconds indicate the unit use for
configuration.

msec milliseconds | For Conventional Carrier Delay:
* Specifies the carrier transition delay, in milliseconds. The range is from 0 to
1000.
For Asymmetric Carrier Delay:

* In SIP-200- and SIP-400-based WAN cards, msec milliseconds indicate the
unit use for configuration.

up (Optional) Indicates that the carrier-delay configuration is for up link.
down (Optional) Indicates that the carrier-delay configuration is for down link
Command Default The default carrier delay (conventional) is 2 seconds.

Template configuration (config-template)

Command Modes Interface configuration (config-if)
Command History Release Modification
10.1 This command was introduced.
12.2(33)SRA This command was integrated into Cisco IOS Release 12.2(33)SRA.
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Release Modification

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in
a specific 12.2SX release of this train depends on your feature set, platform,
and platform hardware.

12.2(33)SRD This command was modified. The up and down keywords were added.
12.2(33)SXI This command was modified. Support for the up and down keywords was
added.

Cisco I0S XE Release 2.3 | This command was modified. Support for Cisco ASR 1000 Series Aggregation
Services Routers was added.

15.2(2)E This command was integrated into Cisco IOS Release 15.2(2)E. This command
is supported in template configuration mode.

Cisco IOS XE Release 3.6E | This command was integrated into Cisco IOS XE Release 3.6E. This command
is supported in template configuration mode.

Cisco IOS XE Fuji 16.8.x | The up and down keywords were added to the no form of the command

Usage Guidelines

The default carrier transition delay is 10 milliseconds on all Ethernet interfaces. This enables the carrier-delay
time to ensure fast link detection.

Conventional Carrier Delay

If alink goes down and comes back before the carrier delay timer expires, the down state is effectively filtered,
and the rest of the software on the router is not aware that a link-down event has occurred. Therefore, a large
carrier delay timer results in fewer link-up/link-down events being detected. However, setting the carrier delay
time to 0 means that every link-up/link-down event is detected.

In most environments a lower carrier delay is better than a higher one. The exact value that you choose depends
on the nature of the link outages that you expect in your network and how long you expect those outages to
last.

If data links in your network are subject to short outages, especially if those outages last less than the time
required for your IP routing to converge, you should set a relatively long carrier delay value to prevent these
short outages from causing disruptions in your routing tables. If outages in your network tend to be longer,
you might want to set a shorter carrier delay so that the outages are detected sooner and the IP route convergence
begins and ends sooner.

The following restrictions apply to carrier delay configuration:

* The Fast Link and Carrier Delay features are mutually exclusive. If you configure one feature on an
interface, the other is disabled automatically.

* Administrative shutdown of an interface will follow carrier delay configuration.

Asymmetric Carrier Delay

Cisco IOS releases that support the up and down keywords allow asymmetric carrier delay (ACD) configuration.
ACD allows you to configure separate delay times for link-up and link-down event notification on physical
interfaces that support ACD, such as the SIP-200- and SIP-400-based interfaces. With ACD, link-up and
link-down events can be notified with different delay times.
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Examples

carrier-delay .

The following restrictions apply to ACD configurations:

* You cannot configure ACD on an interface if conventional carrier delay (the carrier-delay command
without an up or down keyword) is configured on the interface.

* Link-down and link-up carrier delay times are configured in milliseconds, using the msec keyword, or
in seconds.

Asymmetric carrier delay is supported by the following Ethernet Shared Port Adapters (SPA)s on Cisco ASR
1000 Series Aggregation Services Routers:

* SPA-1X10GE-L-V2
* SPA-2X1GE-V2

* SPA-4X1FE-TX-V2
* SPA-5X1GE-V2

* SPA-8X1GE-V2

* SPA-8X1FE-TX-V2
* SPA-10X1GE-V2

The following example shows how to change the carrier delay to 5 seconds:

Router (config)# interface serial2/3/0

Router (config-if)# carrier-delay 5

The following example shows how to change the carrier delay to 5 seconds for an interface template:
Device# configure terminal

Device (config) # template user-templatel

Device (config-template) # carrier-delay 5
Device (config-template)# end

Asymmetric Carrier Delay

The following example shows how to configure a carrier delay of 8 seconds for link-up transitions
and 50 milliseconds for link-down transitions:

Router (config) # interface GigabitEthernet2/0/0
Router (config-if) # carrier-delay up 8
Router (config-if) # carrier-delay down msec 50

The following example shows the output of the show interfaces command after the carrier-delay
command is configured on the Gigabit Ethernet interface:

Router# show interfaces GigabitEthernet 0/1/0
GigabitEthernet0/1/0 is up, line protocol is up

Hardware is SPA-8X1GE-V2, address is 001a.3046.9410 (bia 001a.3046.9410)
MTU 1500 bytes, BW 1000000 Kbit/sec, DLY 10 usec,
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reliability 255/255, txload %55, rxload %55
Encapsulation ARPA, loopback not set
Keepalive not supported
Full Duplex, 1000Mbps, link type is auto, media type is 1000BaseBX10U
output flow-control is on, input flow-control is on
Asymmetric Carrier-Delay Up Timer is 4 sec
Asymmetric Carrier-Delay Down Timer is 500 msec
ARP type: ARPA, ARP Timeout 04:00:00
Last input never, output never, output hang never
Last clearing of "show interface" counters never
Input queue: 0/375/0/0 (size/max/drops/flushes); Total output drops: 0
Queueing strategy: fifo
Output queue: 0/40 (size/max)
5 minute input rate 0 bits/sec, 0 packets/sec
5 minute output rate 0 bits/sec, 0 packets/sec
0 packets input, 0 bytes, 0 no buffer
Received 0 broadcasts (0 IP multicasts)
0 runts, 0 giants, 0 throttles
0 input errors, 0 CRC, 0O frame, 0O overrun, 0 ignored
0 watchdog, 0 multicast, 0 pause input
0 packets output, 0 bytes, 0 underruns
0 output errors, 0 collisions, 1 interface resets
0 unknown protocol drops
0 babbles, 0 late collision, 0 deferred
0 lost carrier, 0 no carrier, 0 pause output
0 output buffer failures, 0 output buffers swapped out
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cem

To enter circuit emulation (CEM) configuration mode, use the cem command in global configuration mode.

cem slot/port/channel

Syntax Description slot Slot number in which the Circuit Emulation over IP (CEolIP) network module (NM) is installed
on the networking device.

/' port Port number on the CEoIP NM. The slash mark is required between the Slot argument and the
port argument.

/ channel | Channel number that identifies the channel that you want to configure (T1/E1 only). The channel
number on a serial port is always 0. The slash mark is required between the port argument and
the channel argument.

Command Default CEM configuration mode is not available.
Command Modes Global configuration
Command History Release Modification
12.3(7)T This command was introduced.
XE 3.18SP This command was integrated on Cisco NCS 4200 Series.
XE Everest This command was integrated on Cisco NCS 4200 Series and Cisco ASR 900 Series
16.5.1 Routers.
Usage Guidelines Use this command to enter CEM configuration mode to allow the configuration of all CEM options.
Examples The following example shows how to enter CEM configuration mode:

Router (config)# cem 1/2/0
Router (config-cem) #

Related Commands | Command |Description

clear cem |Clears CEM statistics.

show cem | Displays CEM statistics.
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To create a circuit emulation (CEM) channel from one or more time slots of a T1 or E1 line of an
NM-CEM-4TE1 network module, use the cem-group command in controller configuration mode. To remove
a CEM group and release the associated time slots, use the no form of this command.

cem-group group-number {unframed | timeslots time-slot-range [speed kbps]}
no cem-group group-number

cem-group group-number framed

cem-group cem-group-number cep

group-number

Channel number to be used for this group of time slots.
* For T1 ports, the range is from 0 to 23.
* For E1 ports, the range is from 0 to 30.

* For 4xC37.94 interface, only 0 group-number is supported.

unframed

Specifies that a single CEM channel is being created including all time slots and the framing
structure of the line.

framed

Specifies that a single CEM channel is being created including all the timeslots and framing
configured.

timeslots

Specifies that a list of time slots is to be used as specified by the time-dlot-range argument.

time-dot-range

List of the time slots to be included in the CEM channel. The list may include commas
and hyphens with no spaces between the numbers.

The range of time slots supported for 4xC37.94 interface is from 1 to 12.

speed

(Optional) Specifies the speed of the channels by specifying the number of kbps of each
time slot to be used. This keyword applies only to T1 channels.

kbps

(Optional) Speed of the channel, in kbps. Must be one of the following:

* 56 --Specifies a speed of 56 kbps where only the seven most significant bits (MSBs)
of each eight-bit time slot are used.

* 64 --Specifies a speed of 64 kbps where all eight bits of each eight-bit time slot are
used.

cep

Configures Circuit Emulation Service over Packet (CEP) mode.

Command Default No CEM groups are defined.

Command Modes Controller configuration
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Command History

Usage Guidelines

Examples

Examples

Examples

Examples

Release Modification

12.3(7)T This command was introduced.

15.1(2)SNH This command was implemented on the Cisco ASR 901 Series Aggregation Services

Routers.
XE 3.18 SP Support for this command was introduced on NCS 4200 Series.
XE Everest This command was implemented on the Cisco ASR 920 Routers and Cisco NCS 4200
16.5.1 Series.

XE Fuji 16.8.x | The framed keyword was introduced for Cisco ASR 900 Routers and Cisco NCS 4200
Series Routrers.

Use this command to create CEM channels on the T1 or E1 network module, NM-CEM-4TE1. A maximum
of 64 channels may be created on an NM-CEM-4TEl.

The following example shows how to create circuit emulation group number 0 with a single CEM
channel including all time slots and the framing structure of the line on an NM-CEM-4TE]1.

Router (config-controller) # cem-group 0
unframed

The following example shows how to create circuit emulation channel number 6 with T1 channel
time slots one through four, nine, and ten using all eight bits of each time slot on an NM-CEM-4TE1.

Router (config-controller)# cem-group 6 timeslots 1-4,9,10
speed 64

For NCS 4200 Series routers, the following example shows the configuration of CEP:

enable

configure terminal
controller Mediatype 0/5/0
controller sonet 0/5/0
sts-1 1

mode unframed

cem-group 100 cep

end

For 4-Ports C37.94 interface module, the following example shows the configuration:

enable

configure terminal
controller c3794 0/0/0
timeslots3

end

To configure framed SAToP:
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enable
configure terminal
controller mediatype 0/5/0
mode sonet
controller sonet 0/5/0
cem-group( framed
end
Related Commands | Command Description
cem Enters circuit emulation configuration mode.

show cem circuit | Displays the CEM statistics for the configured CEM circuits.
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channel-group

To configure serial WAN on a T1 or El interface, use the channel-group command in controller configuration
mode. To clear a channel group, use the no form of this command.

Cisco 2600 Series
channel-group channel-group-number timeslots range [speed {56|64}] [aim aim-slot-number]
no channel-group channel-group-number

Cisco 2611 (Cisco Signaling Link Terminal [SLT])
channel-group channel-number
no channel-group channel-number

Cisco ASR 901 Series, Cisco 2600XM Series, Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725, and Cisco
3745

channel-group channel-group-number {timeslots range [speed {56|64}]|unframed} [aim
aim-slot-number ]

no channe-group [channel-group-number timeslots range]

Cisco AS5350 and Cisco AS5400 Series
channel-group channel-group-number
no channel-group channel-group-number

Cisco MC3810
channel-group channel-number timeslots range [speed {56]|64}]
no channel-group [channel-number timeslots range]

Syntax Description

channel-group-number | Channel-group number on the Cisco 2600 series, Cisco 2600XM, Cisco 2691, Cisco
3631, Cisco 3660, Cisco 3725, and Cisco 3745 routers. When a T1 data line is
configured, channel-group numbers can be values from 0 to 23. When an E1 data
line is configured, channel-group numbers can be values from 0 to 30.

Valid values can be 0 or 1 on the Cisco AS5350 and Cisco AS5400.

timedots range Specifies one or more time slots separated by commas, and spaces or ranges of time
slots belonging to the channel group separated by a dash. The first time slot is
numbered 1.

* For a T1 controller, the time slots range from 1 to 24.

* For an E1 controller, the time slots range from 1 to 31.

You can specify a time slot range (for example, 1-29), individual time slots separated
by commas (for example 1, 3, 5), or a combination of the two (for example 1-14, 15,
17-31). See the "Examples" section for samples of different timeslot ranges.
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speed {56|64} (Optional) Specifies the speed of the underlying DSOs in kilobits per second. Valid
values are 56 and 64.

The default line speed when configuring a T1 controller is 56 kbps on the Cisco 2600
series, Cisco 2600XM series, Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725, Cisco
3745, and Cisco MC3810.

The default line speed when configuring an E1 controller is 64 kbps on the Cisco
2600 series, Cisco 2600XM series, Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725,
Cisco 3745, and Cisco MC3810.

The line speed controls real-time (VBR-RT) traffic shaping, and the maximum burst
size (MBS) is 255 cells.

aim (Optional) Directs HDLC traffic from the T1/E1 interface to the

aim-slot-number AIM-ATM-VOICE-30 digital signaling processor (DSP) card on the Cisco 2600
series, Cisco 2600XM series, Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725, and
Cisco 3745.

channel-number Number of the channel. Valid values can be 0 or 1 on the Cisco SLT (Cisco 2611).

unframed Specifies the use of all 32 time slots for data. None of the 32 time slots is used for

framing signals on the Cisco ASR 901 Series, Cisco 2600XM series, Cisco 2691,
Cisco 3631, Cisco 3660, Cisco 3725, and Cisco 3745. This keyword is applicable to
El only.

Command Default

Command Modes

The T1/E1 line is connected to the Motorola MPC-860x processor serial communication controller (SCC) or
network module with two voice or WAN interface card (VIC or WIC) slots and 0/1/2 FastEthernet ports
DSCC4 by default on Cisco 2600 series, Cisco 2600XM, Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725,
and Cisco 3745 routers.

There is no default behavior or values on the Cisco SLT (Cisco 2611).

The serial interface object encapsulation is set to HDLC on a network access server (NAS) (Cisco AS5350
and Cisco AS5400 series routers).

The default line speed is 56 kbps when a T1 controller is configured on the Cisco 2600 series, Cisco 2600XM
series, Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725, Cisco 3745, and the Cisco MC3810.

The default line speed is 64 kbps when an E1 controller is configured on the Cisco 2600 series, Cisco 2600XM
series, Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725, Cisco 3745, and the Cisco MC3810.

Controller configuration (config-controller)

Command History

Release Modification

11.3MA This command was introduced on the Cisco MC3810.

12.0 This command was integrated into Cisco IOS Release 12.0 on the Cisco MC3810.

12.0(7)XE | This command was implemented on the Catalyst 6000 family switches.

12.1(1)E | This command was integrated into Cisco IOS Release 12.1(1)E.
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Release Modification

12.1(1)T | This command was modified to accommodate two channel groups on a port on 1- and 2-port
T1/E1 multiflex voice or WAN interface cards on the Cisco 2600 and Cisco 3600 series routers.

12.1(3a)E3 | The number of valid values for the kbpsargument was changed on the Cisco MC3810; see the
"Usage Guidelines" section for valid values.

12.2(11)T | This command was implemented on the Cisco AS5350 and Cisco AS5400.

12.2(15)T | The aim keyword was added for use on the Cisco 2600 series (including the Cisco 2691), Cisco
2600XM, Cisco 3660, Cisco 3725, and Cisco 3745.

12.3(1) The unframed keyword was added for use on the Cisco 2600XM series, Cisco 2691, Cisco
3631, Cisco 3660, Cisco 3725, and Cisco 3745.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific 12.2SX
release of this train depends on your feature set, platform, and platform hardware.

15.4(3)S | This command was implemented on the Cisco ASR 901 Series Aggregation Services Router.

Usage Guidelines

Use this command to direct HDLC traffic from the T1/E1 interface to the AIM-ATM-VOICE-30 DSP card.

A channel group is created using Advanced Integration Module (AIM) HDLC resources when a channel-group
command with the aim keyword is parsed during system initialization or when the command is entered during
configuration. You must specify the aim keyword under a T1/E1 controller port to direct HDLC traffic from
the T1/E1 interface to the AIM-ATM-VOICE-30 DSP card on the Cisco 2600 series, Cisco 2600XM series,
Cisco 2691, Cisco 3631, Cisco 3660, Cisco 3725, and Cisco 3745.

\)

Note Neither the Cisco AS5400 series NAS nor the Cisco MC3810 is supported with the integrated voice and data

WAN on T1/E1 interfaces using the AIM-ATM-VOICE-30 module.

If previous channel-group commands are configured with the aim keyword, subsequent channel-group
commands without the aim keyword are rejected. Similarly, if a regular channel-group command is followed
by another channel-group command with the aim keyword implemented, the second command is rejected
on the Cisco 2600 and Cisco 2600XM.

A channel group using AIM HDLC resources is deleted only when a nochannel-group command is entered.

By default, thechannel-group command on a NAS sets the serial interface object encapsulation to HDLC.
You must override the default by entering the encapsulationss7 command for that serial interface object.
Once you override the default, encapsulation cannot be changed again for that object. The SS7 encapsulation
option is new to the Integrated Signaling Link Terminal feature and is available only for interface serial objects
created by thechannel-group command. The Integrated Signaling Link Terminal feature added SLT
functionality on Cisco AS5350 and Cisco AS5400 platforms.

A digital SS7 link can be deleted by entering the nochannel-gr oupchannel -group-number command on the
associated T1/E1 controller. The link must first be stopped using the noshutdown command. It is not necessary
to remove the channel ID association first.

Use the channel-group command in configurations where the router or access server must communicate with
a T1 or El fractional data line. The channel group number may be arbitrarily assigned and must be unique
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for the controller. The time-slot range must match the time slots assigned to the channel group. The service
provider defines the time slots that comprise a channel group.

\)

Note Channel groups, channel-associated signaling (CAS) voice groups, DS0 groups, and time-division multiplexing
(TDM) groups all use group numbers. All group numbers configured for channel groups, CAS voice groups,
and TDM groups must be unique on the local Cisco MC3810 concentrator. For example, you cannot use the
same group number for a channel group and for a TDM group. Furthermore, on the Cisco MC3810, only one
channel group can be configured on a controller.

The channel group number can be 0 or 1 on the Cisco SLT (Cisco 2611).

The channel-group command also applies to Voice over Frame Relay, Voice over ATM, and Voice over
HDLC on the Cisco MC3810.

Examples The following example shows basic configuration directing HDLC traffic from the T1/E1 interface

to the AIM-ATM-VOICE-30 DSP card, starting in global configuration mode:

Router (config) # controller el 1/0
Router (config-controller)# clock source internal
Router (config-controller)# channel-group 0 timeslots 1-31 aim 0

The following example explicitly sets the encapsulation type to PPP to override the HDLC default:

Router# configure terminal

Router (config) # controller tl1 6/0

Router (config-controller)# channel-group 2 timeslots 3 aim 0
Router (config-controller) # exit

Router (config) # interface serial 6/0:2

Router (config-if) # encapsulation ppp

Router (config-if) # ip address 10.0.0.1 255.0.0.0

Router (config-if)

Router (config-if)

# no shutdown
# end
The following example shows how to explicitly set the encapsulation type to SS7 to override the

HDLC default using the Integrated Signaling Link Terminal feature. This example uses an 8PRI
DFC card inserted into slot 7, and DSO-timeslot 3 on trunk 5 of that card is used as an SS7 link:

Router# configure terminal

Router (config) # controller tl 7/5

Router (config-controller)# channel-group 2 timeslots 3
Router (config-controller) # exit

Router (config) # interface serial 7/5:2

Router (config-if) # encapsulation ss7

Router (config-if) # channel-id 0

Router (config-if)

Router (config-if)

# no shutdown

# end

The following example defines three channel groups. Channel-group 0 consists of a single time slot,
channel-group 8 consists of seven time slots and runs at a speed of 64 kbps per time slot, and

channel-group 12 consists of two time slots.

Router (config-controller)# channel-group 0 timeslots 1
Router (config-controller)# channel-group 8 timeslots 5,7,12-15,20 speed 64
Router (config-controller)# channel-group 12 timeslots 2
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The following example configures a channel group on controller T1 0 on a Cisco MC3810:

Router (config) # controller T1 0
Router (config-controller)# channel-group 10 timeslots 10-64

The following example configures a channel group on controller E1 1 and specifies that all time slots

are used for data:

controller el 1

channel-group 1 unframed

\}

Note SS7 digital F-link support for the 8PRI line card requires use of a third onboard TDM stream to route
trunk DSO messages to the onboard MGCs.
Related Commands | Command Description
framing Specifies the frame type for the T1 or E1 data line.
invert data Enables channel inversion.
linecode Specifies the line code type for the T1 or E1 line.
voice-card Configures a card with voice processing resources and enters voice card configuration
mode.

encapsulation | Sets the encapsulation type.
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To assign and configure an EtherChannel interface to an EtherChannel group, use the channel-group command
in interface configuration mode. To remove the channel-group configuration from the interface, use the no
form of this command.

channel-group channel-group-number mode {active|on | passive}
no channel-group channel-group-number

Cisco 2600 Series, Cisco 3600 Series, and Cisco 3700 Series Routers
channel-group channel-group-number mode on
no channel-group channel-group-number

Cisco ASR 1000 Series Routers
channel-group channel-group-number mode {active | passive}
no channel-group

Cisco Catalyst Switches

channel-group channel-group-number mode {active|on |auto [non-silent]|desirable [non-silent] |
passive}

no channel-group channel-group-number

Syntax Description

Command Default

channel-group-number | Integer that identifies the channel-group. Valid values are from 1 to 256; the
maximum number of integers that can be used is 64.

* For Fast EtherChannel groups, the number is an integer from 1 to 4. This
number is the one previously assigned to the port-channel interface.

¢ On the Cisco ASR 1000 series router, valid values are from 1 to 64.

mode Specifies the EtherChannel mode of the interface.

active Enables Link Aggregation Control Protocol (LACP) unconditionally.

on Enables EtherChannel only.

auto Places a port into a passive negotiating state in which the port responds to Port

Aggregation Protocol (PAgP) packets that it receives but does not initiate PAgP
packet negotiation.

non-silent (Optional) Used with the auto or desirable mode when traffic is expected from
the other device.

desirable Places a port into an active negotiating state in which the port initiates negotiations
with other ports by sending PAgP packets.

passive Enables LACP only when an LACP device is detected.

No channel groups are assigned.
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Interface configuration (config-if)

Command History

Usage Guidelines

Release Modification

11.1CA This command was introduced.

12.0(7)XE Support for this command was implemented on Cisco Catalyst 6000 series
switches.

12.1(3a)E3 The number of valid values for the numberargumentwas changed; see the “Usage
Guidelines” section for valid values.

12.2(2)XT This command was implemented on the Cisco 2600 series, Cisco 3600 series,
and Cisco 3700 series routers.

12.2(8)T Support for this command was implemented on the Cisco 2600 series, the Cisco
3600 series, and the Cisco 3700 series routers and integrated into Cisco I0S
Release 12.2(8)T .

12.2(14)SX Support for this command was implemented on the Supervisor Engine 720.

12.2(17d)SXB Support for this command on the Supervisor Engine 2 was integrated into Cisco
10S Release 12.2(17d)SXB.

12.2(18)SXE This command was changed to support advanced QinQ translation on QinQ link
bundles using GE-WAN interfaces on an OSM-2+4GE-WAN+ OSM on Cisco
7600 series routers.

12.2(33)SRA This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2(31)SB2 This command was integrated into Cisco IOS Release 12.2(31)SB2.

12.2(33)SRB Support for this command on the Cisco 7600 router was integrated into Cisco
I0S Release 12.2(33)SRB.

Cisco I0S XE Release 2.4 | This command was integrated into Cisco IOS XE Release 2.4.

OSMs are not supported on Cisco 7600 series routers that are configured with a Supervisor Engine 32.

P Addressfor the Physical Interface

You do not have to disable the IP address that is assigned to a physical interface that is part of a channel group,
but Cisco highly recommends doing so.

Layer 2and Layer 3 Port Channels

You can create both Layer 2 and Layer 3 port channels by entering the interface port-channel command or,
when the channel-group gets its first physical interface assignment. The port channels are not created at run
time, nor are they created dynamically.

You do not have to create a port-channel interface before assigning a physical interface to a channel group.
A port-channel interface is automatically created when the channel group gets its first physical interface, if it

is not already created.

Propagation of Configuration and Attribute Changes
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Any configuration or attribute changes you make to the port-channel interface are propagated to all interfaces
within the same channel group as the port channel. (for example, configuration changes are also propagated
to the physical interfaces that are not part of the port-channel, but are part of the channel group.)

Theon Keyword

When you use the on keyword, a usable EtherChannel exists only when a port group in on mode is connected
to another port group in the on mode.

Cisco 2600 Series, Cisco 3600 Series, and Cisco 3700 Series Routers

You do not have to create a port-channel interface before assigning a physical interface to a channel group.
A port-channel interface is created automatically when the channel group gets its first physical interface, if it
is not already created.

Cisco ASR 1000 Series Routers
The Cisco ASR 1000 series router has the following prerequisites and restriction:

* A port-channel must be created before member links are assigned to it.
* [P addresses must be disabled on member links before those links can be included in a port-channel.

* Fast Ethernet interfaces are not supported.

Cisco Catalyst Switches

The number of valid values for numberdepends on the software release. For software releases prior to Cisco
I0S Release 12.1(3a)E3, valid values are from 1 to 256; for Cisco 10S Release 12.1(3a)E3, 12.1(3a)E4, and
12.1(4)E1, valid values are from 1 to 64. Cisco IOS Release 12.1 E and later releases support a maximum of
64 values ranging from 1 to 256.

The channel-group number is global and is shared between all the channeling protocols. If a specific channel
number is used for the PAgP-enabled interfaces of a channel group, that same channel number cannot be used
for configuring a channel that has LACP-enabled interfaces or vice versa.

Entering the auto or desirable keyword enables PAgP on the specified interface; the command will be rejected
if it is issued on an LACP-enabled interface.

The active and passive keywords are valid on PAgP-disabled interfaces only.

You can change the mode for an interface only if it is the only interface that is designated to the specified
channel group.

The on keyword forces the bundling of the interface on the channel without any negotiation.
You can manually configure a switch with PAgP on one side and LACP on the other side in the on mode.

With the on mode, a usable EtherChannel exists only when a port group in on mode is connected to another
port group in on mode.

If you enter the channel group command on an interface that is added to a channel with a different protocol
than the protocol you are entering, the command is rejected.

If the interface belongs to a channel, the no form of this command is rejected.

All ports in the same channel group must use the same protocol; you cannot run two protocols on one channel
group.

PAgP and LACP are not compatible; both ends of a channel must use the same protocol.
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You can change the protocol at any time, but this change causes all existing EtherChannels to reset to the
default channel mode for the new protocol.

Configure all ports in an EtherChannel to operate at the same speed and duplex mode (full duplex only for
LACP mode).

All ports in a channel must be on the same DFC-equipped module. You cannot configure any of the ports to
be on other modules.

On systems that are configured with nonfabric-enabled modules and fabric-enabled modules, you can bundle
ports across all modules, but those bundles cannot include a DFC-equipped module port.

You do not have to create a port-channel interface before assigning a physical interface to a channel group.
A port-channel interface is created automatically when the channel group gets its first physical interface, if it
is not already created.

You do not have to disable the IP address that is assigned to a physical interface that is part of a channel group,
but it is highly recommended.

You can create both Layer 2 and Layer 3 port channels by entering the interface port-channel command or
when the channel group gets its first physical interface assignment. The port channels are not created at runtime
or dynamically.

Any configuration or attribute changes that you make to the port-channel interface are propagated to all
interfaces within the same channel group as the port channel (for example, configuration changes are also
propagated to the physical interfaces that are not part of the port channel but are part of the channel group).

When configuring Layer 2 EtherChannels, you cannot put Layer 2 LAN ports into manually created port-channel
logical interfaces.

Only the on mode is supported when using this command with GE-WAN ports on the OSM-2+4GE-WAN+
OSM to create QinQ link bundles for advanced QinQ translation. Also, you cannot use the channel-group
command on GE-WAN interfaces if MPLS is configured. You must remove all IP, MPLS, and other Layer
3 configuration commands before using the channel-group command with GE-WAN interfaces.

\}

Note The GE-WAN interfaces on an OSM-2+4GE-WAN+ OSM behave slightly differently than other interfaces
if you want to move the interface from one group to another. To move most other interfaces, you can enter
the channel-group command again to delete the interface from the old group and move it to the new group.
For GE-WAN ports, however, you must manually remove the interface from the group by entering the no
channel-group command before assigning it to a new group.

A

Caution Do not enable Layer 3 addresses on the physical EtherChannel interfaces. Assigning bridge groups on the
physical EtherChannel interfaces causes loops in your network.

For a complete list of guidelines, see the “Configuring EtherChannel” section of the Cisco 7600 Series Router
Cisco 10S Software Configuration Guide.

Fast Ether Channel

Before you assign a Fast Ethernet interface to a Fast EtherChannel group, you must first create a port-channel
interface. To create a port-channel interface, use the interface port-channel global configuration command.
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If the Fast Ethernet interface has an IP address assigned, you must disable it before adding the Fast Ethernet
interface to the Fast EtherChannel. To disable an existing IP address on the Fast Ethernet interface, use the
no ip addresscommand in interface configuration mode.

The Fast EtherChannel feature allows multiple Fast Ethernet point-to-point links to be bundled into one logical
link to provide bidirectional bandwidth of up to 800 Mbps. Fast EtherChannel can be configured between
Cisco 7500 series routers and Cisco 7000 series routers with the 7000 Series Route Switch Processor (RSP7000)
and 7000 Series Chassis Interface (RSP7000CT) or between a Cisco 7500 series router or a Cisco 7000 series
router with the RSP7000 and RSP700CI and a Cisco Catalyst 5000 switch.

A maximum of four Fast Ethernet interfaces can be added to a Fast EtherChannel group.

A

Caution

The port-channel interface is the routed interface. Do not enable Layer 3 addresses on the physical Fast Ethernet
interfaces. Do not assign bridge groups on the physical Fast Ethernet interfaces because it creates loops. Also,

Examples

you must disable spanning tree.

To display information about the Fast EtherChannel, use the show inter faces por t-channel EXEC command.

For more guidelines see the “Configuring EtherChannel” section of the Cisco 7600 Series Router Cisco 10S
Software Configuration Guide and the “Configuring EtherChannel” section of the Catalyst 6500 Series Switch
Cisco 10S Software Configuration Guide

This example shows how to add EtherChannel interface 1/0 to the EtherChannel group that is specified
by port-channel 1:

Router (config-if) #
channel-group 1 mode on
Router (config-if) #

The following example shows how to add interface Fast Ethernet 1/0 to the Fast EtherChannel group
specified by port-channel 1:

Router (config) #

interface port-channel 1
Router (config-if) #

exit

Router (config) #

interface fastethernet 1/0
Router (config-if) #
channel-group 1

Related Commands

Command Description

interface Creates a port-channel virtual interface and puts the CLI in interface
configuration mode when the port-channel keyword is used.

ip address Sets a primary or secondary IP address on an interface.

show etherchannel Displays the EtherChannel information for a channel.

show interfaces port-channel | Displays traffic that is seen by a specific port channel.
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channel-protocol (interface)

To enable Port Aggretation Control Protocol (PAgP) or Link Aggregation Control Protocol (LACP) on an
interface to manage channeling, use thechannel-protocol command in interface configuration mode. Use the
no form of this command to deselect the protocol.

channel-protocol {lacp | pagp}
no channel-protocol

Syntax Description  |lacp |Specifies LACP to manage channeling.

pagp |Specifies PAgP to manage channeling.

Command Default pagp

Command Modes Interface configuration
Command History Release Modification
10.2 This command was introduced.

12.1(11b)EX | Support for this command was introduced on the Catalyst 6500 series switches.

12.1(12c)EA1 | Support for this command was introduced on the Catalyst 2900 series switches.

12.1(13)E Support for this command on the Catalyst 6500 series switches was extended to Cisco IOS
Release 12.1(13)E. This command was changed to support the use of the nochannel-protocol
command (without arguments) to deselect the protocol.

12.1(13)EW | Support for this command was introduced on the Catalyst 4500 series switches.

12.2(14)SX | Support for this command was introduced on the Supervisor Engine 720.

12.2(17d)SXB | Support for this command on the Supervisor Engine 2 was extended to Cisco IOS Release
12.2(17d)SXB.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

Usage Guidelines This command is valid on multiple interfaces (for example, Fast Ethernet) and routers and switches including
the Cisco 2900, 4500/4000, 6500/6000, and 7600 series.

Examples The following example shows how to set the lacp.

(config-if)# channel-protocol lacp
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Syntax Description

Command Default

Command Modes

To configure the T3/E3 controller for channelized mode, use the channelized command in controller
configuration mode. To configure the T3/E3 controller for unchannelized mode, use theno form of this
command.

chann€lized
no channelized

This command has no arguments or keywords.

The T3 controller is channelized.
The E3 controller is channelized.
Maximum transmission unit (MTU) size is set to 1500.

MTU size is set to 4470.

Controller configuration

Command History

Usage Guidelines

Release Modification

12.0(14)S This command was introduced.

12.1(5a)E This command was integrated into Cisco IOS Release 12.1(5a)E.
12.2(13)T This command was integrated into Cisco IOS Release 12.2(13)T.
12.2(31)SB This command was integrated into Cisco IOS Release 12.2(31)SB.
XE 3.18SP This command was integrated into Cisco NCS 4200 Series.

XE Everest This command was integrated into Cisco NCS 4200 Series.

16.5.1

Use the no channelized controller configuration command to configure the T3/E3 controller for unchannelized
mode for Cisco NCS 4200 Series. When you configure the PA-MC-2T3+ port adapter on a Cisco 7500 series
router with the no channelized command, the MTU size is set to 4470. In channelized mode, the default MTU
size is 1500. The change in MTU sizes will cause a memory recarve and CBus complex to occur, disrupting
all traffic on the router for several minutes.

The following message will be displayed when commands initiate switching between channelized and
unchannelized modes on a Cisco 7500 series router:
Change to subrate mode will cause cbus complex reset. Proceed? [yes/no]:

Y

Type Y for “yes” at the end of the warning. At the prompt, type *Z to exit. You will exit configuration mode
and enter unchannelized mode.
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A

Caution  The no channelized command removes all channel groups from a channelized T3 interface. If you have already
configured channel groups, use this command with caution.

Examples

Cisco 7500 Series Router

The following example shows how to configure unchannelized mode on a PA-MC-2T3+ port adapter
in slot 1 of a Versatile Interface Processor version 2 (VIP2) or VIP4 in a Cisco 7500 series router:

Router# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.

Router (config) # controller T3 1/1/0

Router (config-controller)# no channelized

Change to subrate mode will cause cbus complex reset. Proceed? [yes/no]:
Y

~Z

Cisco 10000 Series Router

The following example eliminates the T1 interfaces to create a full-rate T3 interface:

Router# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
Router (config) # controller T3 2/0/0

Router (config-controller)# no channelized

Router (config-controller) # exit

Router (config) #

Cisco NCS 4200 Series

The following example shows how to configure channelized controller as T3 interface.

Router# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.

Router (config) # controller T3 0/4/40
Router (config-controller)# channelized

The following example shows how to configure channelized controller as E3 interface.

Router# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.

Router (config) # controller E3 0/4/40
Router (config-controller)# channelized mode el
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Syntax Description

Command Default

Command Modes

cable bundle through clock mode |

To configure CEM interface parameters in a class that is applied to CEM interfaces together, use the class
cem command in global configuration mode. This command works in the same manner for CEM interfaces
as the pseudowire-class command does for xconnect.

class cem class name

Syntax Description

classname | The name of a CEM interface parameters class.

CEM configuration mode is not available.

Global configuration

Command History

Usage Guidelines

Release Modification

XE 3.18 SP Support for this command was introduced on NCS 4200 Series.

XE Everest This command was integrated into the Cisco NCS 4200 Series and Cisco ASR 900 Series
16.5.1 Routers.

The class cem command allows you to configure CEM interface parameters in a class that is applied to CEM
interfaces together. A class cem command includes the following configuration settings:

* dejitter-buffer dejitter-in-ms
* idle-pattern 8-bit-idle-pattern

* payload-size payload-size-in-ms

)

Note

for NCS 4200 Series routers.

The rtp-present command cannot be configured from class cem and has to be configured from the interface

\)

Note

Examples

the size of the dejitter buffer using the dejitter-buffer parameter.

You can improve the performance of packet reordering on TDM/PWE connections by using the increasing

The following example shows how to enter CEM interface parameters:

enable

configure terminal
class cem mycemclass
payload-size 512
dejitter-buffer 10
idle-pattern 0x55
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exit

interface cem 0/0
no ip address

cem 0

cem class mycemclass
xconnect 10.10.10.10 200 encapsulation mpls

class cem .

exit

Related Commands | Command |Description
clear cem |Clears CEM statistics.
show cem | Displays CEM statistics.
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To clear the data compression Advanced Interface Module (AIM) daughter card registers and reset the hardware,
use the clearaim command in privileged EXEC mode.

clear aim element-number

Syntax Description

element-number | Number of AIM slot. AIM slots begin with 0.

Command History Release Modification
12.0(1)T This command was introduced.

Usage Guidelines

Examples

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2SX This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

The clearaimcommand is used to reset the data compression AIM hardware. This command is used if the
compression Advanced Interface Module (CAIM) hardware becomes “stuck” or hangs for some reason. The
CAIM registers are cleared, and the hardware is reset upon execution. All compression history is lost when
the CAIM is reset.

This command is supported only on Cisco 2600 series routers.

The following example shows how to use the clearaim command. This command will reset the
hardware, flushing the buffers and history for all compression tasks currently under operation:

Router# clear aim O

Router#

1wOd: $CAIM-6-SHUTDOWN: CompressionAim0O shutting down
1lwOd: $CAIM-6-STARTUP: CompressionAimO starting up

Related Commands

Command Description

show pascaim | Displays the IDPROM contents for each AIM board in the Cisco 2600 series routers.

test aim eeprom | Tests the data compression AIM after it is installed in a Cisco 2600 series router.
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clear cable-diagnostics tdr .

clear cable-diagnostics tdr

To clear a specific interface or clear all interfaces that support Time Domain Reflectometry (TDR), use the
clear cable-diagnosticstdr command in privileged EXEC mode.

clear cable-diagnostics tdr [interface interface interface-number]

Syntax Description

interface  interface |(Optional) Specifies the interface type; possible valid values are ethernet,
fastether netgigabitethernet, and tengigabitethernet. See the “Usage Guidelines”
section for additional valid values.

interface-number Module and port number; see the “Usage Guidelines™ section for valid values.

Command Default

Command Modes

This command has no default settings.

Privileged EXEC

Command History

Release Modification

12.2(17a)SX | Support for this command was introduced on the Supervisor Engine 720.

12.2(17d)SXB | Support for this command on the Supervisor Engine 2 was extended to Release 12.2(17d)SXB.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

Usage Guidelines

Examples

The valid values for interface include thege-wan, atm, and pos keywords that are supported on Cisco 7600
series routers that are configured with a Supervisor Engine 2.

See the Release Notesfor Cisco |OSRelease 12.2 SX on the Catalyst 6500 and Cisco 7600 Supervisor Engine
720, Supervisor Engine 32, and Supervisor Engine 2 for the list of modules that support TDR

This example shows how to clear a specific interface:

Router# clear cable-diagnostics tdr interface gigabitethernet 4/1

Router#

Related Commands

Command Description

show cable-diagnosticstdr | Displays the test results for the TDR cable diagnostics.

test cable-diagnostics Tests the condition of 10-Gigabit Ethernet links or copper cables on 48-port
10/100/1000 BASE-T modules.
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clear catalyst6000 traffic-meter

To clear the traffic meter counters, use the clear catalyst6000 traffic-meter command in privileged EXEC
mode.

clear catalyst6000 traffic-meter

Syntax Description ~ This command has no arguments or keywords.

Command Default This command has no default settings.

Command History Release Maodification

12.2(17a)SX | Support for this command was introduced on the Supervisor Engine 720.

12.2(17d)SXB | Support for this command on the Supervisor Engine 2 was extended to Release 12.2(17d)SXB.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

Examples This example shows how to clear the traffic meter counters:

Router# clear catalyst6000 traffic-meter
Router#
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clear cem

clear cem .

To clear circuit emulation (CEM) statistics, use the clear cem command in privileged EXEC mode.

clear cem {slot|dlot/port/channel |all}

Syntax Description slot Clears the statistics for all CEM channels on the card in the specified slot (if the card is a Circuit
Emulation over IP [CEoIP] card).
slot Specifies the slot of the CEM channel to clear.
/ port Specifies the port of the CEM channel to clear. The slash mark is required between the slot
argument and the port argument.
/ channel | Specifies the CEM channel to clear. The slash mark is required between the port argument and
the channel argument.
all Clears the statistics for all CEM channels on the router.
Command Modes Privileged EXEC
Command History Release | Modification
12.3(7)T | This command was introduced.

Examples

The following example shows how to clear CEM statistics for CEM channel number 10 on the card
installed in slot 1, port 1.

Router# clear cem 1/1/10

Related Commands

Command |Description

cem

Enters CEM configuration mode.

show cem | Displays CEM statistics.
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clear controller

To reset the T1 or E1 controller, use the clear controller command in user EXEC or privileged EXEC mode.

Cisco 7200 Series and Cisco 7500 Series Routers
clear controller {t1|el} slot/port

Cisco AS5200 Seriesand Cisco AS5300 Series Routers
clear controller {t1]|el} number

Syntax Description t1 T1 controller.

el E1 controller.

slot / port |Backplane slot number and port number on the interface. Refer to your hardware installation
manual for the specific slot and port numbers.

number Network interface module (NIM) number, in the range from 0 to 2.

Command Modes User EXEC Privileged EXEC

Command History Release Modification

10.1 This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Examples The following example resets the T1 controller at slot 4, port 0 on a Cisco 7500 series router:

Router# clear controller tl 4/0

The following example resets the E1 controller at NIM 0:

Router# clear controller el 0

Related Commands | Command |Description

controller |Configuresa T1, E1, or J1 controller and enters controller configuration mode.
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clear controller lex .

clear controller lex

To reboot the LAN Extender chassis and restart its operating software, use the clear controllerlex command
in privileged EXEC mode.

clear controller lex number [prom]

Cisco 7500 Series
clear controller lex dot/port [prom]

Cisco 7200 Series and 7500 Series with a Packet over SONET I nter face Processor
clear controller lex [type] dot/port

Cisco 7500 Serieswith Portson VIP Cards
clear controller lex [type] slot/port-adapter/port

Syntax Description

Command Modes

number Number of the LAN Extender interface corresponding to the LAN Extender to be rebooted.
prom (Optional) Forces a reload of the PROM image, regardless of any Flash image.
slot Number of the slot being configured. Refer to the appropriate hardware manual for slot and

port information.

port Number of the port being configured. Refer to the appropriate hardware manual for slot and
port information.

type (Optional) Specifies the interface type. See Table 4 under the clearcounters command for
keywords.

port-adapter | Number of the port adapter being configured. Refer to the appropriate hardware manual for
information about port adapter compatibility.

Privileged EXEC

Command History

Release |Modification

10.3 This command was introduced.

12.2(15)T | This command is no longer supported in Cisco_IOS Mainline or Technology-based (T) releases.
It may continue to appear in Cisco IOS 12.2S-family releases.

Usage Guidelines

The clear controllerlex command halts operation of the LAN Extender and performs a cold restart.

Without the prom keyword, if an image exists in Flash memory, and that image has a newer software version
than the PROM image, and that image has a valid checksum, then this command runs the Flash image. If any
one of these three conditions is not met, this command reloads the PROM image.

With the prom keyword, this command reloads the PROM image, regardless of any Flash image.
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Examples The following example halts operation of the LAN Extender bound to LAN Extender interface 2 and

causes the LAN Extender to perform a cold restart from Flash memory:

Router#
clear controller lex 2
reload remote lex controller? [confirm] yes

The following example halts operation of the LAN Extender bound to LAN Extender interface 2 and
causes the LAN Extender to perform a cold restart from PROM:

Router#
clear controller lex 2 prom
reload remote lex controller? [confirm] yes
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clear controller wanphy .

clear controller wanphy

T o clear the triggered alarm counters for the Cisco 1-Port 10 Gigabit Ethernet LAN/WAN-PHY Shared Port
Adapter and reset it to zero, use the clear controllerwanphycommandin Privileged EXEC mode.

clear controller wanphy dot/subslot/port

Syntax Description

Command Default

Command Modes

slot The SIP slot number in which the Cisco 1-Port 10 Gigabit Ethernet LAN/WAN-PHY Shared Port
Adapter has been installed.

subslot | The subslot number in which the Cisco 1-Port 10 Gigabit Ethernet LAN/WAN-PHY Shared Port
Adapter has been installed.

port The port number of the Cisco 1-Port 10 Gigabit Ethernet LAN/WAN-PHY Shared Port Adapter.

Note There is only 1 port (0) in the Cisco 1-Port 10 Gigabit Ethernet LAN/WAN-PHY Shared
Port Adapter.

No default values are available.

Privileged EXEC Mode (EXEC)

Command History

Usage Guidelines

Examples

Release Modification

Cisco IOS XE Release 3.3.0S | This command was introduced on the Cisco ASR 1000 Series Routers.

The clear controllerwanphycommand has been introduced on the Cisco ASR 1000 Series Router in Cisco
IOS XE Release 3.3.0S. This command is used to clear the counter of alarms generated, and reset it back to
Zero.

The following example shows the output of the showcontroller swanphy command. The example
shows the alarm counter values for the line, path, and section alarms:

Router# show controllers wanphy 0/1/0
TenGigabitEthernet0/1/0
Mode of Operation: WAN Mode

SECTION

LOF =1 LOS =0 BIP(Bl) = 22
LINE

AIS =1 RDI =0 FEBE = 0 BIP(B2) = 3099
PATH

AIS =1 RDI =0 FEBE = 4 BIP(B3) = 4

LOP = 0 NEWPTR = 0 PSE =0 NSE =0
WIS ALARMS

SER =1 FELCDP = O FEAISP = O

WLOS =0 PLCD =0

LFEBIP = 857 PBEC =4

Active Alarms[All defects]: None

Active Alarms[Highest Alarms]: None

Alarm reporting enabled for: SF SWLOF B1-TCA B2-TCA PLOP WLOS
Rx (K1/K2): 00/00 Tx(K1/K2): 00/00
S1s0 = 00, C2 = 0Ox1A
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PATH TRACE BUFFER: STABLE
Remote Jl1 Byte : wert
BER thresholds: SD = 10e-6 SF = 10e-3
TCA thresholds: Bl = 10e-6 B2 10e-6 B3 = 10e-6
[Output is Cut]

The following example shows how to clear the alarm counter values and reset it back to zero:

Router# clear controller wanphy 0/1/0
The following example shows that the alarm counter values are cleared and have been reset to zero:
Router# show controllers wanphy 0/1/0

TenGigabitEthernet0/1/0
Mode of Operation: WAN Mode

SECTION

LOF = 0 LOS =0 BIP(Bl) =0
LINE

AIS =0 RDI =0 FEBE = 0 BIP(B2) =0
PATH

AIS =0 RDI =0 FEBE = 0 BIP(B3) =0

LOP = 0 NEWPTR = 0 PSE =0 NSE =0
WIS ALARMS

SER =0 FELCDP = 0 FEAISP = 0

WLOS =0 PLCD =0

LFEBIP = 0 PBEC =0

Related Commands Command Description

show controllerswanphy | Displays the SPA mode (LAN/WAN), alarms, and J1 byte string value.
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clear controller vdsl

To reset the VDSL line related counters, use the clear controllervdsl command in privileged EXEC mode.

clear controller vds dot/subslot/port number

Syntax Description vdsl VDSL2 controller.
slot Controller slot number.
subslot Controller subslot number.
port number | Controller port number.

Command Default None.

Command Modes Privileged EXEC mode.

Command History Release |Modification

15.0(1)M1 | This command was first introduced.

Usage Guidelines None.

Examples The following example shows how to reset the VDSL line related counters.

Routerf#clear controller vdsl 0/2/0

Related Commands | Command Description

show controller vdsl | Displays VDSL controller related information.
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clear counters

To clear the interface counters, use the clear counters command in user EXEC or privileged EXEC mode.

cable bundle through clock mode |

clear counters commandclear counters [interface-type interface-number]

Cisco 7200 Series and 7500 Series with a Packet over SONET I nter face Processor
clear counters [interface-type] slot/port

Cisco 7500 Serieswith Portson VIP Cards
clear counters [interface-type] sot/port-adapter/port

Cisco 7600 Series

clear counters [interface interface-number | null interface-number | port-channel number |vlan vian-id]

Syntax Description

Command Modes

interface-type

(Optional) Specifies the interface type; one of the keywords listed in Table 1 .

interface -number

(Optional) Specifies the interface number displayed with the showinter faces
command.

slot Slot number. Refer to the appropriate hardware manual for slot and port
information.

port Port number. Refer to the appropriate hardware manual for slot and port
information.

port-adapter Port adapter number. Refer to the appropriate hardware manual for information
about port adapter compatibility.

interface (Optional) Interface type; possible valid values are ethernet,
fastether netgigabitether net, and tengigabitether net. See the “Usage Guidelines”
section for additional valid values.

interface-number (Optional) Module and port number; see the “Usage Guidelines” section for valid
values.

null interface-number | (Optional) Specifies the null interface; the valid value is O.

port-channel number

(Optional) Specifies the channel interface; valid values are a maximum of 64
values ranging from 1 to 256.

vlan vlan-id

(Optional) Specifies the VLAN ID; valid values are from 1 to 4094.

User EXEC Privileged EXEC

Command History

Release Modification
10.0 This command was introduced.
11.2F The virtual-access keyword was added.
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Usage Guidelines

clear counters .

Release Modification
11.3 The following keywords were added or modified:
* vg-anylan keyword was added.
» posi keyword was changed to pos.
12.2(15)T The ethernet and serial keywords were removed because the LAN Extension feature is no
longer available in Cisco IOS software.
12.2(17a)SX | Support for this command was introduced on the Supervisor Engine 720.
12.2(17d)SXB | Support for this command on the Supervisor Engine 2 was extended to Release 12.2(17d)SXB.
12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

This command clears all the current interface counters from the interface unless the optional arguments
interface-type and interface-numberare specified to clear only a specific interface type (serial, Ethernet, Token
Ring, and so on). The table below lists the command keywords and their descriptions.

\}

Note

This command does not clear counters retrieved using Simple Network Management Protocol (SNMP), but
only those seen with the showinter face command. However, variables seen with the showinter face command

that could affect routing, such as load and reliability, or non-cumulative variables, such as input or output
rates, are not cleared.

The interface-number argument designates the module and port number. Valid values for interface-number
depend on the specified interface type and the chassis and module that are used. For example, if you specify
a Gigabit Ethernet interface and have a 48-port 10/100BASE-T Ethernet module that is installed in a 13-slot
chassis, valid values for the module number are from 1 to 13 and valid values for the port number are from

1 to 48.

Table 5: clear counters Interface Type Keywords

Keyword Interface Type

async Asynchronous interface

bri ISDN BRI

dialer Dialer interface

ethernet Ethernet interface

fast-ethernet Fast Ethernet interface

fddi FDDI

hssi High-Speed Serial Interface (HSSI)
line Terminal line
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Keyword

Interface Type

loopback

Loopback interface

null

Null interface

port-channel

Port channel interface

pos

Packet OC-3 interface

serial

Synchronous serial interface

switch

Switch interface

tokenring

Token Ring interface

tunnel

Tunnel interface (IEEE 02.5)

vg-anylan

100VG-AnyLAN port adapter

virtual-access

Virtual-access interface (Refer to the Cisco |OSDial Technol ogies Command Reference
for details on virtual templates.)

virtual-template

Virtual-template interface (Refer to the Cisco |OS Dial Technologies Command
Reference for details on virtual templates.)

virtual-tokenring

Virtual Token Ring interface

Examples

Router#
clear counters

The following example shows how to clear all interface counters:

The following example shows how to clear the Packet OC-3 interface counters on a POSIP card in
slot 1 on a Cisco 7500 series router:

Router#

clear counters pos 1/0

The following example shows how to clear the interface counters on a Fast EtherChannel interface:

Router# clear counter port-channel 1
Clear “show interface” counters on all interfaces [confirm] Y

%CLEAR-5-COUNTERS:

Clear counter on all interfaces by console 1

Related Commands Command

Description

show interfaces

Displays the statistical information specific to a serial interface.

show interfaces port-channel | Displays the information about the Fast EtherChannel on Cisco 7500 series

routers and Cisco 7000 series routers with the RSP7000 and RSP7000CI.

show queueing interface Displays queuing information.
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clear debug platform condition all

To remove the debug conditions applied to a platform, use the clear debug platform condition all command
in privileged EXEC mode.

clear debug platform condition all

Command History Release Modification

Cisco I0S XE Release 3.10.0S This command was introduced on the Cisco ASR 1000 Series Aggregation
Services Routers.

The following example shows how to remove the conditional debugging applied to the platform.

Router# clear debug platform condition all

Cisco 10S Interface and Hardware Component Command Reference [JJj



cable bundle through clock mode |
. clear diagnostic event-log

clear diagnostic event-log

To clear the diagnostic event logs for a specific module or event type, use the
clear diagnosticevent-logcommand in Priveleged exec mode.

clear diagnostic event-log {event-type {error |info|warning}|module {num |slot subsot|all}}

Syntax Description | event-typeerror Specifies clearing error events.
event-typeinfo Specifies clearing informative events.
event-type warning Specifies clearing warning events.

module num | slotsubslot | Specifies clearing events for a specific module.

module all Specifies clearing all linecards.
Command Default This command has no default settings.
Command Modes Priveleged Exec mode(#)
Command History Release Modification

12.2(33)SXH | This command was introduced on the Supervisor Engine 720.

Usage Guidelines The cleardiagnosticevent-log command clears all the events for all the modules.
The clear diagnosticevent-logmodulenum command clears events only for a specific module.

The clear diagnosticevent-logevent-typecommand clears only specific event types such as error, informative,
or warning events.

Examples This example shows how to clear error event logs:

Router# clear diagnostic event-log event-type error

This example shows how to clear event logs on module 3:
Router# clear diagnostic event-log module 3
This example shows how to clear error event logs on all the modules:

Router# clear diagnostic event-log module all

Related Commands Command Description

show diagnostic events | Displays the diagnostic event log
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clear dsip tracing

To clear Distributed System Interconnect Protocol (DSIP) tracing statistics (trace logging), use the
cleardsiptracing command in privileged EXEC mode.

clear dsip tracing {counters|tracing} [control | data|ipc]

Syntax Description

Command Default

Command Modes

counters | DSIP counters.

tracing | DSIP tracing buffers.

control | (Optional) Control counters or tracing buffers.

data (Optional) Data counters or tracing buffers.

ipc (Optional) Inter-process communication counters or tracing buffers.

If no option is specified, all control, data, and inter-process communication counters or tracing buffers are
cleared.

Privileged EXEC

Command History

Release Modification

11.3(2)AA | This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Usage Guidelines

Examples

Use this command to clear the counters displayed with the showdsiptracing EXEC command.

In the following example, the DSIP counters are cleared (including data, control, and ipc counters):

Router# clear dsip tracing

Related Commands

Command Description

show dsip tracing | Displays DSIP tracing buffer information.

show dsip version | Displays DSIP version information.
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clear facility-alarm

To clear alarm conditions and reset the alarm contacts, use the clearfacility-alar mcommand in privileged
EXEC mode.

clear facility-alarm [critical | major | minor | source pem {0]1}]

Syntax Description | critical (Optional) Clears all critical alarms.
maj or (Optional) Clears all major alarms.
minor (Optional) Clears all minor alarms.

sourcepem {0] 1} | (Optional--Cisco uBR10012 only) Clears all alarms for either the first or second Power
Entry Module (PEM).

Command Default If specified without any options, clears all facility alarms with the exception of:

» An alarm that illuminates the CRIT, MIN, or MAJ LED

* A visual alarm (DC lightbulb) that is wired to the DB-25 connector on a power supply

If specified without any options, clears all facility alarms.

Command Modes Privileged EXEC (#)

Command History Release Modification
12.0(17)SL This command was introduced on the Cisco 10000 series router.
12.2(1)XF1 This command was introduced for the Cisco uBR10012 router.
12.2(16)BX This command was introduced on the PRE2.
12.2(31)SB2 This command was introduced on the PRE3 for the Cisco 10000 series router.
12.3BC This command was integrated into Cisco I0OS Release 12.3BC.
12.2(33)SCA This command was integrated into Cisco IOS Release 12.2(33)SCA.
Cisco IOS XE Release 2.1 | This command was integrated into Cisco IOS XE Release 2.1 on the Cisco ASR
1000 Series Routers.

The clear facility-alarm command clears audible alarms. A recurrence of the original alarm source after the
original alarm condition is removed restarts the audible alarm.

The clear facility-alarm command does not clear an alarm that illuminates the CRIT, MIN, or MAJ LED. This
command does not turn off a visual alarm (DC light bulb) that is wired to the DB-25 connector on a power

supply.
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Examples

clear facility-alarm .

To clear a CRIT, MIN, or MAJ alarm LED or a visual alarm, you must resolve the alarm condition. For
example, if a critical alarm LED is illuminated because an active SPA was removed without a graceful
deactivation of the SPA, the only way to resolve that alarm is to replace the SPA.

Cisco uBR10012 Universal Broadband Router

The clearfacility-alarm command clears the contacts to an external alarm panel. Only a recurrence of the
original alarm source after the original alarm condition is removed can restart the audible alarm. These alarms
are displayed by the showfacility-alar mstatuscommand.

The alarm LEDs remain lit on the Performance Routing Engine (PRE) as long as the alarm condition continues
and is not cleared by the clearfacility-alarm command. An alarm can only be removed from the list by
correcting the issue that is triggering the alarm.

The following example shows how to clear all facility alarms on the router:

Router# clear facility-alarm
Clearing all alarms

The following example shows how to clear all critical facility alarms on the router:

Router# clear facility-alarm critical

Clearing critical alarms

The following example shows how to clear minor facility alarms only:

Router# clear facility-alarm minor
Clearing minor alarms

Cisco uBR10012 Universal Broadband Router
The following example shows how to clear all alarms for both PEM modules on a Cisco uBR10012

universal broadband router:

Router# clear facility-alarm source pem 0
Router# clear facility-alarm source pem 1

Related Commands

Command Description

facility-alarm Sets the temperature thresholds at which the processor generates
a critical, major, or minor alarm to warn of potential equipment
damage.

facility-alarm critical exceed-action Allows automatic router shutdown.

shutdown

show facility-alarm Displays the status of a generated alarm.
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clear hub

To reset and reinitialize the hub hardware connected to an interface of a Cisco 2505 or Cisco 2507 router, use
the clearhubcommand in user EXEC or privileged EXEC mode.

clear hub commandclear hub ethernet number

Syntax Description ethernet |Hub in front of an Ethernet interface.

number | Hub number to clear, starting with 0. Because there is only one hub, this number is 0.

Command Modes User EXEC Privileged EXEC

Command History Release Modification

10.3 This command was introduced.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

Examples The following example clears hub 0:

Router#
clear hub ethernet 0

Related Commands | Command | Description

hub Enables and configures a port on an Ethernet hub of a Cisco 2505 or Cisco 2507 router.
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clear hub counters

To set the hub counters on an interface of a Cisco 2505 or Cisco 2507 router to zero, use the clear hubcounters
command in user EXEC or privileged EXEC mode.

Syntax Description

Command Default

clear hub counters commandclear hub counters [ether number [port [end-port]]]
ether (Optional) Hub in front of an Ethernet interface.
number | (Optional) Hub number for which to clear counters. Because there is currently only one hub, this

number is 0. If you specify the keyword ether, you must specify the number.

port (Optional) Port number on the hub. On the Cisco 2505 router, port numbers range from 1 to 8.
On the Cisco 2507 router, port numbers range from 1 to 16. If a second port number follows, this
port number indicates the end of a port range. If you do not specify a port number, counters for
all ports are cleared.

end-port | (Optional) Ending port number of a range.

If no port numbers are specified, counters for all ports are cleared.

Command Modes User EXEC Privileged EXEC
Command History Release Modification
10.3 This command was introduced.

Examples

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.28X

This command is supported in the Cisco IOS Release 12.2SX train. Support in a specific
12.2SX release of this train depends on your feature set, platform, and platform hardware.

The following example shows how to clear the counters displayed by a showhub command for all
ports on hub 0:

Router#
clear hub

counters ether 0

Related Commands

Command

Description

show hub

Displays information about the hub (repeater) on an Ethernet interface of a Cisco 2505 or Cisco
2507 router.
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clear interface

To reset the hardware logic on an interface, use the clearinterface command in user EXEC or privileged
EXEC mode.

clear interface commandclear interface {type number [name-tag] | range type number}

Cisco 7200 Series and Cisco 7500 Serieswith a Packet OC-3 I nterface Processor
clear interface {type dot/port|range type number}

Cisco 7500 Serieswith Portson VIP Cards
clear interface type slo t/port-adapter/port

Cisco 7500 Series
clear interface type slot/port [: channel-group]

Cisco 7500 Serieswith a CT3IP Port Adapter
clear interface type slot/port-adapter/port [: tl-channel]

Syntax Description | type Interface type; it is one of the keywords listed in Table 1 .
number Port, connector, or interface card number.
name-tag (Optional for use with the Redundant Link Manager [RLM] feature) Logic name to

identify the server configuration so that multiple server configurations can be entered.

range Clears all the interfaces within the specified range.

slot Number of the slot being configured. Refer to the appropriate hardware manual for slot
and port information.

| port Number of the port being configured. Refer to the appropriate hardware manual for slot
and port information.

port-adapter Number of the port adapter being configured. Refer to the appropriate hardware manual
for information about port adapter compatibility.

channel-group | (Optional) Channel number, on Cisco 7500 series routers that support channelized T1.
The range is from 0 to 23. This number is preceded by a colon.

t1-channel (Optional) For the CT3IP port adapter, the T1 channel is a number between 1 and 28.
T1 channels on the CT3IP are numbered 1 to 28 rather than the more traditional
zero-based scheme (0 to 27) used with other Cisco products. This numbering scheme
ensures consistency with telco numbering schemes for T1 channels within channelized
T3 equipment.

Command Modes User EXEC (>) Privileged EXEC (#)
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clear interface .

Command History

Usage Guidelines

Release Modification
10.0 This command was introduced.
11.3 This command was modified. The following changes were made:
* The vg-anylan keyword was added
* The posi keyword was changed to pos
12.03)T This command was modified. The following optional argument was added for
the RLM feature:
* name-tag
15.0(1)M This command was modified in a release earlier than Cisco IOS Release
15.0(1)M. The range keyword was added.
12.2(33)SRA This command was integrated into Cisco IOS Release 12.2(33)SRA.
12.28X This command is supported in the Cisco IOS Release 12.2SX train. Support in
a specific 12.2SX release of this train depends on your feature set, platform, and
platform hardware.
Cisco I0S XE Release 2.1 | This command was implemented on the Cisco ASR 1000 Series Aggregation
Services Routers.

Under normal circumstances, you do not need to clear the hardware logic on interfaces.

This command clears all the current interface hardware logic unless the type and number arguments are
specified to clear only a specific interface type (serial, Ethernet, Token Ring, and so on). The table below lists
the command keywords and their descriptions.

Table 6: clear interface Type Keywords

Keyword Interface Type

acr Virtual Automatic Call Reconnect (ACR) interface
analysismodule Cisco network analysis service module

async Async interface

atm ATM interface

auto-template Auto-Template interface

bdi Bridge-Domain interface

bri ISDN BRI

bvi Bridge-Group Virtual interface

cdma-ix CDMA Ix interface
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. clear interface

Keyword Interface Type
container Container interface
ctunnel CTunnel interface
dialer Dialer interface
esconphy ESCON interface
ethernet Ethernet interface
fcpa Fiber Channel

fddi FDDI

filter Filter interface
filtergroup Filter Group interface

gigabitethernet Gigabit Ethernet IEEE 802.3z

gmpls MPLS interface
hssi High-Speed Serial Interface (HSSI)
lex Lex interface

longreachethernet | Long-Reach Ethernet interface

loopback Loopback interface

Ispvif LSP virtual interface

mfr Multilink Frame Relay bundle interface
multilink Multilink-group interface
multiservice Multiservice interface

null Null interface

port-channel Ethernet Channel of interfaces
portgroup Portgroup interface

pos Packet over SONET.
pos-channel POS Channel of interfaces
shc Session Border Controller
serial Synchronous serial interface
service-engine Cisco service engine module
sslvpn-vif SSLVPN Virtual Interface
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Examples

Keyword Interface Type

switch Switch interface

sysclock Telecom-Bus Clock Controller
tokenring Token Ring interface

tunnel Tunnel interface

vasileft VasiLeft interface

vasiright VasiRight interface

vg-anylan 100VG-AnyLAN port adapter
vif PGM Multicast Host interface

virtual-dot1lradio

Virtual dotl1 interface

virtual-ppp

Virtual PPP interface

virtual-tokenring

Virtual Token Ring interface

vlan Catalyst VLAN

vmi Virtual Multipoint interface
voabypassin VOA-Bypass-In interface
voabypassout VOA-Bypass-Out interface
voafilterin VOA-Filter-In interface
voafilterout VOA-Filter-Out interface
voain VOA-In interface

voaout VOA-Out interface

The following example shows how to reset the interface logic on HSSI interface 1:

Router#

clear interface hssi 1

clear interface .

The following example shows how to reset the interface logic on Packet OC-3 interface 0 on the

POSIP in slot 1:

Router#

clear interface pos 1/0

The following example shows how to reset the interface logic on T1 0 on the CT3IP port adapter in

slot 9:
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Router#
clear interface serial 9/0/0:0

cable bundle through clock mode |

The following example shows how to reset the interface logic on Fast EtherChannel interface 1:

Router# clear interface port-channel 1

The following example shows how to reset demonstrates the use of the clearinterface command

with the RLM feature:

Router# clear interface loopback 1
Router#
02:48:52: rlm 1:
02:48:52: rilm 1: link [
02:48:52: rIlm 1: link [10.1.1.1 (Loopbackl
02:48:52: rim 1
02:48:52: rim 1

10.1.4.1] for user RLM MGR

02:48:52: rlm 1: link [10.1.1.1(Loopbackl), 10.1.4.1] is opened

[State Up, rx ACTIVE LINK BROKEN] over link [10.1.1.1(Loopbackl), 10.1.4.1]
10.1.1.2 (Loopback?2), 10.1.4.2] requests activation
), 10.1.4.1] is deactivated
link [10.1.1.1(Loopbackl), 10.1.4.1] = socket[10.1.1.1, 10.1.4.1]
[State Recover, rx USER SOCKET OPENED] over link

[10.1.1.1(Loopbackl),

02:48:52: rlm 1: link [10.1.1.1(Loopbackl), 10.1.5.1] = socket[10.1.1.1, 10.1.5.1]

02:48:52: rlm 1: [State Recover, rx USER SOCKET OPENED] over link

10.1.5.1] for user RLM MGR

02:48:52: rlm 1: link [10.1.1.1(Loopbackl), 10.1.5.1] is opened

[10.1.1.1(Loopbackl),

02:48:52: rlm 1: [State Recover, rx START ACK] over link [10.1.1.2(Loopback2), 10.1.4.2]

02:48:52: rlm 1: link [10.1.1.2(Loopback2

, 10.1.4.2] is activated

)
02:48:52: rlm 1: [State Up, rx LINK OPENED] over link [10.1.1.1(Loopbackl), 10.1.4.1]

Router# show rlm group 1 status
RLM Group 1 Status
User/Port: RLM MGR/3000
Link State: Up
Next tx TID: 4 Last rx TID: O
Server Link Group[rl-server]:

Last Link Status Reported: Up Recovered

link [10.1.1.1(Loopbackl), 10.1.4.1] = socket[standby, 10.1.1.1, 10.1.4.1]

link [10.1.1.2(Loopback2), 10.1.4.2] = socket[active, 10.1.1.2, 10.1.4.2]

Server Link Group[r2-server]:

link [10.1.1.