
June 2021

• What's New in this Release, on page 1
• What's Changed in this Release, on page 2
• Issues, on page 2

What's New in this Release
Partner Dashboard

Role-based access control is introduced for Cisco Spaces - Partner Dashboard users. As a partner, you can
now assign one of the following roles to your users through the Cisco Spaces - Partner Dashboard:

• PartnerDashboardReadWrite: A Cisco Spaces - Partner Dashboard user with read andwrite permissions
can perform the following actions in the Cisco Spaces - Partner Dashboard:

• Create, edit, preview, and delete partner apps

• View partner app configuration

• Submit, activate, and update partner apps

• Make a copy of partner apps

• Modify the roles for all Cisco Spaces - Partner Dashboard users

• PartnerDashboardReadOnly: A Cisco Spaces - Partner Dashboard user with read-only permission is
restricted to the following actions:

• View partner app configuration

• Preview and activate partner apps

Partners can invite new users to the Cisco Spaces - Partner Dashboard only from the Cisco Spaces Dashboard.
This enables the new users to access both the Cisco Spaces Dashboard and the Cisco Spaces - Partner
Dashboard.

Note

June 2021
1



What's Changed in this Release
Dashboard

Location-specific role-based access control is introduced for the following apps in the Cisco Spaces Dashboard:

• Engagements

• Location Personas

• Captive Portal

By default, Cisco Spaces Dashboard administrators have access to these apps and can assign read-write or
read-only access to any of the above apps for specific locations. These permissions can be assigned for specific
locations while inviting a user to use the selected app, or modified later through the specific app's User
Management window.

Location Analytics

UnderLocation Analytics, theDwell Time Distribution chart is shown instead of theDwell Time andDwell
Time Breakdown charts on the home page and under the custom reports section.

The Dwell Time Distribution chart shows the total dwell time, total visits count, and the percentage of visits
that are recorded for different categories of dwell ranges.

Issues
Issues describe unexpected behavior in the Cisco Spaces application. The Resolved Issues and Open Issues
sections list the issues in this release.

The following information is provided for each issue:

• Identifier: Each issue is assigned a unique identifier (ID) with a pattern of CSCxxNNNNN, where x is
any letter (a-z) and N is any number (0-9). These IDs are frequently referenced in Cisco documentation,
such as Security Advisories, Field Notices, and other Cisco support documents. Cisco Technical Assistance
Center (TAC) engineers or other Cisco staff can also provide you with the ID for a specific issue.

• Description: A description of what is observed when the issue occurs.

This section contains the following topics:

Cisco Bug Search Tool
Cisco Bug Search Tool (BST) is a gateway to the Cisco bug-tracking system, whichmaintains a comprehensive
list of defects and vulnerabilities in Cisco products and software. The BST provides you with detailed defect
information about your products and software.

Open Issues
This section lists the open issues in this release of Cisco Spaces.
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https://bst.cloudapps.cisco.com/bugsearch/


Table 1: Cisco Spaces Open Issues

Issue DescriptionIssue Identifier

Telemetry such as Button Click and Movement data gets reset to 18+ hours when
applying new configuration

CSCvu98859

During gateway deployment workflow, the AP is sometimes erroneously categorized
as needs config mode due to timing issues.

CSCvv16880

Resolved Issues
There are no resolved issues in this release of Cisco Spaces.
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvu98859
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvv16880
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