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What's New in this Release
There are no new features in this release of Cisco Spaces.

What's Changed in this Release
Dashboard

The following enhancements are made in the Cisco Spaces Dashboard:

Right Now

• Right Now WiFi is enhanced to show the count of excluded devices that are not considered as visitors,
or filtered during data processing.

• The excluded device count is displayed as a message in the Note section of the Right Now Wifi.

Captive Portal Runtime

• Access Code Authentication: The Session Duration and Bandwidth Limit configured at the access
code level will now be considered by the captive portal. During authentication, the values are passed to
the controller and override any default settings done at the controller for session duration and bandwidth.

Partner Dashboard

The following enhancements are made in the Cisco Spaces Partner Dashboard:

Event Notification: When a Cisco Spaces partner adds a new event to an already activated app, it will be
sent through Firehose APIs only when the customer subscribes to the new event by accepting the permissions.
Prior to this enhancement, customer permission was not required for new events.

• You are prompted with the New Permission Required notification message on the app tile, and
you must click and accept the new app permission to subscribe to these new app events.
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• An email notification is also sent to the customer indicating that a new event is added to the app.

Issues
Issues describe unexpected behavior in the Cisco Spaces application. The Resolved Issues and Open Issues
sections list the issues in this release.

The following information is provided for each issue:

• Identifier: Each issue is assigned a unique identifier (ID) with a pattern of CSCxxNNNNN, where x is
any letter (a-z) and N is any number (0-9). These IDs are frequently referenced in Cisco documentation,
such as Security Advisories, Field Notices, and other Cisco support documents. Cisco Technical Assistance
Center (TAC) engineers or other Cisco staff can also provide you with the ID for a specific issue.

• Description: A description of what is observed when the issue occurs.

This section contains the following topics:

Cisco Bug Search Tool
Cisco Bug Search Tool (BST) is a gateway to the Cisco bug-tracking system, whichmaintains a comprehensive
list of defects and vulnerabilities in Cisco products and software. The BST provides you with detailed defect
information about your products and software.

Open Issues
There are no open issues in this release of Cisco Spaces.

Resolved Issues
There are no resolved issues in this release of Cisco Spaces.
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https://bst.cloudapps.cisco.com/bugsearch/
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