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Introduction to the CMX Engage
The CMX Engage is a location intelligence, digital customer acquisition and multi-channel engagement 
platform that enables companies to connect, know, and engage with visitors at their physical business 
locations. 

The major features of the CMX Engage 3.2.6 release are as follows:

• No longer capture the data such as profile URL, profile image, and so on for social authentication.

• Captures FB access token for Facebook authentication.

• Upgraded the client side framework to RiotJS to optimize the captive portal loading speed.
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Enhancements
CMX Engage Runtime

• Social Authentication, page 2

• Client Side Optimization, page 2

CMX Engage Runtime
The following enhancements are made to the CMX Engage Runtime:

Social Authentication

For Social authentication, the following changes are made:

• Removed the fields such as profile URL, profile image, and so on for the social subscriber data and 
acquisition logs.

• Added FB access token to subscriber data and acquisition logs.

Client Side Optimization

For the captive portals, upgraded the client side framework to RiotJS for optimizing the captive portal 
loading speed.

Resolved Issues
Table 1 Resolved Issues in the CMX Engage 3.2.6

Description

CMX Engage Dashboard

On editing a group, the group ID created for that group is removed. 

If CMX SSID is available, cannot import a Meraki SSID with the same 
name.

Cannot import a SSID name that starts or ends with a pipe character.

For SMS notifications, space in the text editor is considered as unicode 
character. 
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Open Issues

Support
You can access the support documentation using the Help button in the CMX Engage Dashboard.
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Table 2 Open Issues in the CMX Engage 3.2.6

Description

There are no open issues for this release.
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