Cisco Business Wireless: Mobile App vs Web
Ul Features

Objective

The objective of this article is to explicitly outline the features Cisco Business Wireless App
supports versus web User Interface (Ul) in Cisco Business Wireless (CBW) network for indoor
environments.

If you are unfamiliar with terms in this document, check out Cisco Business: Glossary of New
Terms.

Applicable Devices | Software Version

- 140AC (Data Sheet) | 10.4.1.0 (Download latest)
- 141ACM (Data Sheet) | 10.4.1.0 (Download latest)
- 142ACM (Data Sheet) | 10.4.1.0 (Download latest)
- 143ACM (Data Sheet) | 10.4.1.0 (Download latest)
- 145AC (Data Sheet) | 10.4.1.0 (Download latest)
- 240AC (Data Sheet) | 10.4.1.0 (Download latest)

Introduction

Cisco Business Wireless (CBW) Access Points (APs) and Mesh Extenders deliver a simple-to-
deploy solution designed for small and medium-sized businesses.

Cisco Business Wireless Access Points are administered through a web user interface. To use
this interface, your browser must be one of the following:

» Microsoft Internet Explorer 10 or above
» Apple Safari version 7 or above

* Mozilla Firefox version 33 or above

» Google Chrome version 38 or above

Also, Cisco Business Wireless access points and mesh extenders are operated directly from your
mobile device through the Cisco Business Wireles app, an intuitive client application that simplifies
conventional wireless network deployment challenges. You will need one of the following
Operating Systems to operate Cisco Business Wireless On the mobile app, navigate to

* Android version 5.0 or above
* i[OS version 8.0 or above

Updates will occur to both the Web Ul and the mobile application. This article was accurate at the
time of the Cisco Business Wireless AP release. Features may be changed or added that were not
available at the time this article was published. To have access to all the available features, make
sure you are running the latest version of the software for the Web Ul, and the latest version of the
mobile application.
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Cisco Business Wireless Support by Feature
Most of the options available in web Ul and Mobile App are common. However, there are some
options that are available in web Ul but not in Mobile App and vice versa. Please refer the

following comparison table to get more details about the options available. To jump to the section
that you are interested in, you press ctrl + click on any of the hyperlinks below.

When using the Web Ul, not all options are shown unless you are in Expert View. To enter Expert
View, select the arrow icons on the top right of the Web UI.

? Q A O Q|22 &

During initial setup, it is easiest to use the mobile app.

This toggled section highlights tips for beginners.

Logging In

Log into the Web User Interface (Ul) of the Primary AP. To do this, open a web browser and enter
https://ciscobusiness.cisco.com You may receive a warning before proceeding. Enter your

credentials.You can also access the Primary AP by entering https://[ipaddress] (of the Primary AP)
into a web browser.

Tool Tips

If you have guestions about a field in the user interface, check for a tool tip that looks like the

following:

Trouble locating the Expand Main Menu icon?

Navigate to the menu on the left-hand side of the screen, if you don’t see the menu button, click

this icon to open the side-bar menu. e

Cisco Business Wireless App

These devices have companion apps that share some management features with the web user
interface. Not all features in the Web user interface will be available in the App.

Download iOS App Download Android App
Frequently Asked Questions

If you still have unanswered questions, you can check our frequently asked questions document.

FAQ
Features Available on Both the Web Ul and the App

. Present in
Present in Web .
Features Mobile
User Interface L
Application

View the AP usage and Numbers of Clients Yes Yes



https://apps.apple.com/app/cisco-business/id1483862452
https://play.google.com/store/apps/details?id=com.cisco.business&pcampaignid=pcampaignidMKT-Other-global-all-co-prtnr-py-PartBadge-Mar2515-1
.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/1769-tz-Frequently-Asked-Questions-for-a-Cisco-Business-Mesh-Network.html

Associated
Adding new Wireless LAN (WLAN) Yes Yes
MAC Address / Hosthame and IP address details of

the Associated Clients Yes Yes
Network Summary (Access Points, Active Clients,

Yes Yes
Roques, and Interferers)
Details for top Access Points in terms of data usage Yes Yes
Details for top clients in terms of data usage Yes Yes
Details for top Guest Clients Yes Yes
Details of top Applications Yes Yes
Details of top Wireless LANs (WLANS) Yes Yes
Wireless Dashboard (Max. Configured Data Rate, Yes Yes
Client Capability - Spatial Streams, Max Protocol)
AP Performance - Channel Utilization - Top APs,

Yes Yes
Interference - Top APs
Client Performance - Signal Strength, Signal Quality, Yes Yes
Connection Rate, Client Connectivity States
Access Point View - Complete summary of the AP Yes Yes
Client View - Complete summary of the client Yes Yes
Ping Tool (IP and Domain Name) Yes Yes
Option to save device configuration and restore the

n - Yes Yes

device to factory default settings
Software Update Yes Yes

Features Only Available on the Web Ul

Present in Web User Present in Mobile
Features

Interface Application
RF Optimization Yes No
Download Tech-support files Yes No
Radius Response test Yes No
Configure and view log details Yes No
Spectrum Intelligence Yes No
RF Troubleshoot Yes No
Configuration option for SNMP and NTP,

Yes No

MDNS and Umbrella

Features Only Available on the App

Present in Web User Present in Mobile

Features .
Interface Application

Touch ID authentication No Yes

Details of top Operating Systems No Yes

Client Performance - (Connection Score, NoO Yes

Connected Protocols)
Speed Test Tool (Internal and Internet) No Yes
Options to access online resource related NoO Yes

to products

Available on both the Web Ul and the Mobile Application

View the AP usage and Numbers of Clients Associated



On the Web Ul, navigate to Monitoring > Network Summary > Access Points.

el
e c||5c|c, Cisco Business Wireless 145AC Access Point

@ Monitoring

1) | 5= Network Summary

Access Points

Clients
24GHz T  5GHz
Guest Clients o
Mesh Extender
© Applications - E \
AP Name v Role . Type v Clie... ~ Usage v
= Rogues
Access Points .
Cisco-CBW-1 AO Primary AP 1 4.8 MB
® Wireless Dashboard -
AP Performance Cisco CBW-2 Aﬁ Mesh Exten... 1 4.2 MB
Client Performance Cisco-CBW-3 () Primary Cap... 1 3.8 MB
- y,

On the mobile app, select Devices.

Mesh L
Q Sear 2.4GHz | BGHz
Name Clients Usage
APA453.0E1E.2338* 1 68 MB
AP6BCA.E46E.1650 0 133 MB
APA453.0E22.0A70 0 974 MB
AP4CBC.48C0.74B8 1 1MB
APE68CA.E470.0500 0 40 MB

Adding new Wireless LAN (WLAN)

On the Web Ul, navigate to Wireless Settings > WLANSs. Select Add new WLAN/RLAN.

il
N e cllsclo Cisco Business Wireless 140AC Access Point
57 Monitoring

£/ Wireless Settings
N WLANSs

N Active WLANs |
% Guest WLANSs

¥ Mesh C Add new WLAN/RLAN ) 9

ﬁ- Management
&

% Access Points

% WLAN Users

Action Active Type Name SsSID

@ x Enabled WLAN EZ1K EZ1K

Advanced



On the mobile app, select WLAN.

SSID Security Policy
® CBWWireless Personal(WPA2)
o EZ1K‘.‘\greless Personal(WPA2)

T 783% -

Radio Policy
ALL

ALL

MAC Address / Hostname and IP address details of the associated clients

On the Web Ul, navigate to Monitoring > Network Summary > Clients.

@ Monitorin atfran]n, o —
- g e cisco Cisco Business Wireless 140AC Access Point Q A ® = X
== Network Summary,

Access Points 1

2 -
Clients
Guest Clients
Mesh Extender
Total Wireless Apple
© Applications Clients 0 2.4GHz 0 Fastlane 0
5GHz O Analytics 0

« Rogues

Access Points se v Connecti... v~ Status v Signal v Usage v WLAN SSID Uptime Mac Address v

Speed Stren...
Clients <

On the mobile app, select Clients.

MAC Address/ Host Name

T 1 83% ..

IP Address

172.16.1.158

172.16.1.183

&

>

?



Network Summary (Access Points, Active Clients, Rogues, and Interferers)

On the Web Ul, navigate to Monitoring > Network Summary.

@ Monitorin thal .
9 e .CIISICIO. Cisco Business Wireless 140AC Access Point A @ = = -

&
Access Points
?Q

Clients
Network Summary (+]
Guest Clients

Mesh Extender
Wireless Networks Access Points Active Clients Rogues Interferers
© Applications 2 4GHz 0 APs 2 4GHz 0
5GHz 0 Clients 0 5GHz 0

« Rogues

On the mobile app, select Overview and Network Summary.
= 7 83% )

{ @etwark SummarD 9 Q

© ‘8]

Access Points Active Clients
Adopted Pending Regular Guest
5 0 2 0
G’ -
Rogues Interferers
APs Clients 2.4 GHz 5 GHz
30 0 0 0

Top Access Points
Top Pending Access Points
Top Clients

Top Guest Clients

Details for top Access Points in terms of data usage

On the Web Ul, navigate to Monitoring > Network Summary.

— ACCESS POINTS @E x
-3 Monitoring

Name ~¥ Cli.. ~¥ Usag... ~¥ Thro... ¥

Access Points 1 APG68CA.E46E.... 0 0 0.0 bps

2 APA453.0E1F.E... 0 0 0.0 bps

LY

Clients

On the mobile app, select Overview and Network Summary.



T 783% )

4 Getwork SummarD 9 Q

y i
Rogues Interferers

APs Clients 2.4 GHz 5 GHz
30 0 0 0

Top Access Points
APA453.0E22.0A70 977 MB
0 Clients Usage
APGBCA.E46E.1650 163 MB
0 Clients Usage
APEBCA.E470.0500 75 MB
0 Clients Usage
APA453.0E1E.2338 69 MB
1 Client Usage
APACBC.48C0.74B8 1MB
\ Client r Usage
Top Pending Access Points
Details for top clients in terms of data usage
On the Web Ul, navigate to Monitoring > Network Summary.
— CLIENTS & e %
@B/ Monitorin g
HH Client Identity v Device Type v  Usage
< >

Access Points

On the mobile app, navigate to Monitoring > Network Summary.
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< Getwork Summarae Q

Ca! e
Rogues Interferers
APs Clients 2.4 GHz 5 GHz
30 0 0 0
Top Access Points
Top Pending Access Points
Top Clients
Galaxy-59 4 MB
* Android Usage
‘ Anthonys-iPad 1MB
Apple-iPad Usage

Top Guest Clients
Top Applications
Top Operating Systems

Top WLANs

Details for top Guest Clients

On the Web Ul, navigate to Monitoring > Network Summary > Guest Clients.

@/ Monitorin Ha : —
g e 'cllslclo' Cisco Business Wireless 140AC Access Point Q A @ = X ﬁ
=8 Network Summary,
Access Points
1 ?
Clients i
Guest Clients
Mesh Extender
Total Wireless
© Applications Guest Clients 0 2.4GHz 0
Recent Clients 0 5GHz 0
 Rogues
Access Points (User Name v v IPv4 Address ~ AP Name v Protocol v Connecti... ~ Usage > WLAN SSID)
Speed

Clients <

>

On the mobile app, navigate to Overview > Network Summary > Top Guest Clients.
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Rogues Interferers

APs Clients 2.4 GHz 5 GHz
30 0 0 0

Top Access Points

Top Pending Access Points

Top Clients

“ Galaxy-59 4 MB
Android Usage

‘ Anthonys-iPad 1MB
Apple-iPad

Usage

Gop Guest Clients.) e

Top Applications

Top Operating Systems

Details of top Applications

Top WLANs

On the Web Ul, navigate to Network Summary > Applications.

=8 Network Summary thials =
—
e lcllslclc,I Cisco Business Wireless 140AC Access Point Q A @ = = = ﬂ

Access Points 1

Clients

Guest Clients

Applications @
Mesh Extender

CAplecations ® Groups @ Data Usage Throughput)

On the mobile app, navigate to Overview > Network Summary > Top Applications.
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Y Ar

Rogues Interferers

APs Clients 2.4 GHz 5 GHz
30 0 0 0

Top Access Points
Top Pending Access Points
Top Clients

" Galaxy-59 4 MB
Android Usage

‘ Anthonys-iPad 1MB

Apple-iPad Usage

Top Guest Clients

Top Applications e

Top Operating Systems

Top WLANs +

Details of top Wireless LANs (WLANS)

On the Web Ul, navigate to Monitoring > Network Summary.

TOP WLANS & WE x

an Monitoring

— SSIDs v No of Clients v Usage ~

Access Points

On the mobile app, navigate to Overview > Network Summary > Top WLANS.
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Rogues Interferers

APs Clients 2.4 GHz 5 GHz
30 0 0 0

Top Access Points
Top Pending Access Points

Top Clients

“ Galaxy-59 4 MB
Android Usage
‘ Anthonys-iPad 1MB

Apple-iPad Usage
Top Guest Clients
Top Applications

Top Operating Systems

G ©

Wireless Dashboard (Max. Configured Data Rate, Client Capability - Spatial
Streams, Max Protocol)

On the Web Ul, navigate to Monitoring > Network Summary > Wireless Dashboard.

Wireless Dashboard (+]
s
&_ Monitoring
etwork Summary
- AP CAPABILITY @ = x AP DISTRIBUTION @ = x
Me:
O Applications
R
B - 140,
144 Hops o
M nfigurea l patia am n 3y AP Model n
L Wireless Settings
(3 Management
3 CLIENT CAPABILITY @ % AP PERFORMANCE - CHANNEL UTILIZATION @ = x
=~ Advanced

CLIENT CAPABILITY BY SPATIAL STREAMS

158 2ss 3ss 4ss

CLIENT CAPABILITY BY MAX PROTOCOL

202410 802.11g 802.11n 202.11ax

0 0

On the mobile app, navigate to Overview > Wireless Dashboard.

= ¥ 83% .

< G'Vireless Dashboara 9 Q

AP Capability
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AP Performance - Channel Utilization - Top APs, Interference - Top APs

On the Web Ul, navigate to Monitoring > Network Summary > AP Performance.

g L
S 6 'CI|5'C|0' Cisco Business Wireless 140AC Access Point ? Q A ® = &
* Monitoring
=2 Network Summary
Access Points
AP Performance o
Clients
Guest Clients
Ve Bt CHANNEL UTILIZATION - TOP APS @ x INTERFERENCE - TOP APS @ x
© Applications 246Hz 5GHz 5GHz
« Rogues 100 100
Access Points 90 S—"
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Clients S 7 E 10
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® Wireless Dashboard [ - R
= 2
2 5 0 3 40
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Client Performance 20 E 20
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¥ Wireless Settings 0 e 0
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Management Interference ™ DataTraific ~ AvailableCapacity nterference

<

Advanced

On the mobile app, navigate to Overview > AP Performance.
T 7 83% .

{ GP Performancg 9 Q

Clients Throughput

Number of Clients

APACBC.48C0.74B8

1

Access Points
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Interference - Top APs
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ice Impact
- ]
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Client Performance - Signal Strength, Signal Quality, Connection Rate, Client
Connectivity States



On the Web Ul, navigate to Monitoring > Network Summary > Client Performance.

@ Monitoring Client Performance

Network Summary

Points
: 1 SIGNAL STRENGTH @ x CONNECTION RATE @

h Extender
© Applications

NO DATA TO DISPLAY NO DATA TO DISPLAY

£ Wireless Settings

ﬁ' Management SIGNAL QUALITY @ x CLIENT CONNECTIONS @ °

-‘a Advanced

On the mobile app, navigate to Overview > Client Performance.
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Signal Quality - SNR (dB)

Connection Rate
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Access Point View - Complete summary of the AP

On the Web Ul, navigate to Monitoring > Network Summary > Access Points.

& Monitoring Access Point View
=% Network Summary
2 GENERAL PERFORMANCE SUMMARY
2.46H2 5GHz
AP68CA.E46E.1558 Number of clients
Mesh Extender T

default location hannels 1 (36, 40, 44, 48)

© Applications

Cenfigured Rate Min: 9 Mbps, Max 144 Mops Min: 6 Mbps, Max: 857 Mbps

« Rogues 68:caed:68:15:58
68.ca'e4:60:02:60 sage Traffic 0 o
192.168.1.112

Througng 0 0

AUTO

@ Wireless Dashboard CBW14ZACH-8-xx | B02,11bgi-4 802.112:--B Trans 16 d8m

AP P a4:53:0e 1fed BB
Not Available
AC [ Full Power
ut
# Wireless Settings Max Capabilities 802.11n 2.4GHz.802.11ac 56Hz

Spatial Streams : 2 (2 4GHz). 2 (5.0GHz) nterference
Max. Data Rale - 144 Mbps(2 4GH2), 867 MBPS(5.0GH2)

ﬁ- Management

Traflic

3 Advanced Admin Status Enadled Enabled

APGBCA.E46E 1558 DETAILS

CLIENTS RF TROUBLESHOOT

Username ~  Uptime ~  Usage v os v SSID ~ Capabllities ~  signal Quality




On the mobile app, navigate to Devices > Access Point View.
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.
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AP Group:default-group
Mesh
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Max. Data Rate: 144Mbps(2.4GHz), B67Mbps(5.0GHz)
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Client View - Complete summary of the client

On the Web Ul, navigate to Monitoring > Network Summary > Clients.
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& Monitoring

22 Network Summary.

Clients
Total Wireless Apple
Slients 0 24GHz 0 Fastiane
5GHz 0 Analytics
© Applications
 Rogues User Name ~ AP Name ~  Protocol ~ | clientType  ~ | conmecti. | staws «  signal v Usage ~ | WLAWSSID  ~ | uptime -

speed stren

On the mobile app, navigate to Clients > Client View.
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Ping Tool (IP and Domain Name)

On the Web Ul, navigate to Advanced > SNMP > Primary AP Tools > Troubleshooting Tools.
Scroll down to the Ping Test section.

8 Logging

.ll RF Optimization Restart Primary AP Configuration Management Troubleshooting Files

ﬂ‘a Advanced #
¥ SNMP

y Troubleshooting Tools Upload File

£+ Security Settings e
& CBD Settings

Ping Test

DNS cisco.com

On the mobile app, navigate to More > Ping Tool.

= o 82% .
4 Ping Tool Q
Average Latency 0.0 ms

SENT RECEIVED

Option to save device configuration and restore the device to factory default
settings



On the Web Ul, navigate to Advanced > SNMP > Primary AP Tools > Configuration
Management.

Primary AP Tools

*' Management

-‘a Advanced .
¥ SNMP

& Logging

.l RF Optimization Restart Primary AP Configuration Management Troubleshooting Files

& . Troubleshooting Tools Upload File
£+ Security Settings

& CBD Settings

On the mobile app, navigate to More > Save Configuration or More > Reset to Factory Default.

[ © ECRENA
Q

9, Tools
Support
SBSC Support Center
Online Datasheets and QSGs
Online Community
Support Videos
Save Configuration
Reset to Factory Default
System Information

Logout

Only Available on the Web Ul

RF Optimization

On the Web Ul, navigate to Advanced > SNMP > RF Optimization.

LN AD
e cllsclo Cisco Business Wireless 140AC Access Point
@&@* Monitoring

B Wireless Settings
RF Optimization

ib Management

&/ Advanced . Enabled
¥ SNMP

B Logging




Download Tech-support files

On the Web Ul, navigate to Advanced > SNMP > Primary AP Tools > Troubleshooting Files >

Download Support Bundle.

3] Monitoring
£ Wireless Settings

L Management

-‘.é Advanced .
¥ SNMP

& Logging

.ll RF Optimization

' @
£+ Security Settings

& CBD Settings

Radius Response test

Troubleshooting Files

Restart Primary AP Configuration Management

Troubleshooting Tools Upload File

» Tech Support

Primary AP crash information. Number of files present:1

File name Size

Cisco-CBW-1-crash.tgz 48949467

Support Bundle includes configuration, logs and crash files for trouble shooti
Pop-up blocker should be disabled in Browser settings to upload or downloac

On the Web Ul, navigate to On the Web Ul, navigate to Advanced > SNMP > Primary AP Tools
> Troubleshooting Tools > Radius Response.

& Monitoring
L wireless Settings
[, 3 Management

-"u Advanced
¥ SNMP

& Logging

.l RF Optimization
*

£} Security Settings

& CBD Settings

aster AP Configu

ation Management oubleshooting Files Troubleshooting Tools Upload File

DNS Servers

DNS Server IP

Umbrella v 7 (2]

HTTP-Proxy IP Address*

HTTP-Proxy Port*

Ping Test

DNS | cisco.com

Radius Response @
WLAN Profile (5]
Usermname

Password

D Show Passphrase




Configure and view log details

e alvafee sco Business Wireless 140AC Access Point
ﬁ Monitoring cisco “I5C0 [ 4 ess P

L wireless Settings
Logging

% Management

@) o
P
o @

.all RF Optimization Log Syslog Level | Errors (3) (Default)

Log Buffer Level = Errors (3) (Default)

LOGS

“emWeb: Apr 20 04:23:54.418: HEMWEB-3-LOGIN_FAILED: ews_auth.c:2285 Login failed for the user.. Username has more than 24 characters or 0 characetrs[...|t ocourred 3
times'sec!.]

“emWeb: Apr 30 04:23:53.288: %HEMWEB-3-LOGIN_FAILED: ews_suth.c:2285 Login failed for the user.. Username has more than 24 characters or 0 characetrs [...It occurred 15
timesisec!.]

“emWeb: Apr 20 04:23:52.020: %EMWEB-3-LOGIN_FAILED: ews_suth.c:2285 Login failed for the user.. Username has more than 24 characters or 0 characetrs [ .|t occumred 8
timesisec! ]

Software Update

On the Web Ul, navigate to Management > Access > Software Update.
®H T e 'Ic|||5'é|cl,' Cisco Business Wireless 140AC Access Point

ﬁ Wireless Settings
Software Update

10.0.1.0

& Admin Accounts

@ Time

-"- Advanced

Automatically Check For Updates = Enabled

Last Software Check Wed May 6 15:11:02 2020

Latest Sofiware Release /A g

Recommended Software Release /A 9

» Predownload Image Status

Spectrum Intelligence

On the Web Ul, navigate to Monitoring > Network Summary > Access Points > Spectrum
Intelligence.



APA453.0E1F.E488 DETAILS
@ Monitoring CLIENTS RF TROUBLESHOOT ((SPECTRUM INTELLIGENCE) TOOLS

== Network Summary (3]

> O = o

ACTIVE INTERFERERS @

Clients
Guest Clients

Mesh Extender

© Applications Interfe... ~  Affected Cha... ~ Detected Time ~ Severity v Duty Cycle ~  RSSI (...

RF Troubleshoot

On the Web Ul, navigate to On the Web Ul, navigate to Monitoring > Network Summary >
Access Points > RF Troubleshoot.

@ ("Monitoring
&8 Network Summary,

2w
NEIGHBOR AND ROGUE APS & CLEAN AR INTERFERERS ©
hannel
3
¥ Wireless Settings @
H
¥ Management
L Advanced
CUENT DISTRIBUTION ON TOP NEIGHBOR APS © CLIENT DISTRIBUTION BY DATA RATES @

Configuration option for SNMP and NTP, mDNS and Umbrella

SNMP: On the Web Ul, navigate to Advanced > SNMP.

e otltails, Cisco Business Wireless 140AC Access Point

@ Monitoring cleco T
£ wireless Settings
ﬁ' Management SoalE
& Advanced Disabled

g

B Logging

Service 2]

.l RF Optimization

SNMP Trap Receivers

@Add New SNMP Trap Receiver

Action Receiver Name P Address

SNMP V3 Users

@ Add New SNMP V3 User

llear Namea



NTP: On the Web Ul, navigate to Management > Access > Time > NTP Servers.

afvalne ) PP .
cisco Cisco Business Wireless 140AC Access Point

&R Monitoring
L wireless Settings
Time
Management
@ Access Set Time
. ) _ ) D Automatically From
& Admin Accounts (GMT -6:00) Central Time (US and Canada) v Current Location

¥ Software Update

3 Set Time Manually = 05/11/2020 06:17 AM BO

=ma Advanced
NTP Polling Interval 86400 [seconds)

NTP Servers

(FAdd New NTF Server

Action NTF Index NTF Server NTP Status Apply for APs

F =
& =
F =

in

MDNS: On the Web Ul, make sure you are in Expert View by clicking on the arrow icon. Navigate
to Services > mDNS.

e "I:|||5'é|cl,' Cisco Business Wireless 140AC Access Point ? Q A @ =) ¥ o
@ Monitoring
£ Wireless Settings
mDNS
*‘ Management
Disabled

I" Services
2

& Umbrella

¥
=a Advanced mDNS Policy

mDNS Global Snooping

Query Interval 15 & | 10-120(min)

mDNS VLAN Mapping

Add VLAN Id
Action VLAN Id
m o

Master Services Database mDNS Profiles mDNS Policy Domain Names mDNS Browser

Umbrella: On the Web Ul, make sure you are in Expert View by clicking on the arrow icon.
Navigate to Services > mDNS > Umbrella.

(=) alialn ?2 Q A © =) = O

cisco Cisco Business Wireless 140AC Access Point
@ Monitoring

'5 Wireless Settings
Umbrella

ﬁ' Management
Enabled

'c .
U mDNS
C) . Umbrella Global Status

<

Advanced Umbrella API Token




Only Available on the Mobile App

Touch ID authentication:

Touch ID authentication is available for Cisco Business Wireless Application. You can use Touch
ID for fingerprint-based authentication to access Cisco Business Wireless network via Mobile App.

On the mobile app, select OK and Confirm.

Touch ID Authentication

Touch ID is available for Cisco . )
Wireless.Do you want to sign in using | Touch ID for “Cisco Business"”

?
Touch ID? Confirm your Touch ID to continue

Cancel Cancel

Details of top Operating Systems

On the mobile app, navigate to Overview > Network Summary > Top Operating Systems.
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Client Performance - (Connection Score, Connected Protocols)

On the mobile app, navigate to Overview > Client Performance.
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Speed Test Tool (Internal and Internet)

On the mobile app, navigate to Internal.
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Options to access online resource related to products
On the mobile app, select More and select the online resource you would like to access.
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Conclusion

You are now familiar with how to navigate through the features available in web Ul and Cisco
Business Wireless App for Cisco Business Wireless Access Points and Mesh Extenders. You can
monitor and manage your Cisco Business Wireless Network with ease.

Check out these other related articles!

Intro to Mesh Mesh FAQ Cisco Business Wireless Model Decoder Reboot Tips Reset to Factory
Default Day Zero: Configure Via App / Web Best Practices for a Cisco Business Wireless Mesh
Network Allow Lists Update Software Get Familiar with the CBW App Troubleshooting Time
Settings Troubleshoot Red LED Bridge Group Names



https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/1768-tzep-Cisco-Business-Introduces-Wireless-Mesh-Networking.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/1769-tz-Frequently-Asked-Questions-for-a-Cisco-Business-Mesh-Network.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/1776-CBW-PID-Decoder.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/1873-tz-Reboot-Tips-for-Cisco-Business-Wireless-Access-Points.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2120-reset-to-factory-default-cbw.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2120-reset-to-factory-default-cbw.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/1771-1906-day-zero-config.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2133-cbw-best-practices.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2133-cbw-best-practices.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2126-Whitelists-cbw-Mesh-Network.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2126-Whitelists-cbw-Mesh-Network.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2063-Upgrade-software-of-CBW-access-point.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2084-Get-familiar-with-Cisco-Business-Mobile-App.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2109-tz-troubleshooting-CBW-Mesh-Network.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2130-Configure-Time-Settings-CBW.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2130-Configure-Time-Settings-CBW.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/kmgmt-2322-flashing-red-LED-pattern-day-zero-setup-CBW.html
https://www.cisco.com/c/en/us/support/docs/smb/wireless/CB-Wireless-Mesh/2109-Bridge-Group-Names-on-a-Cisco-Business-Wireless-Mesh-Network.html
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