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Introduction

Some antivirus products need to be configured to be compatible with the Secure Endpoint Linux
connector.

Secure Endpoint Linux connectors exclusions in F-Secure
11.10.68 on CentOS 7.4.1708

Configure F-Secure command line for standalone mode.1.
Configure F-Secure to exclude /opt/cisco/amp and all sub-directories from scanning.2.
Configure F-Secure to add file-access operations by the following programs to an allow list:
/opt/cisco/amp/bin/ampdaemon/opt/cisco/amp/bin/ampupdater/opt/cisco/amp/bin/ampcli/opt/
cisco/amp/bin/ampsigncheck/opt/cisco/amp/bin/ampsupport

3.

Configure Secure Endpoint to exclude the following directories and sub-directories: /etc/opt/f-
secure/opt/f-secure/var/opt/f-secure

4.
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