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Introduction

This document describes the instalation steps for CVVB.

Contributed by Kabeer Noorudeen, Cisco TAC Engineer.

Prerequisites

Requirements
There are no specific requirements for this document.
Components Used

The information in this document is based on CVVB 11.0 Hosted environment.

The information in this document was created from the devices in a specific lab environment. All of
the devices used in this document started with a cleared (default) configuration. If your network is
live, make sure that you understand the potential impact of any command.

Installation

These are the steps to install CVVB:

Step 1. Boot from the bootable CD for the CVVB. Select the product to be installed.




Step 2. Confirm for the installation of the CVVB.

| Proceed with Install |

Versions on the hard drive: NONE

The wersion on this DUD is: 11.8.8.958H8-398
Do you want to proceed with the Install?

Step 3. Choose Proceed for the platform installation wizard.

| Platform Installation Wizard |

This Wizard sets up the initial configuration of the
platform.

Before proceeding, complete the pre-installation tasks
outlined in the installation guide.

Choose <Proceed> to continue with the wizard.
Choose <Skip> to skip the configuration until later.
Choose <Cancel?> to end the installation.

Step 4. Choose the right option for patch install, in this example you do not have a patch
installation.



Step 5. Click on Continue to continue the installation.

Step 6. Choose the time zone for installation.




- -

isco Unified Voice Browser 11.8.8.9568868-398

| Timezone Configuraton |

Choose the correct timezone from the following list:

Australia-Hobart
Australia-sLindeman
Australia-Lord Howe
Australia~-Melbourne
Australia-Perth
AustraliasSydney
CET

Step 7. Continue with the installation for auto negotiation configuration.

| Auto Hegotiation Configuration b——

NIC =peed and duplex in a virtual machine are determ
by the Host.

They do not need to be configured in the Guest.

Please select "Continue" to proceed with the

installation.

Continue

Step 8. Keep the default MTU size



Step 9. Enter the server detalils.

Step 10. Enter the DNS details of the server.



Step 11. Enter the user credentials.

Step 12. Enter the Organization details.




Unified Uoice Browser 11.A.H.95HHH-39A4

| Certificate Information |

Enter information about your organization. This is used to
generate security certificates for this node.

Organization

Unit

Location

State

Country Australia [
Azerbai jan |
Bahamas n

Step 13. Select it as the first node.

] First Node Configuration |

Is this server the First Node in the cluster?

IIHEHII\ ]!!!!!i\ IIHHIIII\ ]!!H!!!!i\

Step 14. Capture the correct NTP address.




| Network Time Protocol Client Configuration

NTP Server 1 18.66.74.18

NTPF Serwver 2
NTPF Serwver 3
NTPF Serwver 4

MTPF Serwver 5

Step 15. Provide the security password that would be used for clustering.

| Security Configuration |
Enter the =system security password. This password
1o secure communication between cluster nodes and w

also be used by DRSS for encryption of backup tar fi
Chooze Help for username and password guidelines.

Security Password | EEEEEEEETINGEG—G
Confirm Password LN

Step 16. Select No if you do not need an SMTP host.




Step 17. Enter the application User Credentials.

Step 18. Complete the installation steps.




Step 19. Once the installation is completed, open the CVVB app-admin
page https://<CVVB>/appadmin

License Information

.Neﬂ

Status

@ Status - Keady

Click Next to proceed with 60 days demo license or Browse to select other options.
Enter a license or zip file name

License File Browse. .

Next

Step 20. Browse the license that has to be deployed. Once the license is deployed successfully,
you see the validation completed message.


https://10.66.74.47/appadmin

® Status - Ready

Click Next to proceed with 60 days demo license or Browse to select other options.
Enter a license or zip file name

License File Browse. _.
Validating uploaded license file...
Validation completed.

Flease click on Next to continue.

Step 21. The components get activated on the CVVB.

Component Activation

‘ Back . Next

Status

4. Components Activation is in progress, please wait.......

‘ Component Name Status

Cisco Unified Intelligence Center Reporting Activated
iscoVWB Config Datastore Activating...
CiscoVWB Engine Activating....
Cisco VB Hislorical Datastore Activating...
Cisco VVB Node Manager Activated
Cisco VWB Repository Datastore Activating...

Back Next

Step 22. Select the appropriate codec used in the solution.

.

alinlin Cisco Virtualized Voice Browser Administration
cisco For Cisco Unified Communications Solutions

System Parameters Configuration

‘ Back . Mext

Codec G110

G711A

Back Mexi

® *- indicates required item

Step 23. Define the language configuration as per the solution.



Languages Configuration

‘ Back . Mext

Status

@ Status - Keady

MR Language Configuration

Language Group
Group Default

en_Al
|English ™| an ca

en_GB O

en_US ()
Back Next

@ The system default VR Language is "en_US". This can be m

Step 24. Once the configuration is completed successfully, the CVVB restarts.



Cisco VWB Setup Result Information

Cisco B Setup Status. Cisco WWEB Setup completed.

Cisco Unified SIP Configuration Status. Cisco Unified SIP Configuration is done.
License Upload Status. License Upload is done.

Publisher Activation Status. Publisher Activation is done.

Cisco WWEB Historical Datastore Fublisher iz Activated

Cisco B Repository Datastore Fublisher is Activated

System FParamters update Status. System Parameter Configuration is done.
Language update Status. Language Configuration is done.

User configuration Status. User Configuration is done.

Setup completed. The Cisco WYWB Engine is restarting.

@ Flease close your web browser nowl

Step 25. The CVVB is available for configuration.

almlie  Cisco Virtualized Voice Browser Administration
CISCO  For Cisco Unified Communications Solutions

System  Applications  Subsystems Tools  Help

Cisco Virtualized Voice Browser Administration
System version: 11.0.0.95000-390

Copyright © 1999-2014 Cisco Systems, Inc.
All rights reserved

This product contains cryplographic festures and is subject to United States and local country laws governing import, export, fransfer and use. D
to comply with applicable laws and regulations. If you are unable to comply with U.5. and local laws, return this product immediately.

A summary of U.5. laws governing Cisco cryptographic products may be found at: http:/fwaw. cisc o.comfwediexport/c ryptoftool/staorg_ntml.
If you require further assistance please contact us by sending email to exporti@cisco.com.




	Contents
	Introduction
	Prerequisites
	Requirements
	Components Used

	Installation

