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Overview
Cisco announces end-of-life dates for Cisco Secure Malware Analytics Software Versions

Cisco's Secure Malware Analytics will support software releases for its appliances for 2 years only. All support
for software releases older than 2 years will end on June 30th, 2023. No support, bug fixes, patches, or
maintenance releases will be provided for the older software beyond this point. It might be necessary to
upgrade to a later software release to correct a reported problem.

For more information and deadlines for support, see
https://www.cisco.com/c/en/us/td/docs/security/threat grid/version-lookup-table/b version-lookup-
table.html.

Software maintenance support for 2.18 releases end on October 20, 2024. No patches or maintenance
releases will be provided for 2.18 releases after that date.

Software maintenance requires an active service contract.

Product migration options
Admin and getting started guides can be found here: https://www.cisco.com/c/en/us/support/security/amp-

threat-grid-appliances/series.html.

For more information
For more information about the Cisco End-of-Life Policy, go to: https://www.cisco.com/c/en/us/products/eos-
eol-policy.html.

For more information about the Cisco Product Warranties, go to:
https://www.cisco.com/c/en/us/products/warranty-listing.html.

To subscribe to receive end-of-life/end-of-sale information, go to: https://cway.cisco.com/mynotifications.

Any authorized translation issued by Cisco Systems or affiliates of this end-of-life Product Bulletin is intended
to help customers understand the content described in the English version. This translation is the result of a
commercially reasonable effort; however, if there are discrepancies between the English version and the
translated document, please refer to the English version, which is considered authoritative.
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