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What’s New In Cisco Advanced Phishing Protection
Cisco is always working to improve the Cisco Advanced Phishing Protection product, from fixing issues

to improving existing features to adding new features.

The following release versions explains the feature changes in Cisco Advanced Phishing Protection, as

well as documentation updates not necessarily related to product features.

 • June 2020 Release Updates, page 2

 • April 2020 Release Updates, page 2

 • March 2020 Release Updates, page 2

 • February 2020 Release Updates, page 2
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  Related Documentation
June 2020 Release Updates
 • Significant changes to the search language that you can use to create continuous detection and 

response (CDR) rules have been made. See " Domain Specific Language Reference" on page 131 
for details.

 • The ability to create custom, local continuous detection and response (CDR) rules has been added. 
See " Continuous Detection and Response Rules” on page 130.

April 2020 Release Updates
 • (CDR) rules added. See " Continuous Detection and Response Rules” on page 130.

March 2020 Release Updates
 • Message details now provide additional insight into how a message score and attack classification 

was determined. " Attack Classifications” on page 105 shows details for the different attack types.

February 2020 Release Updates
 • Email addresses in the journaling topic had the incorrect domain for Advanced Phishing Protection. 

This has been corrected.

 • Processing exceptions can now be defined so messages will not be evaluated. See “Processing 
Exceptions” on page 189 for details.

Related Documentation

Service and Support

Note To get support for virtual appliances, have your Virtual License Number (VLN) number ready when you 
call Cisco TAC.

Documentation For
Cisco Email Security Products Location

Cisco Domain Protection https://www.cisco.com/c/dam/en/us/td/docs/secu
rity/phishing_protection-and-domain_protection/
dp_user_guide.pdf

Cisco Advanced Phishing Protection https://www.cisco.com/c/dam/en/us/td/docs/secu
rity/phishing_protection-and-domain_protection/
app_user_guide.pdf
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  Service and Support
Cisco TAC: http://www.cisco.com/en/US/support/tsd_cisco_worldwide_contacts.html

Support Site for legacy IronPort: http://www.cisco.com/web/services/acquisitions/ironport.html

For non-critical issues, you can also access customer support from the appliance. For instructions, see 
the User Guide or online help. 

This document is to be used in conjunction with the documents listed in the “Related Documentation <required for IOS - optional for other>” section.

Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates in the U.S. and other countries. To view a list of 
Cisco trademarks, go to this URL: www.cisco.com/go/trademarks. Third-party trademarks mentioned are the property of their respective owners. The 
use of the word partner does not imply a partnership relationship between Cisco and any other company. (1721R)

Any Internet Protocol (IP) addresses and phone numbers used in this document are not intended to be actual addresses and phone numbers. Any 
examples, command display output, network topology diagrams, and other figures included in the document are shown for illustrative purposes only. 
Any use of actual IP addresses or phone numbers in illustrative content is unintentional and coincidental.

© 2020  Cisco Systems, Inc. All rights reserved.

Printed in the USA on recycled paper containing 10% postconsumer waste. 
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